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* * * * Begin of Change * * * *
[bookmark: _Toc28012059][bookmark: _Toc34122911][bookmark: _Toc36037861][bookmark: _Toc28012210][bookmark: _Toc34123063][bookmark: _Toc36038013]4.2.3.1	General
The UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both, update and delete operations.
The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:
-	PCF initiated update of the policies associated with the PDU session.
-	PCF initiated deletion of SM Policy Association of a PDU session.
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Provisioning of revalidation time.
-	Policy provisioning and enforcement of authorized AMBR per PDU session.
-	Policy provisioning and enforcement of authorized default QoS.
-	Provisioning of PCC rule for Application Detection and Control.
-	3GPP PS Data Off Support.
-	IMS Emergency Session Support.
-	Request Access Network Information.
-	Request Usage Monitoring Control.
-	Request for the result of PCC rule removal.
-	Access Network Charging Identifier request.
-	Request for the successful resource allocation notification.
-	IMS Restoration Support.
-	P-CSCF Restoration Enhancement Support.
-	Access traffic steering, switching and splitting support.
-	Policy provisioning and enforcement of the AF session with required QoS.
-	Forwarding of TSN information received from AF.
-	Provisioning of TSCAI input information and TSC QoS related data.
-	Policy provisioning and enforcement of the AF session with required QoS.
-	Policy provisioning of QoS Monitoring to assist URLLC Service.
* * * * Next Change * * * *
4.2.3.x	Policy provisioning of QoS Monitoring to Assist URLLC Service
The QoS Monitoring for URLLC refers to the real time packet delay measurement between the UE and the UPF for a QoS flow corresponding to an URLLC service.
If the "QosMonitoring" feature is supported, the PCF may generate the authorized QoS Monitoring data decision for the service data flow based on the QoS Monitoring request if received from the AF. The PCF shall include within the SmPolicyDecision data structure one or more QosMonitoringData instances within the "qosMonDecs" attribute and "QOS_MONITORING" within the "PolicyCtrlReqTriggers" attribute if the PCF determines the QoS monitoring report shall be sent to the PCF from the SMF and if it has not been provisioned yet.
NOTE:	The QoS monitoring report can be sent to the PCF as described in subclause 4.2.4.24 or to the AF directly as described in 3GPP TS 29.508 [12] based on the PCF decision.
For each QosMonitoringData instance, PCF shall include:
-	the requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within the "reqQosMonParams" attribute;
-	the frequency(s) of reporting (e.g. event triggered, periodic, or when the PDU Session is released, and/or any combination) within the "repFreqs" attribute;
-	for the case the "repFreqs" attribute includes the value "EVENT_TRIGGERED":
-	the delay threshold for downlink with the "repThreshDl" attribute if "reqQosMonParams" attribute includes DOWNLINK;
-	the delay threshold for uplink with the "repThreshUl" attribute if "reqQosMonParams" attribute includes UPLINK; and/or
-	the delay threshold for round trip with the "repThreshRp" attribute if "reqQosMonParams" attribute includes ROUND_TRIP;
-	the minimum waiting time between subsequent reports within the "waitTime" attribute;
-	for the case the "repFreqs" attribute includes "PERIODIC", the reporting period within the "repPeriod" attribute;
-	the notification URI within the "notifUri" attribute and the notification correlation id within the "notifCorreId" attribute if the PCF determines that the notification shall be sent to the AF directly from the SMF.
The PCF shall include the value of  QoS Monitoring Data ID of QosMonitoringData instance within the "refQosMon" attribute of the corresponding PCC rule and provide the QoS monitoring data decision together with the PCC rule if it has not been provisioned to the SMF. When the SMF receives the PCC rule, the SMF shall send a QoS Monitoring request to the PSA UPF via N4 as defined in 3GPP TS 29.244 [13] and NG-RAN via N2 signalling to request the QoS monitoring between PSA UPF and NG-RAN as defined in 3GPP TS 29.503 [34]
If the PCF receives the request to disable the QoS monitoring from the AF, the PCF shall update the PCC rule with the "refQosMon" attribute set to NULL. The PCF may also remove the corresponding QoS Monitoring Data if no PCC rule is referring to it.
* * * * Next Change * * * *
[bookmark: _Toc28012140][bookmark: _Toc34122993][bookmark: _Toc36037943]4.2.6.2.18	VoidQoS Monitoring to assist URLLC Service
The QoS Monitoring for URLLC refers to the real time packet delay measurement between the UE and the UPF for a QoS flow corresponding to an URLLC service.
If the "QosMonitoring" feature is supported, the PCF may generate the authorized QoS Monitoring data decision for the service data flow based on the QoS Monitoring request if received from the AF. The PCF shall include one or more QosMonitoringData instances within the "qosMonDecs" attribute within the SmPolicyDecision data structure.
For each QosMonitoringData instance, PCF shall include:
-	the requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within the "reqQosMonParams" attribute;
-	the frequency(s) of reporting (e.g. event triggered, periodic, or when the PDU Session is released, and/or any combination) within the "repFreqs" attribute;
-	for the case the "repFreqs" attribute includes the value "EVENT_TRIGGERED":
-	the delay threshold for downlink with the "repThreshDl" attribute if "reqQosMonParams" attribute includes DOWNLINK;
-	the delay threshold for uplink with the "repThreshUl" attribute if "reqQosMonParams" attribute includes UPLINK; and/or
-	the delay threshold for round trip with the "repThreshRp" attribute if "reqQosMonParams" attribute includes ROUND_TRIP;
-	the minimum waiting time between subsequent reports within the "waitTime" attribute;
-	for the case the "repFreqs" attribute includes "PERIODIC", the reporting period within the "repPeriod" attribute;
-	the notification URI within the "notifUri" attribute and the notification correlation id within the "notifCorreId" attribute if the PCF determines that the notification shall be sent to the AF directly from the SMF.
The PCF shall include the value of  QoS Monitoring Data ID of QosMonitoringData instance within the "refQosMon" attribute of the corresponding PCC rule and provide the QoS monitoring data decision together with the PCC rule if it has not been provisioned to the SMF. When the SMF receives the PCC rule, the SMF shall send a QoS Monitoring request to the PSA UPF via N4 as defined in 3GPP TS 29.244 [13] and NG-RAN via N2 signalling to request the QoS monitoring between PSA UPF and NG-RAN as defined in 3GPP TS 29.503 [34]
If the PCF receives the request to disable the QoS monitoring from the AF, the PCF shall update the PCC rule with the "refQosMon" attribute set to NULL.
* * * * Next Change * * * *
[bookmark: _Toc28012283][bookmark: _Toc34123142][bookmark: _Toc36038092]5.8	Feature negotiation
The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	TSC
	This feature indicates support for traffic steering control in the (S)Gi-LAN or routing of the user traffic to a local Data Network identified by the DNAI per AF request. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.20.

	2
	ResShare
	This feature indicates the support of service data flows that share resources. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.8.

	3
	3GPP-PS-Data-Off
	This feature indicates the support of 3GPP PS Data off status change reporting.

	4
	ADC
	This feature indicates the support of application detection and control.

	5
	UMC
	Indicates that the usage monitoring control is supported.

	6
	NetLoc
	This feature indicates the support of the Access Network Information Reporting for 5GS.

	7
	RAN-NAS-Cause
	This feature indicates the support for the detailed release cause code information from the access network.

	8
	ProvAFsignalFlow
	This feature indicates support for the feature of IMS Restoration as described in subclause 4.2.3.17. If SMF supports this feature the PCF may provision AF signalling IP flow information.

	9
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the SMF to indicate if it supports P-CSCF Restoration Enhancement.

	10
	PRA
	This feature indicates the support of presence reporting area change reporting.

	11
	RuleVersioning
	This feature indicates the support of PCC rule versioning as defined in subclause 4.2.6.7.

	12
	SponsoredConnectivity
	This feature indicates support for sponsored data connectivity feature. If the SMF supports this feature, the PCF may authorize sponsored data connectivity to the subscriber.

	13
	RAN-Support-Info
	This feature indicates the support of maximum packet loss rate value(s) for uplink and/or downlink voice service data flow(s).

	14
	PolicyUpdateWhenUESuspends
	This feature indicates the support of report when the UE is suspended and then resumed from suspend state. Only applicable to the interworking scenario as defined in Annex B.

	15
	AccessTypeCondition
	This feature indicates the support of access type conditioned authorized session AMBR as defined in subclause 4.2.6.3.2.4.

	16
	[bookmark: _Hlk11757279]MultiIpv6AddrPrefix
	This feature indicates the support of multiple Ipv6 address prefixes reporting.

	17
	SessionRuleErrorHandling
	This feature indicates the support of session rule error handling.

	18
	DN-Authorization
	This feature indicates the support of DN-AAA authorization data for policy control.

	19
	ATSSS
	This feature indicates the support of the  access traffic switching, steering and splitting functionality as defined in subclauses 4.2.6.2.17 and 4.2.6.3.4.

	20
	PendingTransaction
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.513 [7].

	21
	URLLC
	This feature indicates support of Ultra-Reliable Low-Latency Communication (URLLC) requirements, i.e. AF application relocation acknowledgement requirement and UE address(es) preservation. The TSC feature shall be supported in order to support this feature.

	22
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	23
	WWC
	Indicates support of wireless and wireline convergence access as defined in annex C.

	24
	QosMonitoring
	Indicates support of QoS monitoring as defined in subclause 4.2.3.x and 4.2.4.244.2.6.2.18.

	25
	AuthorizationWithRequiredQoS
	Indicates support of policy authorization for the AF session with required QoS as defined in subclause 4.2.3.22.

	26
	EnhancedBackgroundDataTransfer
	Indicates the support of applying the Background Data Transfer Policy to a future PDU session.

	27
	AF_Charging_Identifier
	Indicates the support of long character strings as charging identifiers.

	28
	PDUSessionRelCause
	Indicates the support of PDU session release cause.

	29
	SamePcf
	This feature indicates the support of same PCF selection for the parameter's combination.

	30
	ADCmultiRedirection
	This feature indicates support for multiple redirection information in application detection and control. It requires the support of ADC feature.

	31
	RespBasedSessionRel
	Indicates support of handling PDU session termination functionality as defined in subclause 4.2.4.22.

	32
	TimeSensitiveNetworking
	Indicates that the 5G System is integrated within the external network as a TSN bridge.

	33
	EMDBV
	This feature indicates the support of the ExtMaxDataBurstVol data type defined in 3GPP TS 29.571 [11]. The use of this data type is specified in subclause 4.2.2.1.

	34
	DNNSelectionMode
	This feature indicates the support of DNN selection mode.

	35
	EPSFallbackReport
	This feature indicates the support of the report of EPS Fallback as defined in subclauses B.3.3.2 and B.3.4.6.



* * * * End of Change * * * *

