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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc11247341][bookmark: _Toc27044463][bookmark: _Toc36033505]5.3.3.2.3.4	POST
The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.
Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to register a subscription to notifications about monitoring event with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	MonitoringEventSubscription
	1
	201 Created
	The subscription resource was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	MonitoringEventReport
	1
	200 OK
	The operation is successful, and corresponding monitoring event report is included.
This is only applicable for the one-time monitoring request if report is available in the response.

	
	ProblemDetails
	0..1
	400 Bad Request
	The subscription resource is not allowed to be created since the supported feature corresponding to the monitoring event is not supported by the client.
(NOTE 4)

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since the Idle Status Indication is received in the request but not supported by the network.
(NOTE 3)

	
	ProblemDetails
	0..1
	500 Internal Server Error
	The subscription resource is not allowed to be created since the event is not supported by the server.
(NOTE 5)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in subclause 5.3.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.
NOTE 3:	The "cause" attribute within the "ProblemDetails" data structure may be set to "IDLE_STATUS_UNSUPPORTED" as defined in subclause 5.3.5.3.
NOTE 4:	The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_FEATURE_MISMATCH" as defined in subclause 5.3.5.3.
NOTE 5:	The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_UNSUPPORTED" as defined in subclause 5.3.5.3.



*** Next Change ***
[bookmark: _Toc11247348][bookmark: _Toc27044470][bookmark: _Toc36033512]5.3.3.3.3.2	PUT
The PUT method modifies an existing subscription resource to update the subscription. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.3.3.3.3.2-1 and table 5.3.3.3.3.2-2.
Table 5.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.3.3.3.3.2-2: Data structures supported by the PUT request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	MonitoringEventSubscription
	1
	Parameters to update a subscription to notifications about monitoring event with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	MonitoringEventSubscription
	1
	200 OK
	The subscription was updated successfully. 

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be updated since the HTTP method is not supported.
(NOTE 2, NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.
NOTE 2:	The error case is only applicable for monitoring event configuration via PCRF.
NOTE 3:	The "cause" attribute within the "ProblemDetails" data structure may be set to "OPERATION_PROHIBITED" as defined in subclause 5.3.5.3.




*** Next Change ***
[bookmark: _Toc11247493][bookmark: _Toc27044617][bookmark: _Toc36033659]5.6.3.5.3.2	PUT
To replace the buffered downlink non-IP data, the SCS/AS shall use the HTTP PUT method on the"Individual NIDD downlink data delivery" resource with the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.3-1.
The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table 5.6.3.5.3.2-1.
Table 5.6.3.5.3.2-1: Data structures supported by the PUT request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NiddDownlinkDataTransfer
	1
	The parameters and non-IP data for the MT delivery.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NiddDownlinkDataTransfer
	1
	200 OK
	The NIDD downlink data delivery was accepted by the SCEF, the NIDD will be performed later.

The SCEF shall return a data structure of type "NiddDownlinkDataTransfer" in the response payload body.

	
	ProblemDetails
	0..1
	403 Forbidden
	The resource is not allowed to be updated since the HTTP PUT method is not supported.
(NOTE 2)

	
	ProblemDetails
	0..1
	404 Not Found
	The buffered data is not allowed to be replaced since data delivery has already been delivered.
(NOTE 3)

	
	ProblemDetails
	0..1
	409 Conflict
	The buffered data is not allowed to be replaced since data delivery is ongoing sent.
(NOTE 4)

	
	NiddDownlinkDataTransferFailure
	0..1
	500 Internal Server Error
	The NIDD downlink data replacement request was not successful, the "cause" attribute in "ProblemDetails" data type may include value defined in subclause 5.6.5.3.

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "OPERATION_PROHIBITED" as defined in subclause 5.6.5.3.
NOTE 3:	The "cause" attribute within the "ProblemDetails" data structure may be set to "ALREADY_DELIVERED" as defined in subclause 5.6.5.3.
NOTE 4:	The "cause" attribute within the "ProblemDetails" data structure may be set to "SENDING" as defined in subclause 5.6.5.3.



*** Next Change ***
[bookmark: _Toc11247496][bookmark: _Toc27044620][bookmark: _Toc36033662]5.6.3.5.3.5	DELETE
To cancel a NIDD downlink data delivery, the SCS/AS shall use the HTTP DELETE method on the "Individual NIDD downlink data delivery" resource which is indicated by the URI in the Location header of the HTTP POST response:
The possible response messages from the SCEF, depending on whether the DELETE request is successful or unsuccessful, are shown in table 5.6.3.3.3.5-1.
Table 5.6.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	none
	
	204 No Content
	The NIDD downlink data delivery was cancelled successfully.
The response body shall be empty. 

	
	ProblemDetails
	0..1
	403 Forbidden
	The resource is not allowed to be deleted since the HTTP DELETE method is not supported.
(NOTE 2)

	
	ProblemDetails
	0..1
	404 Not Found
	The buffered data is not allowed to be deleted since data delivery has already been delivered.
(NOTE 3)

	
	ProblemDetails
	0..1
	409 Conflict
	The buffered data is not allowed to be deleted since data delivery is ongoing sent.
(NOTE 4)

	
	NiddDownlinkDataTransferFailure
	0..1
	500 Internal Server Error
	The NIDD downlink data cancellation request was not successful, the "cause" attribute in "ProblemDetails" data type may include value defined in subclause 5.6.5.3.

	NOTE 1:	The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "OPERATION_PROHIBITED" as defined in subclause 5.6.5.3.
NOTE 3:	The "cause" attribute within the "ProblemDetails" data structure may be set to "ALREADY_DELIVERED" as defined in subclause 5.6.5.3.
NOTE 4:	The "cause" attribute within the "ProblemDetails" data structure may be set to "SENDING" as defined in subclause 5.6.5.3.



*** Next Change ***
[bookmark: _Toc27044644][bookmark: _Toc36033686]5.6.3.9.3.2	PUT
To create a ManagePort configuration and reserve a port number, the SCS/AS shall use the HTTP PUT method on the"ManagePort" resource with the body of the message is encoded in JSON format with the data structure defined in table 5.6.3.9.3.2-1.
The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful, are shown in Table 5.6.3.9.3.2-1.
Table 5.6.3.9.3.2-1: Data structures supported by the PUT request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	ManagePort
	1
	The ManagePort configuration to be created which represents the information used for reserving the port configuration for an application.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	None
	
	200 OK
	This indicates the reservation of port configuration for specified application is successful. 


	
	ProblemDetails
	0..1
	403 Forbidden
	The cause value shall be set to "PORT_NOT_FREE" in the "cause" attribute of the "ProblemDetails" structure.


	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.



*** Next Change ***
[bookmark: _Toc27044647][bookmark: _Toc36033689]5.6.3.9.3.5	DELETE
To cancel a ManagePort configuration and release port numbers, the SCS/AS shall use the HTTP DELETE method on the ManagePort resource which is indicated by the URI in the Location header of the HTTP POST response:
The possible response messages from the SCEF, depending on whether the DELETE request is successful or unsuccessful, are shown in Table 5.6.3.9.3.5-1.
Table 5.6.3.9.3.5-1.: Data structures supported by the DELETE request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	ManagePort 
	1
	The ManagePort configuration to be cancelled which represents the information used for releasing the port configuration for an application

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	None
	
	204 No Content
	The ManagePort configuration was cancelled successfully and the port configuration was released.


	
	ProblemDetails
	0..1
	404 Not Found
	The cause value shall be set to "PORT_NOT_ASSO_WITH_APP" in the "cause" attribute of the "ProblemDetails" structure.

	NOTE:	The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.



*** Next Change ***
[bookmark: _Toc11247696][bookmark: _Toc27044835][bookmark: _Toc36033877]5.9.3.2.3.4	POST
The POST method creates a new network status reporting subscription resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.9.3.2.3.4-1 and table 5.9.3.2.3.4-2.
Table 5.9.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.9.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NetworkStatusReportingSubscription
	1
	Parameters to register a subscription to request notifications about network status information report with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NetworkStatusReportingSubscription
	1
	201 Created
	The subscription was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created due to exceeded quota limit.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEED" as defined in subclause 5.9.5.3.



*** Next Change ***
[bookmark: _Toc11247826][bookmark: _Toc27044970][bookmark: _Toc36034012]5.12.3.2.2	Operation Definition
This operation shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.12.3.2.2-1 and table 5.12.3.2.2-2.
Table 5.12.3.2.2-1: URI query parameters supported by the POST on this operation 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.12.3.2.2-2: Data structures supported by the POST request/response on this operation
	Request body
	Data type
	Cardinality
	Remarks

	
	ECRControl
	1
	Parameters to query the current status of Enhanced Coverage Restriction.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	ECRData
	1
	200 OK
	The requested information was returned successfully. 

	
	ProblemDetails
	0..1
	403 Forbidden
	The requested information was rejected due to exceeded quota limit.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEED" as defined in subclause 5.12.5.3.



*** Next Change ***
[bookmark: _Toc11247829][bookmark: _Toc27044973][bookmark: _Toc36034015]5.12.3.3.2	Operation Definition
This operation shall support the request data structures specified in table 5.12.3.3.2-1 and the response data structure and response codes specified in table 5.12.3.3.2-2.
Table 5.12.3.3.2-1: URI query parameters supported by the POST on this operation 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.12.3.3.2-2: Data structures supported by the POST request/response on this operation
	Request body
	Data type
	Cardinality
	Remarks

	
	ECRControl
	1
	Parameters to configure the setting of Enhanced Coverage Restriction.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	ECRData
	1
	200 OK
	The Enhanced Coverage Restriction setting was configured successfully 

	
	ProblemDetails
	0..1
	403 Forbidden
	The requested information was rejected due to exceeded quota limit.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEED" as defined in subclause 5.12.5.3.




*** Next Change ***
[bookmark: _Toc11247852][bookmark: _Toc27044996][bookmark: _Toc36034038]5.13.3.2.3.4	POST
The POST method creates a new configuration resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.2.3.4-1 and table 5.13.3.2.3.4-2.
Table 5.13.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.13.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfiguration
	1
	Parameters to create a new configuration to configure network parameters with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NpConfiguration
	1
	201 Created
	The configuration was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in subclause 5.13.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.



*** Next Change ***
[bookmark: _Toc11247859][bookmark: _Toc27045003][bookmark: _Toc36034045]5.13.3.3.3.2	PUT
The PUT method modifies an existing configuration indicated by the resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.2-1 and table 5.13.3.3.3.2-2.
Table 5.13.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.13.3.3.3.2-2: Data structures supported by the PUT request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfiguration
	1
	Update of network parameter(s) for an existing Configuration.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NpConfiguration
	1
	200 OK
	The resource was updated successfully. 
The SCEF shall return an updated Configuration information in the response.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in subclause 5.13.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.



*** Next Change ***
[bookmark: _Toc11247860][bookmark: _Toc27045004][bookmark: _Toc36034046]5.13.3.3.3.3	PATCH
The PATCH method shall be used to update some properties in an existing configuration indicated by the Resource URI as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.3-1 and table 5.13.3.3.3.3-2.
Table 5.13.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.13.3.3.3.3-2: Data structures supported by the PATCH request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfigurationPatch
	1
	Partial update an existing network parameter configuration.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NpConfiguration
	1
	200 OK
	The configuration was updated successfully. 
The SCEF shall return an updated configuration information in the response.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the PATCH method listed in table 5.2.6-1 also apply.
NOTE 2:	The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in subclause 5.13.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.




*** End of Changes ***
