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*** 2nd Change ***

4.2.4.2
AF application session context termination

This procedure is used to terminate an AF application session context for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.4.2-1 illustrates the application session context termination.
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Figure 4.2.4.2-1: Application session context termination

When an AF session is terminated, and if the AF application session context was created as described in subclause 4.2.2 or in subclause 4.2.6.3, the AF shall invoke the Npcf_PolicyAuthorization_Delete service operation to the PCF using an HTTP POST request, as shown in figure 4.2.4.2-1, step 1.
The AF shall set the request URI to "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/delete".

The AF may include in the body of the HTTP POST the "EventsSubscReqData" data type with the "evSubsc" attribute indicating the corresponding list of events to subscribe to.

When the PCF receives the HTTP POST request from the AF, indicating the termination of the AF application session context information, the PCF shall acknowledge that request by sending an HTTP response message with the corresponding status code.

If the HTTP POST request from the AF is accepted, the PCF shall send to the AF:

a)
if event information is reported, a "200 OK" response to HTTP POST request, as shown in figure 4.2.4.2-1, step 2a, including in the "EventsNotification" data type the "evNotifs" attribute indicating the event to report to the AF, if available, as described in subclause 4.2.5.2. If the event information is not available at the PCF the PCF shall defer sending the response to the AF and shall immediately configure the SMF to provide such information, as specified in 3GPP TS 29.512 [8];
b)
otherwise, the PCF shall send to the AF a "204 No Content". 
Afterwards, the PCF shall free the network resources allocated for the Service Data Flow(s) corresponding to the deleted AF application session context information. In order to do that, the PCF shall initiate the request for the removal of any related PCC rules from the SMF, if not previously done, following the corresponding procedures specified in 3GPP TS 29.512 [8].

If the HTTP POST request from the AF is rejected, the PCF shall indicate in the response to HTTP POST request the cause for the rejection as specified in subclause 5.7.
*** 3rd Change ***

4.2.4.3
Reporting usage for sponsored data connectivity

When "SponsoredConnectivity" is supported, and the AF indicated to enable sponsored data connectivity and the AF provided usage thresholds for such sponsor to the PCF, the PCF shall report accumulated usage to the AF using the response of the Npcf_PolicyAuthorization_Delete service operation.

This procedure is initiated when:

-
the "Individual Application Session Context" is deleted by the AF; or

-
the PCF requests the deletion of the "Individual Application Session Context" to the AF, as described in subclause 4.2.5.3, due to PDU session termination, the termination of all the service data flows of the AF session or the home operator policy disallowing the UE accessing the sponsored data connectivity in the roaming case.

To report the accumulated usage, the PCF shall immediately configure the SMF to retrieve the accumulated usage as specified in 3GPP TS 29.512 [8]. When the PCF receives the usage information from the SMF, the PCF shall notify the AF by including the "EventsNotification" data type in the response of the HTTP POST request as described in subclause 4.2.4.2.

The PCF shall include:

-
an event of the "AfEventNotification" data type in the "evNotifs" attribute with the matched event "USAGE_REPORT" in the "event" attribute; and

-
the usage encoded in the "usgRep" attribute.

*** 4th Change ***

4.2.5.3
Notification about application session context termination

This procedure is invoked by the PCF to notify the AF that the application session context is no longer valid, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.5.3-1 illustrates the notification about application session context termination.
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Figure 4.2.5.3-1: Notification about application session context termination

When the PCF determines that the AF application session context is no longer valid, the PCF shall invoke the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.5.3-1, step 1) using the notification URI received in the "Individual Application Session Context" context creation, as specified in subclause 4.2.2 and subclause 4.2.6.3, and appending the "termination" segment path at the end of the URI, to trigger the AF to request the application session context termination (see subclause 4.2.4.2). The PCF shall provide in the body of the HTTP POST request the "TerminationInfo" data type including:

-
the application session context identifier in the "resUri" attribute; and

-
the application session context termination cause in the "termCause" attribute of the "TerminationCause" data type, indicating either "PDU_SESSION_TERMINATION" or "ALL_SDF_DEACTIVATION".

Upon the reception of the HTTP POST request from the PCF requesting the application session context termination, the AF shall acknowledge that request by sending an HTTP response message with the corresponding status code.

If the HTTP POST request from the PCF is accepted, the AF shall acknowledge the receipt of the application session context termination request with a "204 No Content" response to HTTP POST request (as shown in figure 4.2.5.3-1, step 2) and shall invoke the Npcf_PolicyAuthorization_Delete service operation to the PCF as described in subclause 4.2.4.

If the HTTP POST request from the PCF is not accepted, the AF shall indicate in the response to HTTP POST request the cause for the rejection as specified in subclause 5.7.

*** 5th Change ***

4.2.6.3
Initial subscription to events without provisioning of service information

The AF may subscribe with the PCF to events notification without providing service information. 
NOTE n1:
This service operation is intended to create a resource that enables to handle subscription to events without provisioning service information. For the scenarios where it is known the AF, after creating a subscription without service information, could require an application session context with the PCF with required service information, the AF needs to create an Individual Application Session context as described in subclause 4.2.2.2.
Figure 4.2.6.3-1 illustrates the initial subscription to events without provisioning of service information.
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Figure 4.2.6.3-1: Initial Subscription to events without provisioning of service information

When an AF establishes an application session context with the PCF to subscribe to events and does not require PCC control for the related media, the AF shall invoke the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP POST request to the resource URI representing the "Application Sessions" collection resource of the PCF, as shown in figure 4.2.6.3-1, step 1.

The AF shall include in the "ascReqData" attribute of the "AppSessionContext" data type in the payload body of the HTTP POST request:

-
either the "ueMac" attribute containing the UE MAC address, or the "ueIpv4" attribute or "ueIpv6" attribute containing the UE IPv4 or the IPv6 address; 
-
the "notifUri" attribute containing the URI where the PCF shall request to the AF the deletion of the "Individual Application Session Context" resource"; and

-
the "evSubsc" attribute of "EventsSubscReqData" data type to request the notification of certain user plane events. The AF shall include:

a.
the events to subscribe to in the "events" attribute; and 
b.
the notification URI where to address the notification of the met events within the "notifUri" attribute. 
The AF may provide in the "AppSessionContext" data type the DNN in the "dnn" attribute, SUPI in the "supi" attribute or other information if available.

If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error in the HTTP POST request, the PCF shall send the HTTP error response as specified in subclause 5.7.

Otherwise, when the PCF receives the HTTP POST request from the AF, the PCF shall apply session binding as described in 3GPP TS 29.513 [7]. The PCF identifies the PDU session for which the HTTP POST request applies as described in subclause 4.2.2.2.

The information required for session binding (UE MAC address, or UE Ipv4 or IPv6 address, DNN, SUPI and other available information, such as S-NSSAI and/or IPv4 address domain identifier) is provisioned in the "Individual Application Session Context" resource. The events subscription is provisioned in the "Events Subscription" sub-resource.

Based on the received subscription information from the AF, the PCF may create a subscription to event notifications for a related PDU session from the SMF, as described in 3GPP TS 29.512 [8].
If the PCF created the "Events Subscription" sub-resource within the "Individual Application Session Context" resource, the PCF shall send to the AF a "201 Created" response to the HTTP POST request, as shown in figure 4.2.6.3-1, step 2. The PCF shall include in the "201 Created" response:

-
a Location header field; and

-
an "AppSessionContext" data type in the payload body.

The Location header field shall contain the URI of the created events subscription sub-resource i.e. "{apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionId}/events-subscription".

The "AppSessionContext" data type payload body shall contain the representation of the created "Individual Application Session Context" resource and "Events Subscription" sub-resource.

The PCF shall include in the "evsNotif" attribute:

-
if the AF subscribed to the event "PLMN_CHG" in the HTTP POST request, the "event" attribute set to "PLMN_CHG" and the "plmnId" attribute including the PLMN identifier if the PCF has previously requested to be updated with this information in the SMF;

-
if the AF subscribed to the event "ACCESS_TYPE_CHG" in the HTTP POST request, the "event" attribute set to "ACCESS_TYPE_CHG" and the attributes "accessType" including the access type, "ratType" including the RAT type when applicable for the notified access type, and the "anGwAddr" including access network gateway address when available, if the PCF has previously requested to be updated with this information in the SMF; and

-
if the "IMS_SBI" feature is supported and if the AF subscribed to the event "CHARGING_CORRELATION" in the HTTP POST request, the "event" attribute set to "CHARGING_CORRELATION" and may include the "anChargIds" attribute containing the access network charging identifier(s) and the "anChargAddr" attribute containing the access network charging address.

NOTE n2:

Due to the resource structure, as result of the Npcf_PolicyAuthorization_Subscribe service operation using POST methods, the PCF creates an Individual Application Session context resource which can only be deleted via Npcf_PolicyAuthorization_Delete service operation.
*** 6th Change ***

5.3.2.3.1
POST

This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AppSessionContext
	M
	1
	Contains the information for the creation of a new Individual Application Session Context resource.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AppSessionContext
	M
	1
	201 Created
	Successful case.

The creation of an Individual Application Session Context resource is confirmed and a representation of that resource is returned.

	n/a
	
	
	303 See Other
	The result of the HTTP POST request would be equivalent to the existing Application Session Context. The HTTP response shall contain a Location header field set to the URI of the existing individual Application Session Context resource.

	ExtendedProblemDetails
	M
	1
	403 Forbidden
	(NOTE 2)

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	(NOTE 2)

	NOTE 1:
In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [5] for the POST method shall also apply.

NOTE 2:
Failure cases are described in subclause 5.7.


*** 7th Change ***

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	AfAppId
	string
	Contains an AF application identifier.
	

	AspId
	string
	Contains an identity of an application service provider.
	SponsoredConnectivity

	CodecData
	string
	Contains codec related information.
Refer to subclause 5.3.7 of 3GPP TS 29.214 [20] for encoding.
	

	ContentVersion
	integer
	Unsigned 64-bit integer that indicates the version of some content, as e.g. the content of a media component. The content version shall be unique for the content and for the lifetime of that content. (NOTE)
	MediaComponentVersioning

	FlowDescription
	string
	Defines a packet filter for an IP flow. It contains an IpFilterRule according to section 4.3 of IETF RFC 6733 [x1].
Refer to subclause 5.3.8 of 3GPP TS 29.214 [20] for detailed encoding.
	

	SponId
	string
	Contains an identity of a sponsor.
	SponsoredConnectivity

	ServiceUrn
	string
	Indicates that an AF session is used for Emergency traffic.

It contains values of the service URN and it may include subservices, as defined in IETF RFC 5031 [34] or registered at IANA. 

The string "urn:service:" in the beginning of the URN shall be omitted and all subsequent text shall be included. Examples of valid values of the ServiceUrn data structure are "sos", "sos.fire", "sos.police" and "sos.ambulance".
	IMS_SBI

	TosTrafficClass
	string
	2-octet string, where each octet is encoded in hexadecimal representation. The first octet contains the IPv4 Type-of-Service or the IPv6 Traffic-Class field and the second octet contains the ToS/Traffic Class mask field. Each character in the string shall take a value of "0" to "9" or "A" to "F" and shall represent 4 bits. One example is that of a TFT packet filter as defined in 3GPP TS 24.008 [36].
	

	TosTrafficClassRm
	string
	This data type is defined in the same way as the "TosTrafficClass" data type, but with the OpenAPI "nullable: true" property.
	

	TscPriorityLevel
	integer
	Unsigned integer indicating the TSC traffic Priority Level, within the range 1 to 8.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 8 as the lowest priority.
	

	TscPriorityLevelRm
	integer
	This data type is defined in the same way as the "TscPriorityLevel" data type, but with the OpenAPI "nullable: true" property.
	

	NOTE:
The method of assigning content versions is implementation specific.


*** 8th Change ***

5.7.3
Application Errors

The application errors defined for the Npcf_PolicyAuthorization API are listed in table 5.7.3-1. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1.

Table 5.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	REQUESTED_SERVICE_NOT_AUTHORIZED
	403 Forbidden
	The service information provided in the request is rejected. (NOTE 1)

	REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED
	403 Forbidden
	The service information provided in the request is temporarily rejected. (NOTE 2)

	UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY
	403 Forbidden
	The request for sponsored data connectivity is not authorized. (NOTE 3)

	UNAUTHORIZED_NON_EMERGENCY_SESSION
	403 Forbidden
	The PCF rejects a new AF session context setup because the session binding function associated a non-Emergency IMS session to a PDU session established to an Emergency DNN.

	APPLICATION_SESSION_CONTEXT_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because the specified Individual Application Session Context does not exist. (NOTE 4)

	PDU_SESSION_NOT_AVAILABLE
	500 Internal Server Error
	The PCF failed in executing session binding. (NOTE 5)

	NOTE 1:
This application error is included in the response to the POST request (see subclauses 4.2.2.2 and 4.2.2.5) and to the PATCH request (see subclauses 4.2.3.2 and 4.2.3.5).

NOTE 2:
This application error is included in the response to the POST request (see subclause 4.2.2.2) and to the PATCH request (see subclause 4.2.3.2).

NOTE 3:
This application error is included in the response to the POST request (see subclause 4.2.2.5) and to the PATCH request (see subclause 4.2.3.5).

NOTE 4:
This application error is included in the responses to the GET, PATCH and delete custom operation requests to the Individual Application Session Context resource.

NOTE 5:
This application error is included in the response to the POST request (see subclauses 4.2.2.2, 4.2.6.3).


*** End of Changes ***
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