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	Reason for change:
	The originating participating MCData function must be able to handle a functional alias received in an incoming request for file distribution.

	
	

	Summary of change:
	Subclause 10.2.5.3.3 is updated to have the originating participating MCData function handle a functional alias received in an incoming SIP INVITE request for file distribution. The text is modelled on equivalent text in TS 24.379.
Incorrect step numbering in subclause 10.2.5.3.3 is also corrected.
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* * * * * FIRST CHANGE * * * * *
[bookmark: _Toc20215675][bookmark: _Toc27496168][bookmark: _Toc36107909][bookmark: _Toc20155854][bookmark: _Toc27501011][bookmark: _Toc36049137]10.2.5.3.3	Originating participating MCData function procedures
Upon receipt of a "SIP INVITE request for file distribution for originating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "group-fd", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; or
b)	set to a value of "one-to-one-fd", shall determine the public service identity of the controlling MCData function hosting the file distribution service for the calling user;
5)	if unable to identify the controlling MCData function for file distribution, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in subclause 11.1;
7)	if the procedures in subclause 11.1 indicate that the user identified by the MCData ID:
a)	is not allowed to initiate MCData communications as determined by step 1) of subclause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause; and
b)	is not allowed to initiate one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request as determined by step 7) of subclause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "202 user not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this subclause;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-identity> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
12a)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
131)	shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request;
143)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
154)	shall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
165)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in subclause 10.2.5.3.1; and
176)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; 
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 10.2.5.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
c)	the isfocus media feature tag;
6)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
7)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
8)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
9)	shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.2.1;
11)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
12)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 16) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
* * * * * END CHANGES * * * * *


