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	Reason for change:
	TS 29.500 specifies that for stateless AMF or stateless NFs acting as service producer, when the NF service consumer becomes aware of an AMF or NF producer change, the NF service consumer shall exchange the authority of resource URIs with the new AMF or NF's information and shall use that URI in subsequent communication. 

Different AMFs or NFs from an AMF set or NF set may use different apiPrefix. Accordingly, the NF service consumer shall exchange the apiRoot (i.e. authority and apiPrefix) of resource URIs.


	
	

	Summary of change:
	"authority" is replaced by "apiRoot" in the corresponding requirement.


	
	

	Consequences if not approved:
	The reselection of a new AMF or NF producer instance in an AMF set or NF set fails when the AMF or NF instances in the set do not all use the same apiPrefix. 
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	6.5.2.3, 6.5.3.3
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1.	When AMF receives request to establish a service, it may provide information about a backup AMF in a suitable resource.
2.	NF service consumer may also use the Nnrf_NFDiscovery service to discover AMFs within an AMF set.
3.	An NF service consumer may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service.
4.	An NF service consumer may become aware of AMF changes (at the time of the AMF change or subsequently when sending signalling to the AMF) via Namf_Communication service AMFStatusChange Notifications, via Error response from the old or a wrongly selected new AMF, via link level failures (e.g. no response from the AMF), or via a notification from the NRF that the AMF has deregistered. The HTTP error response may be a 3xx redirect response pointing to a new AMF.
NOTE.	AMFs are identified by GUAMIs. A GUAMI can point to an individual AMF or to some or all AMFs within an AMF set. If a GUAMI points to several AMFs, and the UE is served by one of those, all those AMFs can immediately handle communication for that service, and the NF service consumer does not need to be aware which of those AMFs is serving a UE.
5.	When becoming aware of an AMF change, and the new AMF is not known, the NF service consumer shall select an AMF within the AMF set or the possibly earlier received backup AMF.
6.	When becoming aware of an AMF change, the NF service consumer shall exchange the authority partapiRoot of resource URIs with new AMF's apiRoot information and shall use that URI in subsequent communication.
7.	Each AMF within the AMF set shall be prepared to receive updates for resources from the NF service consumer, by either handling the updates to the resource URIs constructed according to step 6 with the its own apiRootaddress as authority part, or by replying with an HTTP 3xx redirect pointing to a new AMF, or by replying with another HTTP error.
8.	For a service that includes notifications from the AMF, the NF service consumer shall be prepared to receive for the that service notifications from any AMF within the set.
NOTE:	If the UE moves to an AMF from a different AMF Set, or to an AMF from the same AMF set that does not support handling the updates as specified in bullet 7, but mechanisms exist to transfer information related to the resource to the AMF, service specific mechanism can exist.to notify the NF service consumer about the resource at the AMF. For instance, for the Namf_EventExposure service, information and an event subscription is transferred to the new AMF in such a manner and the new AMF will then report an event-change event.

* * * Next Change * * * *
6.5.3.3	Stateless NF as service producer
1.	When the NF service producer receives a request to establish a service, it may provide binding information as specified in clause 6.3.1.0 of 3GPP TS 23.501 [3] and clause 4.17.12 of 3GPP TS 23.502 [4] to establish a binding between the NF service consumer and the NF service producer for subsequent related requests.
2.	The NF service consumer or SCP may use the Nnrf_NFDiscovery service to discover NFs within an NF set or NF services within a NF service set.
3.	An NF service consumer may become aware of a NF service producer change, by receiving an updated binding information, or via an Error response from the old or a selected new NF, via link level failures (e.g. no response from the NF), or via a notification from the NRF that the NF has deregistered. The HTTP error response may be a 3xx redirect response pointing to a new NF.
4.	When becoming aware of a NF service producer change, and the new NF service producer is not known, the NF service consumer or SCP shall select an NF or NF service according to the binding information as specified in clause 6.3.1.0 of 3GPP TS 23.501 [3].
5.	When becoming aware of a NF service producer change, the NF service consumer or SCP shall exchange the authority partapiRoot of resource URIs with new NF service producer's information apiRoot and shall use that URI in subsequent communication.
6.	When the NF service producer changes, the new NF service producer may update the Subscription Correlation ID by sending a notification to the NF service consumer. The new NF service producer may generate a new resource URI and return it to the NF service consumer upon reception of a service request related to the resource from that NF service consumer, e.g. the new NF service producer may reply with an HTTP 3xx redirect status code pointing to the new location of the resource.
7.	Each NF service producer within the NF set shall be prepared to receive updates for resources from the NF service consumer, by either handling the updates to the resource URIs constructed according to step 5 with the its own apiRootaddress as authority part, or by handling the updates to the resource URIs notified in step 6, or by replying with an HTTP 3xx redirect pointing to a new NF, or by replying with another HTTP error.
8.	For a service that includes notifications from the NF service producer, the NF service consumer shall be prepared to receive for that service notifications from any NF service producer within the set.


* * * End of Changes * * * *

