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*** 2nd Change ***

4.1.3.2
NF Service Consumers

The Policy Control Function (PCF):
-
registers the binding information in the BSF for a UE when an IPv4 address and/or IPv6 prefix is allocated, or a MAC address is used for the PDU session;
-
updates the binding information in the BSF when a UE address information is changed for the PDU Session; and

-
removes the binding information in the BSF when an IPv4 address and/or IPv6 prefix is released, or a MAC address is not used for the PDU Session.

The Network Exposure Function (NEF):

-
provides a means for the Application Functions to securely interact with the Policy framework for policy control to 3GPP network. During the procedure, it needs to discover the selected PCF by using the Nbsf_Management_Discovery service operation.

The Application Function (AF):

-
discover the selected PCF by using the Nbsf_Management_Discovery service operation when it is allowed to interact directly with the policy framework for policy control.

*** 3rd Change ***

4.2.1
Introduction
Table 4.2.1-1: Operations of the Nbsf_Management Service

	Service operation name
	Description
	Initiated by

	Nbsf_Management_Register
	This service operation is used to register the binding information for a UE when an IPv4 address and/or an IPv6 prefix is allocated for an IP PDU Session or a MAC address is used for an Ethernet PDU session.
	NF service consumer (PCF)

	Nbsf_Management_Deregister
	This service operation is used to deregister the binding information for a UE when the PDU Session is released.
	NF service consumer (PCF)

	Nbsf_Management_Discovery
	This service operation is used by an NEF or AF to discover a selected PCF .
	NF service consumer (NEF, AF)

	Nbsf_Management_Update
	This service operation is used to update an existing session binding information for a UE (i.e. UE address(es) for a PDU Session).
	NF service consumer (PCF)


*** 4th Change ***

4.2.5.2
Update an existing PCF Session binding information



[image: image1.emf]NF service 

consumer

BSF

1. PATCH…/pcfBindings/{bindingId}

2. 200 OK


Figure 4.2.5.2-1: NF service consumer update an existing PCF Session binding information

If the feature "BindingUpdate" is supported, the NF service consumer shall invoke the Nbsf_Management_Update service operation to update the session binding information for a UE in the BSF. The NF service consumer shall send an HTTP PATCH request with "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF Session Binding" resource identifier that is to be updated, as shown in figure 4.2.5.2-1, step 1. The "PcfBindingPatch" data structure provided in the request body shall contain the information to be updated as follows.
The "PcfBindingPatch" data structure:

-
for the IP address information of the served UE:

a)
shall contain the "ipv4Addr" attribute if the IPv4 address is modified and may contain the "ipDomain" attribute if the IPv4 address domain is modified. To remove the IPv4 address the "ipv4Addr" attribute shall be set to "null" and if applicable, the "ipDomain" attribute shall be set to "null"; and/or
b)
shall contain the "ipv6Prefix" attribute if the IPv6 address information is modified. The "ipv6Prefix" attribute shall be set to "null" if the IPv6 address information is removed; and/or
c)
if the "MultiUeAddr" feature is supported, shall contain:

1)
the "addIpv6Prefixes" attribute containing the new complete list of additional IPv6 Address Prefixes if the additional IPv6 address information is modified; or
2)
the "addIpv6Prefixes" attribute set to "null" if all additional IPv6 Address Prefixes are removed; or

-
for the MAC address information of the served UE:

a)
shall contain the "macAddr48" attribute if the MAC address is modified. The "macAddr48" attribute shall be set to "null" if the MAC address is removed; and/or
b)
if the "MultiUeAddr" feature is supported, shall contain:

1)
the "addMacAddrs" attribute containing the new complete list of additional MAC addresses if the additional MAC address information is modified; or
2)
the "addMacAddrs" attribute set to "null" if all additional MAC addresses are removed.

If the BSF cannot successfully fulfil the received HTTP PATCH request due to the internal BSF error or due to the error in the HTTP PATCH request, the BSF shall send the HTTP error response as specified in subclause 5.7.

Otherwise, upon the reception of the HTTP PATCH request with: "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI and the "PcfBindingPatch" data structure as request body, the BSF shall update the binding information.

If the BSF successfully updated an "Individual PCF Session Binding" resource, the BSF shall respond with "200 OK" status code with the message body containing a representation of the updated session binding information in the "PcfBindingPatch" data structure, as shown in figure 4.2.5.2-1, step 2.

Editor's note:
200 OK with the latest resource representation helps the consumer know the updated status without issuing a GET. Whether 204 needs to be supported in addition in the PATCH response for saving the transmission resource is for FFS.
*** 5th Change ***

5.2.2.2
Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as specified in subclause 5.4 of 3GPP TS 29.500 [6]. The use of the JSON format shall be signalled by the content type "application/json".

"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
JSON object used in the HTTP PATCH request shall be encoded according to "JSON Merge Patch" and shall be signalled by the content type "application/merge-patch+json", as defined in IETF RFC 7396 [n1].

*** End of Changes ***

