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* * * * Begin of Change * * * *
[bookmark: _Toc28013386][bookmark: _Toc28012214]5.4.3.3.2	Type: TrafficInfluSub
This type represents a traffic influence subscription. The same structure is used in the subscription request and subscription response.
Table 5.4.3.3.2-1: Definition of type TrafficInfluSub
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
(NOTE 1)

	afServiceId
	string
	O
	0..1
	Identifies a service on behalf of which the AF is issuing the request.
	

	afAppId
	string
	O
	0..1
	Identifies an application.
(NOTE 3)
	

	afTransId
	string
	O
	0..1
	Identifies an NEF Northbound interface transaction, generated by the AF.
	

	appReloInd
	boolean
	O
	0..1
	Identifies whether an application can be relocated once a location of the application has been selected. Set to "true" if it can be relocated; otherwise set to "false". Default value is "false" if omitted.
	

	dnn
	Dnn
	O
	0..1
	Identifies a DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	O
	0..1
	Identifies an S-NSSAI.
	

	externalGroupId
	ExternalGroupId
	O
	0..1
	Identifies a group of users. 
(NOTE 2)
	

	anyUeInd
	boolean
	O
	0..1
	Identifies whether the AF request applies to any UE. This attribute shall set to "true" if applicable for any UE, otherwise, set to "false".
(NOTE 2)
	

	subscribedEvents
	array(SubscribedEvent)
	O
	1..N
	Identifies the requirement to be notified of the event(s).
	

	gpsi
	Gpsi
	O
	0..1
	Identifies a user. 
(NOTE 2)
	

	ipv4Addr
	Ipv4Addr
	O
	0..1
	Identifies the IPv4 address. 
(NOTE 2)
	

	ipv6Addr
	Ipv6Addr
	O
	0..1
	Identifies the IPv6 address. 
(NOTE 2)
	

	macAddr
	MacAddr48
	O
	0..1
	Identifies the MAC address.
	

	dnaiChgType
	DnaiChangeType
	O
	0..1
	Identifies a type of notification regarding UP path management event.
	

	notificationDestination
	Link
	C
	0..1
	Contains the Callback URL to receive the notification from the NEF.
It shall be present if the "subscribedEvents" is present.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by the AF to request the NEF to send a test notification as defined in subclause 5.2.5.3 of 3GPP TS 29.122 [4]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol.
	Notification_websocket

	self
	Link
	C
	0..1
	Link to the created resource. 
This parameter shall be supplied by the NEF in HTTP responses that include an object of TrafficInfluSub type
	

	trafficFilters
	array(FlowInfo)
	O
	1..N
	Identifies IP packet filters.
(NOTE 3)
	

	ethTrafficFilters
	array(EthFlowDescription)
	O
	1..N
	Identifies Ethernet packet filters.
(NOTE 3)
	

	trafficRoutes
	array(RouteToLocation)
	O
	1..N
	Identifies the N6 traffic routing requirement.
	

	tempValidities
	array(TemporalValidity)
	O
	0..N
	Indicates the time interval(s) during which the AF request is to be applied.
	

	validGeoZoneIds
	array(string)
	O
	1..N
	Identifies a geographic zone that the AF request applies only to the traffic of UE(s) located in this specific zone.
	

	afAckInd
	boolean
	O
	0..1
	Identifies whether the AF acknowledgement of UP path event notification is expected.
Set to "true" if the AF acknowledge is expected; otherwise set to "false". 
Default value is "false" if omitted.
	URLLC

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
Defalult value is "false" if omitted.
	URLLC

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of Supported features used as described in subclause 5.4.4.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	NOTE 1:	Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in subclause 5.2.7 of 3GPP TS 29.122 [4]. If no feature is indicated, the related property applies for all the features.
NOTE 2:	One of individual UE identifier (i.e. "gpsi", "ipv4Addr" or "ipv6Addr"), External Group Identifier (i.e. "externalGroupId") or any UE indication "anyUeInd" shall be included.
NOTE 3:	One of "afAppId", "trafficFilters" or "ethTrafficFilters" shall be included.




* * * * Next Change * * * *
[bookmark: _Toc28013493]5.7.2.3.3	Type: 5GLanParameters
This type represents the 5G LAN service related parameters need to be provisioned.
Table 5.7.2.3.3-1: Definition of type 5GLanParameters
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	exterGroupId
	ExternalGroupId
	M
	1
	Identifies an 5G Virtual Network Group
	

	gpsis
	map(Gpsi)
	M
	1..N
	Represents the list of 5G VN Group members, each member is identified by GPSI
	

	dnn
	Dnn
	M
	1
	DNN for the 5G VN group, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	M
	1
	S-NSSAI for the 5G VN group
	

	sessionType
	PduSessionType
	M
	1
	PDU Session Type allowed for 5G VN group.
	

	appDesps
	map(AppDescriptor)
	M
	1..N
	Describes the operation systems and the corresponding applications for each operation systems. The key of map is osId.
	



* * * * Next Change * * * *
[bookmark: _Toc28013555]5.9.2.3.2	Type: IptvConfigData
Table 5.9.2.3.2-1: Definition of type IptvConfigData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	self
	Link
	C
	0..1
	Identifies the individual IPTV configuration resource URI.
Shall be present in the HTTP GET response when reading all the configurations for an AF.
	

	afTransId
	string
	O
	0..1
	Identifies the AF Transaction Identifier, generated by the AF.
	

	gpsi
	Gpsi
	C
	0..1
	Identifies GPSI.(NOTE)
	

	exterGroupId
	ExternalGroupId
	C
	0..1
	Represents a group of users. (NOTE)
	

	afAppId
	string
	M
	1
	Identifies an application.
	

	dnn
	Dnn
	M
	1
	Identifies a DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	M
	1
	Identifies an S-NSSAI.
	

	multiAccCtrls
	array(MulticastAccessControl)
	M
	1..N
	Identifies a list of multicast address access control information.
	

	suppFeat
	SupportedFeatures
	M
	1
	Indicates the negotiated supported features.
	

	NOTE:		Only one of the "gpsi" or "exterGroupId" attribute shall be provided.




* * * * End of Change * * * *

