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Proposed changes:

*** 1st Change ***
[bookmark: _Toc28011067][bookmark: _Toc20400772][bookmark: _Toc25127843]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G-BRG	5G Broadband Residential Gateway
5G-RG	5G Residential Gateway
5GC	5G Core Network
5G-CRG	5G Cable Residential Gateway
5GS	5G System 
AMBR	Aggregated Maximum Bit Rate
AMF	Access and Mobility Management Function
BBF	Broadband Forum
DNN	Data Network Name
EPS	Evolved Packet System
FN-BRG	Fixed Network Broadband Residential Gateway
FN-CRG	Fixed Network Cable Residential Gateway
FN-RG	Fixed Network Residential Gateway 
GBR	Guaranteed Bit Rate
GPSI	Generic Public Subscription Identifier
GUAMI	Globally Unique AMF Identifier
HFC	Hybrid Fiber-Coaxial
JSON	JavaScript Object Notation 
LBO	Local Break Out (roaming)
NID	Network Identifier
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
PCF	Policy Control Function
PEI	Permanent Equipment Identifier
PRA	Presence Reporting Area 
QoS	Quality of Service
RFSP	RAT Frequency Selection Priority 
SMF	Session Management Function
[bookmark: _Hlk16691672]S-NSSAI	Single Network Slice Selection Assistance Information
SNPN	Stand-alone Non-Public Network
SUPI	Subscription Permanent Identifier
UDM	Unified Data Management
V-PCF	Visited Policy Control Function
W-5GAN	Wireline 5G Access Network 
W-5GBAN	Wireline BBF Access Network
W-5GCAN	Wireline 5G Cable Access Network
W-AGF	Wireline Access Gateway Function

*** 2nd Change ***
4.2.3.1	General
The procedure in the present subclause is applicable when the NF service consumer modifies an existing AM policy association (including the case where  the AMF is relocated and the new AMF selects to maintain the policy association with the old PCF and to update the Notification URI).
Figure 4.2.3.1-1 illustrates the update of a policy association.


Figure 4.2.3.1-1: Update of a policy association
[bookmark: _Hlk511046719]The AMF as NF service consumer invokes this procedure when a policy control request trigger (see subclause 4.2.3.2) occurs. When the Service Area restriction change trigger, and/or the RFSP index change trigger , and/or the feature "UE-AMBR_Authorization" is supported and the subscribed UE-AMBR change trigger occur, the AMF shall always invoke the procedure. When the location change trigger or the change of UE presence in PRA trigger occurs, the AMF shall only invoke the procedure if the PCF has subscribed to that event trigger.
If an AMF knows by implementation specific means that the UE context has been transferred to an AMF with another GUAMI within the AMF set, it may also invoke this procedure to update the Notification URI and the GUAMI.
NOTE 1:	Either the old or the new AMF can invoke this procedure.
During the AMF relocation, if the new AMF received the resource URI of the individual AM Policy from the old AMF and selects the old PCF, the new AMF shall also invoke this procedure to update the Notification URI and the GUAMI. The new AMF may also update the alternate or backup IP addresses.
To request policies from the PCF and/or to update the Notification URI, and/or to update the trace control configuration, and/or to request the termination of trace, the NF Service Consumer (e.g. AMF) shall request the update of an AM Policy Association by providing relevant parameters about the UE context by sending an HTTP POST request with "{apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}/update" as Resource URI and the PolicyAssociationUpdateRequest data structure as request body that shall include:
-	at least one of the following:
1.	a new Notification URI encoded in the "notificationUri" attribute;
2.	observed Policy Control Request Trigger(s) (see subclause 4.2.3.2) encoded as "triggers" attribute;
3.	if a Service Area restriction change occurred, the Service Area Restrictions (see subclause 4.2.2.3.1) as obtained from the UDM encoded as "servAreaRes" attribute;
4.	if a RFSP index change occurred, the RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM encoded as "rfsp" attribute;
5.	if a UE location change occurred, the UE location encoded as "userLoc" attribute;
6.	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the presence reporting areas for which reporting was requested and the status has changed encoded as "praStatuses" attribute.
7.	if the trace control configuration needs to be updated, trace control and configuration parameters information encoded as "traceReq" attribute;
8.	if trace needs to be terminated, the "traceReq" attribute set to the Null value; 
9.	if the "SliceSupport" feature is supported, the UE is registered in the 3GPP access, the allowed NSSAI changed, and the Policy Control Request Trigger "Change of allowed NSSAI" was provided, then the allowed NSSAI encoded in the "allowedSnssais" attribute;
10.	for AMF relocation scenarios, if available, alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute; 
11.	for AMF relocation scenarios, if available, alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; 
12. for AMF relocation scenarios, if available, the GUAMI encoded as "guami" attribute;
NOTE 2:	An alternate NF service consumer than the one that requested the generation of the subscription resource can send the request. For instance, an AMF as service consumer can change.
13.	if feature "UE-AMBR_Authorization" is supported, and a subscribed UE-AMBR change occurred, the UE-AMBR (see subclause 4.2.2.3.x) as obtained from the UDM encoded as "ueAmbr" attribute; 
14.	if feature "DNNReplacementControl" is supported, DNN replacement applies and the Policy Control Request Trigger "Change of SMF selection information" is provided, the "smfSelInfo" attribute including:
-	the UE requested DNN in the "dnn" attribute; and 
-	the UE requested S-NSSAI in the "snssai" attribute; 
when:
-	the UE requested an unsupported DNN and the "unsuppDnn" attribute is set to "true"; or
-	the UE requested DNN and S-NSSAI matched one of the S-NSSAI and DNN provided in the "candidates" attribute.
NOTE d1:	When the feature "DNNReplacementControl" is supported, the AMF applies DNN replacement for non-roaming scenarios and LBO. For a PDU session with home routed roaming, whether to perform DNN replacement is based on operator agreement.
Upon the reception of the HTTP POST request, the PCF:
-	shall update the corresponding individual AM Policy resource based on the information provided by the AMF;
-	shall determine the applicable policy based on local policy;
-	for the successfull case shall send a HTTP "200 OK" response with the PolicyUpdate data type as body with possible updates for that applicable policy and Policy Control Request Trigger(s) encoded as described in subclause 4.2.3.3 and according to the following provisions:
a)	if the PCF received the "servAreaRes" attribute in the request, Service Area Restrictions encoded as "servAreaRes" attribute; 
b)	if the PCF received the "rfsp" attribute in the request, RAT Frequency Selection Priority (RFSP) Index encoded as "rfsp" attribute; 
c)	if the feature "UE-AMBR_Authorization" is supported and the PCF received the "ueAmbr" attribute in the request, UE-AMBR encoded as "ueAmbr" attribute; and/or 
d)	if the PCF received the "smfSelInfo" attribute in the request, the "smfSelInfo" attribute encoding the PCF selected DNN in the "dnn" attribute and the related S-NSSAI in the "snssai" attribute;
-	if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7 and according to the following provisions:
-	if the PCF is, due to incomplete, erroneous or missing information in the request not able to provision an AM policy decision, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".
If the PCF received a "traceReq" attribute, it shall perform trace procedures as defined in 3GPP TS 32.422 [18].
If the AMF received the request of removal of Service Area Restrictions and/or RFSP and/or UE-AMBR from the UDM, the AMF shall remove the authorized Service Area Restrictions and/or RFSP and/or UE-AMBR provisioned by the PCF and apply the configured Service Area Restrictions and/or RFSP and/or UE-AMBR at the AMF  without the interaction with the PCF. 
If the PCF received a new GUAMI, the PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.
[bookmark: _Toc20400774][bookmark: _Toc25127845]
*** 3rd Change ***
4.2.3.3	Encoding of updated policy
Updated policies shall be encoded within the PolicyUpdate data type that may include:
-	AMF Access and Mobility Policy (see subclause 4.2.2.3) Service Area Restriction encoded as "servAreaRes" attribute; 
-	AMF Access and Mobility Policy (see subclause 4.2.2.3) RFSP Index encoded as "rfsp" attribute; 
-	if the "UE-AMBR_Authorization" feature is supported, AMF Access and Mobility Policy (see subclause 4.2.2.x) UE-AMBR encoded as "ueAmbr" attribute; 
-	if the "DNNReplacementControl" feature is supported, AMF Access and Mobility Policy (see subclause 4.2.2.d) SMF selection information encoded as "smfSelInfo" attribute;
-	updated Policy Control Request Trigger(s) (see subclause 4.2.3.2) encoded as "triggers" attribute i.e.:
1) either a new complete list of applicable Policy Control Request Trigger(s) including one or several of the following:
a)	Location change (tracking area); and/or
b)	Change of UE presence in PRA; and/or 
c)	if the "SliceSupport" feature is supported, change of allowed NSSAI; and/or 
d)	if the "DNNReplacementControl" feature is supported, SMF selection information change; or
2) a "NULL" value to request the removal of all previously installed Policy Control Request Trigger(s); and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided or if that trigger was already set but the requested presence reporting areas need to be changed, the presence reporting areas for which reporting is required encoded as "pras" attribute encoded as follows:
a)	A new entry shall be added by supplying a new identifier as key and the corresponding PresenceInfo data type instance with complete contents as value as an entry within the map.
b)	An existing entry shall be modified by supplying the existing identifier as key and the PresenceInfo data type instance with complete contents as value as an entry within the map. 
c)	An existing entry shall be deleted by supplying the existing identifier as key and "NULL" as value as an entry within the map.
d)	For an unmodified entry, no entry needs to be provided within the map; and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is removed, the presence reporting areas for which reporting was required shall be removed by providing the "pras" attribute with "NULL" as value. 
[bookmark: _Hlk19876961]-	if the Policy Control Request Trigger "SMF selection information change" is provided or if that trigger was already set and the indication of DNN replacement when the requested DNN is unknown needs to be set or changed, the "unsuppDnn" attribute within "smfSelInfo" attribute shall be provided including the appropriate value.
-	if the Policy Control Request Trigger "SMF selection information change" is provided or if that trigger was already set and the list of candidate DNNs for replacement needs to be set or changed, the "candidates" attribute within the "smfSelInfo" attribute is encoded as follows: 
a)	A new entry shall be added by supplying a new S-NSSAI as key and the corresponding CandidateForReplacement data type instance with complete contents as value as an entry within the map.
Editor’s note:		It is FFS whether a new entry can be added, e.g., as consequence of change of allowed NSSAI.
b)	An existing entry shall be modified by supplying the existing S-NSSAI as key and the CandidateForReplacement data type instance with complete contents as value as an entry within the map. 
c)	An existing entry shall be deleted by supplying the existing S-NSSAI as key and "NULL" as value as an entry within the map.
d)	For an unmodified entry, no entry needs to be provided within the map; 
Editor’s note:		It is FFS whether an existing entry can be deleted, e.g., as consequence of change of allowed NSSAI.
e)	The complete list of candidate DNNs for which reporting is required shall be removed by providing the "candidates" attribute with "NULL" as value.
-	if the Policy Control Request Trigger "SMF selection information change" is removed, the candidate DNNs for which reporting was required shall be removed by providing the "smfSelInfo" attribute with "NULL" as value.

[bookmark: _Toc28011133]*** 4th Change ***
5.6.1	General
This subclause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Npcf_AMPolicyControl service based interface protocol.
Table 5.6.1-1: Npcf_AMPolicyControl specific Data Types
	Data type
	Section defined
	Description
	Applicability

	CandidateForReplacement
	5.6.2.8d2
	Contains the list of candidate DNNs for replacement per S-NSSAI
	DNNReplacementControl

	PolicyAssociation
	5.6.2.2
	Description of a policy association that is returned by the PCF when a policy Association is created, or read.
	

	PolicyAssociationReleaseCause
	5.6.3.4
	The cause why the PCF requests the termination of the policy association.
	

	PolicyAssociationRequest
	5.6.2.3
	Information that NF service consumer provides when requesting the creation of a policy association.
	

	PolicyAssociationUpdateRequest
	5.6.2.4
	Information that NF service consumer provides when requesting the update of a policy association.
	

	PolicyUpdate
	5.6.2.5
	Updated policies that the PCF provides in a notification or in the reply to an Update Request.
	

	RequestTrigger
	5.6.3.3
	Enumeration of possible Request Triggers.
	

	SmfSelectionData
	5.6.2.7d1
	Includes the SMF Selection information that may by replaced by the PCF
	DNNReplacementControl

	TerminationNotification
	5.6.2.6
	Request to terminate a policy Association that the PCF provides in a notification.
	



Table 5.6.1-2 specifies data types re-used by the Npcf_AMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_AMPolicyControl service based interface. 
Table 5.6.1-2: Npcf_AMPolicyControl re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [11]
	
	

	Ambr
	3GPP TS 29.571 [11]
	Aggregated Maximum Bit Rate.
	UE-AMBR_Authorization

	Dnn
	3GPP TS 29.571 [11]
	DNN
	DNNReplacementControl

	Gpsi
	3GPP TS 29.571 [11]
	Generic Public Subscription Identifier
	

	GroupId
	3GPP TS 29.571 [11]
	
	

	Guami
	3GPP TS 29.571 [11]
	Globally Unique AMF Identifier
	

	Ipv4Addr
	3GPP TS 29.571 [11]
	
	

	Ipv6Addr
	3GPP TS 29.571 [11]
	
	

	Pei
	3GPP TS 29.571 [11]
	Permanent Equipment Identifier
	

	PlmnIdNid
	3GPP TS 29.571 [11]
	PLMN Identifier, and for SNPN NID
	

	PresenceInfo
	3GPP TS 29.571 [11]
	Presence reporting area information
	

	PresenceInfoRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "PresenceInfo" data type, but with the OpenAPI "nullable: true" property.
	

	ProblemDetails
	3GPP TS 29.571 [11]
	
	

	Uri
	3GPP TS 29.571 [11]
	
	

	UserLocation
	3GPP TS 29.571 [11]
	
	

	RatType
	3GPP TS 29.571 [11]
	
	

	[bookmark: _Hlk514096864]RfspIndex
	3GPP TS 29.571 [11]
	
	

	ServiceAreaRestriction
	[bookmark: _Hlk518262898]3GPP TS 29.571 [11]
	Within the areas attribute, only tracking area codes shall be included.
	

	ServiceName
	3GPP TS 29.510 [13]
	Name of the service instance.
	

	Snssai
	3GPP TS 29.571 [11]
	Identifies a S-NSSAI included in the Allowed NSSAI.
	SliceSupport

	Supi
	3GPP TS 29.571 [11]
	Subscription Permanent Identifier
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeZone
	3GPP TS 29.571 [11]
	
	

	TraceData
	3GPP TS 29.571 [11]
	
	



*** 5th Change ***
[bookmark: _Toc28011142]5.6.2.8	Type CandidateForReplacement
Table 5.6.2.8d2-1: Definition of type CandidateForReplacement
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	The S-NSSAI in the serving PLMN. It shall contain a S-NSSAI within the Allowed NSSAI.
	

	dnns
	array(Dnn)
	O
	1..N
	List of candidate DNNs for replacement for the S-NSSAI included in the "snssai" attribute. If omitted, any DNN for the provided S-NSSAI is candidate for replacement.
	




*** End of Changes ***
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