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***** start of change *****
[bookmark: _Toc27746739][bookmark: _Toc20232646]5.4.4.2	Generic UE configuration update procedure initiated by the network
The AMF shall initiate the generic UE configuration update procedure by sending the CONFIGURATION UPDATE COMMAND message to the UE. 
The AMF shall in the CONFIGURATION UPDATE COMMAND message either:
a)	include one or more of the following parameters: 5G-GUTI, TAI list, allowed NSSAI that may include the mapped S-NSSAI(s), LADN information, service area list, MICO indication NITZ information, configured NSSAI that may include the mapped S-NSSAI(s), rejected NSSAI, network slicing subscription change indication, operator-defined access category definitions, SMS indication, service gap time value, "CAG information list", UE radio capability ID, 5GS registration result or UE radio capability ID deletion indication;
b)	include the Configuration update indication IE with the Registration requested bit set to "registration requested"; or
c)	include a combination of both a) and b).
If an acknowledgement from the UE is requested, the AMF shall indicate "acknowledgement requested" in the Acknowledgement bit of the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and shall start timer T3555. Acknowledgement shall be requested for all parameters except when only NITZ is included.
To initiate parameter re-negotiation between the UE and network, the AMF shall indicate "registration requested" in the Registration requested bit of the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message.
If a new allowed NSSAI information or AMF re-configuration of supported S-NSSAIs requires an AMF relocation, the AMF shall indicate "registration requested" in the Registration requested bit of the Configuration update indication IE and include the Allowed NSSAI IE in the CONFIGURATION UPDATE COMMAND message.
If the AMF includes a new configured NSSAI in the CONFIGURATION UPDATE COMMAND message and the new configured NSSAI requires an AMF relocation as specified in 3GPP TS 23.501 [8], the AMF shall indicate "registration requested" in the Registration requested bit of the Configuration update indication IE in the message.
If the AMF indicates "registration requested" in the Registration requested bit of the Configuration update indication IE, acknowledgement shall be requested.
If the CONFIGURATION UPDATE COMMAND message is initiated only due to changes to the allowed NSSAI and these changes require the UE to initiate a registration procedure, but the AMF is unable to determine an allowed NSSAI for the UE as specified in 3GPP TS 23.501 [8], then the CONFIGURATION UPDATE COMMAND message shall indicate "registration requested" in the Registration requested bit of the Configuration update indication IE, and shall not contain any other parameters.
If a network slice-specific authentication and authorization procedure for an S-NSSAI is completed as a:
success, the AMF shall include this S-NSSAI in the allowed NSSAI; or
failure, the AMF shall include this S-NSSAI in the rejected NSSAI with the reject cause "S-NSSAI is not available due to the failed or revoked network slice-specific authorization and authentication" in the rejected NSSAI.
[bookmark: _Hlk23195948]The allowed NSSAI and the rejected NSSAI shall be included in the CONFIGURATION UPDATE COMMAND message to reflect the result of the procedures subject to network slice-specific authentication and authorization.
NOTE:	If there are multiple S-NSSAIs subject to network slice-specific authentication and authorization, it is implementation specific if the AMF informs the UE about the outcome of the procedures in one or more CONFIGURATION UPDATE COMMAND messages.
If the AMF includes the Network slicing indication IE in the CONFIGURATION UPDATE COMMAND with the Network slicing subscription change indication set to "Network slicing subscription changed", and changes to the allowed NSSAI require the UE to initiate a registration procedure, but the AMF is unable to determine an allowed NSSAI for the UE as specified in 3GPP TS 23.501 [8], then the CONFIGURATION UPDATE COMMAND message shall additionally indicate "registration requested" in the Registration requested bit of the Configuration update indication IE and shall not include an allowed NSSAI.
If the AMF needs to update the LADN information, the AMF shall include the LADN information in the LADN information IE of the CONFIGURATION UPDATE COMMAND message.
If the AMF needs to update the CAG information, the AMF shall include the CAG information list IE in the CONFIGURATION UPDATE COMMAND message.
During an established 5GMM context, the network may send none, one, or more CONFIGURATION UPDATE COMMAND messages to the UE. If more than one CONFIGURATION UPDATE COMMAND message is sent, the messages need not have the same content.
*** Next change ***
[bookmark: _Toc27747395][bookmark: _Toc20233260]9.11.3.46	Rejected NSSAI
The purpose of the Rejected NSSAI information element is to identify a collection of rejected S-NSSAIs.
The Rejected NSSAI information element is coded as shown in figure 9.11.3.46.1, figure 9.11.3.46.2 and table 9.11.3.46.1.
The Rejected NSSAI is a type 4 information element with a minimum length of 4 octets and a maximum length of 42 octets.
NOTE:	The number of rejected S-NSSAI(s) cannot exceed eight.
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	Rejected NSSAI IEI
	octet 1

	Length of Rejected NSSAI contents
	octet 2

	
Rejected S-NSSAI 1
	octet 3

octet m 

	
Rejected S-NSSAI 2
	octet m+1*

octet n*

	
…

	octet n+1*

octet u*

	
Rejected S-NSSAI n
	octet u+1*

octet v*


Figure 9.11.3.46.1: Rejected NSSAI information element
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	[bookmark: OLE_LINK11]Length of rejected S-NSSAI
	Cause value
	octet 1

	SST
	octet 2

	
SD
	octet 3*

octet 5*


Figure 9.11.3.46.2: Rejected S-NSSAI
Table 9.11.3.46.1: Rejected NSSAI information element
	Value part of the Rejected NSSAI information element (octet 3 to v)

	

	The value part of the Rejected NSSAI information element consists of one or more rejected S-NSSAIs. Each rejected S-NSSAI consists of one S-NSSAI and an associated cause value. The length of each rejected S-NSSAI can be determined by the 'length of rejected S-NSSAI' field in the first octet of the rejected S-NSSAI.

	The UE shall store the complete list received. If more than 8 rejected S-NSSAIs are included in this information element, the UE shall store the first 8 rejected S-NSSAIs and ignore the remaining octets of the information element.

	

	Rejected S-NSSAI:

	

	Cause value (octet 1)

	Bits

	4
	3
	2
	1
	
	

	0
	0
	0
	0
	
	S-NSSAI is not available in the current PLMN or SNPN

	0
	0
	0
	1
	
	S-NSSAI is not available in the current registration area

	0
	0
	1
	0
	
	S-NSSAI is not available due to the failed or revoked network slice-specific authorization and authentication.

	All other values are reserved.

	

	Slice/service type (SST) (octet 2)

	This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4].

	

	Slice differentiator (SD) (octet 3 to octet 5)

	This field contains the 24 bit SD value. The coding of the SD value part is defined in 3GPP TS 23.003 [4].


	NOTE:	If octet 3 is included, then octet 4 and octet 5 shall be included.



***** End of changes *****
