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	Reason for change:
	For the Network slice-specific authentication and authorization procedure, the AMF initiates the procedure for "HPLMN S-NSSAI" according to the stage 2 and also to the clause 5.4.7.1 of TS 24.501. However it is not clear the definition of the HPLMN S-NSSAI in TS 24.501. Therefore, the HPLMN S-NSSAI can be interpreted in various ways as below.

1. SST and SD of the serving PLMN
2. Mapped HPLMN SST and mapped HPLMN SD for HPLMN of the associated with the serving PLMN
3. SST and SD of the serving PLMN and mapped HPLMN SST and mapped HPLMN SD of the associated with the serving PLMN

Since the AMF sets the S-NSSAI IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message to the HPLMN S-NSSAI, the correct interpretation is 2, so this needs to be clarified.



	
	

	Summary of change:
	In order to clarify HPLMN S-NSSAI, SST and SD descriptions are added in Table 9.11.2.8-1: S-NSSAI information element. 

	
	

	Consequences if not approved:
	The incorrect UE behavior can be happened when the UE forwards wrong HPLMN S-NSSAI value to the upper layer.
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	This CR's revision history:
	Change of revision 1

· Remove changes in 5.4.7.1
· Add SST and SD descriptions in coding part in table 9.11.2.8.1 : S-NSSAI information element
· Add Note5 : if only HPLMN S-NSSAI is included, octets 7 to 10 shall not be included in table 9.11.2.8.1 : S-NSSAI information element
· Because the phrase seems to only include when the UE is in the VPLMN, it is removed “to which SST/ST is mapped” phrase in SST/ST description in table 9.11.2.8.1,. 



Page 1


[bookmark: _Toc20232700][bookmark: _Toc27746761]***** First change *****
[bookmark: _Toc20233209][bookmark: _Toc27747333]9.11.2.8	S-NSSAI
The purpose of the S-NSSAI information element is to identify a network slice.
The S-NSSAI information element is coded as shown in figure 9.11.2.8.1 and table 9.11.2.8.1.
The S-NSSAI is a type 4 information element with a minimum length of 3 octets and a maximum length of 10 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	S-NSSAI IEI
	octet 1

	Length of S-NSSAI contents
	octet 2

	SST
	octet 3

	
SD

	octet 4*

octet 6*

	Mapped HPLMN SST
	octet 7*

	
Mapped HPLMN SD
	octet 8*

octet 10*


Figure 9.11.2.8.1: S-NSSAI information element
Table 9.11.2.8.1: S-NSSAI information element
	Length of S-NSSAI contents (octet 2)

	

	This field indicates the length of the included S-NSSAI contents, and it can have the following values. Depending on the value of the length field the following S-NSSAI contents are included:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	1
	SST

	0
	0
	0
	0
	0
	0
	1
	0
	SST and mapped HPLMN SST

	0
	0
	0
	0
	0
	1
	0
	0
	SST and SD

	0
	0
	0
	0
	0
	1
	0
	1
	SST, SD and mapped HPLMN SST

	0
	0
	0
	0
	1
	0
	0
	0
	SST, SD, mapped HPLMN SST and mapped HPLMN SD

	All other values are reserved.


	Slice/service type (SST) (octet 3)

	
This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4]. If this IE is included during the network slice-specific authentication and authorization procedure, this field contains the 8 bit SST value of an S-NSSAI in the S-NSSAI(s) of the HPLMN.


	Slice differentiator (SD) (octet 4 to octet 6)

This field contains the 24 bit SD value. The coding of the SD value part is defined in 3GPP TS 23.003 [4]. If this IE is included during the network slice-specific authentication and authorization procedure, this field contains the 24 bit SD value of an S-NSSAI in the S-NSSAI(s) of the HPLMN.


	If the SST encoded in octet 3 is not associated with a valid SD value, and the sender needs to include a mapped HPLMN SST (octet 7) and a mapped HPLMN SD (octets 8 to 10), then the sender shall set the SD value (octets 4 to 6) to "no SD value associated with the SST".

	

	mapped HPLMN Slice/service type (SST) (octet 7)

	
This field contains the 8 bit SST value of an S-NSSAI in the S-NSSAI(s) of the HPLMN to which the SST value is mapped. The coding of the SST value part is defined in 3GPP TS 23.003 [4].


	mapped HPLMN Slice differentiator (SD) (octet 8 to octet 10)

This field contains the 24 bit SD value of an S-NSSAI in the S-NSSAI(s) of the HPLMN to which the SD value is mapped. The coding of the SD value part is defined in 3GPP TS 23.003 [4].


	NOTE 1:	Octet 3 shall always be included.
NOTE 2:	If the octet 4 is included, then octet 5 and octet 6 shall be included.
NOTE 3:	If the octet 7 is included, then octets 8, 9, and 10 may be included.
NOTE 4:	If the octet 8 is included, then octet 9 and octet 10 shall be included.
NOTE 5: 	If only HPLMN S-NSSAI is included, then octets 7 to 10 shall not be included.
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