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	Reason for change:
	Various corrections to improve formatting consistency between specs. This is done to improve quality of the spec and to allow consistent pattern recognition for the parser.


	
	

	Summary of change:
	Change #1: clause 6.1.4.1 Relative path only; remove root path to be consistent with other specs
Change #2: clause 6.1.4.2.2 Remove the last row (ProblemDetails 4xx/5xx) for consistency across other specs. It didn’t add any useful information and add unnecessary complexity in the parser. That description is implied.
Change #3: clause 6.1.4.3.2. Remove the last row (ProblemDetails 4xx/5xx). It didn’t add any useful information and add unnecessary complexity in the parser. That description is implied.
Change #4: clause 6.1.4.4.2. Remove the last row (ProblemDetails 4xx/5xx). It didn’t add any useful information and add unnecessary complexity in the parser. That description is implied.
Change #5: clause 6.1.4.5.2. Remove the last row (ProblemDetails 4xx/5xx). It didn’t add any useful information and add unnecessary complexity in the parser. That description is implied.
Change #6: clause 6.2.4.1 Relative path only; remove root path to be consistent with other specs.
Change #7: clause 6.2.4.2.2. Remove the last row (ProblemDetails 4xx/5xx). It didn’t add any useful information and add unnecessary complexity in the parser. That description is implied.
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* * * 1st Change * * * *
[bookmark: _Toc24986339][bookmark: _Toc27593261]6.1.4.1	Overview
Table 6.1.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	{apiRoot}/n32c-handshake/v1/exchange-capability
	POST
	This is the N32 capability exchange API used to negotiate the security capabilities between SEPPs.

	{apiRoot}/n32c-handshake/v1/exchange-params
	POST
	This is the N32 parameter exchange API used to exchange the cipher suites and protection policies.

	{apiRoot}/n32c-handshake/v1/n32f-terminate
	POST
	This is the N32-f context termination procedure API.

	{apiRoot}/n32c-handshake/v1/n32f-error
	POST
	This is the N32-f error reporting procedure API.



* * * 2nd Change * * * *
[bookmark: _Toc24986342][bookmark: _Toc27593264]6.1.4.2.2	Operation Definition
This operation shall support the request data structures and response codes specified in tables 6.2.4.2.2-1 and 6.2.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	SecNegotiateReqData
	M
	1
	The IE shall contain the security capabilities of the initiating SEPP.



Table 6.1.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SecNegotiateRspData
	M
	1
	200 OK
	 This represents the successful processing of the requested security capabilities. The responding SEPP shall provide the security capabilities that it has selected, in the response.

	ProblemDetails
	M
	1
	4xx / 5xx
	All the mandatory to support 4xx and 5xx status codes as specified in clause 5.2.7.1 and their corresponding application errors specified in clause 5.2.7.2 of 3GPP TS 29.500 [4] shall be supported.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).




* * * 3rd Change * * * *
[bookmark: _Toc24986345][bookmark: _Toc27593267]6.1.4.3.2	Operation Definition
This operation shall support the request data structures and response codes specified in tables 6.1.4.3.2-1 and 6.1.4.3.2-2.
Table 6.1.4.3.2-1: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	SecParamExchReqData
	M
	1
	The IE shall contain the parameters requested by the requesting SEPP.



Table 6.1.4.3.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SecParamExchRspData
	M
	1
	200 OK
	This represents the successful processing of the requested parameters. The SEPP shall provide the selected parameters (i.e selected cipher suite and/or selected protection policy) depending on what was requested by the requesting SEPP and what is supported by the responding SEPP, or the SEPP shall provide the security information lists of the connected IPXs.

	ProblemDetails
	M
	1
	4xx / 5xx
	All the mandatory to support 4xx and 5xx status codes as specified in clause 5.2.7.1 and their corresponding application errors specified in clause 5.2.7.2 of 3GPP TS 29.500 [4] shall be supported.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).




* * * 4th Change * * * *
[bookmark: _Toc24986348][bookmark: _Toc27593270]6.1.4.4.2	Operation Definition
This operation shall support the request data structures and response codes specified in tables 6.1.4.4.2-1 and 6.1.4.4.2-2.
Table 6.1.4.4.2-1: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	N32fContextInfo
	M
	1
	The IE shall contain the information about the N32-f context requested to be terminated by the requesting SEPP.



Table 6.1.4.4.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	N32fContextInfo
	M
	1
	200 OK
	This represents the successful deletion of the request N32-f context. The responding SEPP shall return the "n32fContextId" it had towards the initiating SEPP, in this IE.

	ProblemDetails
	M
	1
	4xx / 5xx
	All the mandatory to support 4xx and 5xx status codes as specified in clause 5.2.7.1 and their corresponding application errors specified in clause 5.2.7.2 of 3GPP TS 29.500 [4] shall be supported.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).




* * * 5th Change * * * *
[bookmark: _Toc24986351][bookmark: _Toc27593273]6.1.4.5.2	Operation Definition
This operation shall support the request data structures and response codes specified in tables 6.1.4.5.2-1 and 6.1.4.5.2-2.
Table 6.1.4.5.2-1: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	N32fErrorInfo
	M
	1
	The IE shall contain the information about the N32-f message that failed to process at the SEPP initiating the N32-f errror reporting procedure, together with information related to the nature of the error.



Table 6.1.4.5.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	204 No Content
	This represents the successful processing of the N32-f error report at the receiving SEPP.

	ProblemDetails
	M
	1
	4xx / 5xx
	All the mandatory to support 4xx and 5xx status codes as specified in clause 5.2.7.1 and their corresponding application errors specified in clause 5.2.7.2 of 3GPP TS 29.500 [4] shall be supported.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).



* * * 6th Change * * * *
[bookmark: _Toc24986396][bookmark: _Toc27593318]6.2.4.1	Overview
Table 6.2.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	{apiRoot}/n32f-forward/v1/n32f-process
	POST
	This is the N32f forwarding API used to forward a reformatted and JOSE protected message to a receiving SEPP.




* * * 7th Change * * * *
[bookmark: _Toc24986399][bookmark: _Toc27593321]6.2.4.2.2	Operation Definition
This operation shall support the request data structures and response codes specified in tables 6.2.4.2.2-1 and 6.2.4.2.2-2.
Table 6.2.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	N32fReformattedReqMsg
	M
	1
	This IE shall contain the reformatted HTTP/2 message comprising the plain text part, encrypted information, meta data and modification chain information. See clause 6.2.5.2.2.



Table 6.2.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	 N32fReformattedRspMsg
	M
	1
	200 OK
	This represents the successful processing of the reformatted JOSE protected message at the responding SEPP. The responding SEPP shall provide the reformatted and JOSE protected content of the corresponding HTTP/2 response message.

	ProblemDetails
	M
	1
	403 Forbidden
	This represents the case where the receiving SEPP fails to process the reconstructed message due to PLMN ID verification failure. The "cause" attribute shall be set to "PLMNID_MISMATCH".

	ProblemDetails
	M
	1
	4xx / 5xx
	All the mandatory to support 4xx and 5xx status codes as specified in clause 5.2.7.1 and their corresponding application errors specified in clause 5.2.7.2 of 3GPP TS 29.500 [4] shall be supported.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
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* * * End of Changes **


