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*** 1st Change ***

5.6.2.2.2
Non-roaming
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Figure 5.6.2.2.2-1: PCF-initiated UE Policy Association Modification procedure – Non-roaming

1.
The PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, the applied BDT Policy Data is changed, or application detection, or the PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate UE policy decision for a UE. 

NOTE:
When the external trigger affects more than one UE (e.g. when Network Performance is degraded in a network area info) the PCF will apply the next steps to all the affected active UE Policy Associations.
2-3. If the applied BDT policy Data is changed in step1, and if the corresponding transfer policy is not locally stored in the PCF, the PCF sends the HTTP GET request to the "IndividualBdtData" resource to retrieve the related Background Data Transfer policy information (i.e. Time window and Location criteria) stored in the UDR. The UDR sends an HTTP "200 OK" response to the PCF.
4.
The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in subclause 5.6.1.2.
5.
If the PCF decided to update the Policy Control Request Trigger(s) in step4, the V-PCF shall invoke the Npcf_UEPolicyControl_UpdateNotify service operation by sending an HTTP POST request to the resource URI "{Notification URI}/update".
6.
The AMF sends an HTTP "204 No Content" response to the PCF.
7.
If the PCF decided to update the UE policy in step 4, steps 10-13 as specified in Figure 5.6.1.2-1 are executed.
8-9.
If the PCF decided to update the UE policy in step 4, steps 5-6 in subclause 5.6.2.1.2 are executed.

*** End of Changes ***
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