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	Reason for change:
	The following text in clause 5.3.2.2.5 is ambiguous as to whether the forwarding NRF should change anything in the forwarded HTTP message (e.g. whether the forwarding NRF/NRF needs to replace the requester-nf-type with "NRF" or requester-nf-instance-fqdn with the FQDN of the NRF, or reqNfInstanceId with the NRF Instance ID).   

2a. Upon receiving a service discovery request, based on the information contained in the service discovery request (e.g. the "supi" query parameter in the URI) and locally stored information, NRF-2 shall identify the next hop NRF (see clause 5.2.2.2.3), and forward the service discovery request to that NRF (i.e. NRF-3 in this example), by replacing the originator of the service invocation with NRF-2, and the recipient of the service invocation with NRF-3. The locally stored information in NRF-2 may …
A similar statement also exists in clause 5.3.2.2.3 (but where an explicit reference to another figure was also provided).

The intention of the text was only to say that the interaction flow is similar to that of figure 5.3.2.2.2-1, i.e. the forwarding NRF forwards the HTTP request unmodified (apart from the apiRoot in the request URI).
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* * * First Change * * * *
[bookmark: _Toc24937587][bookmark: _Toc27589458][bookmark: _Toc24937589][bookmark: _Toc27589460][bookmark: _Toc20152342]5.3.2.2.3	Service Discovery in a different PLMN
The service discovery in a different PLMN is done by querying the "nf-instances" resource in the NRF of the Home PLMN.
For that, step 1 in clause 5.3.2.2.2 is executed (send a GET request to the NRF in the Serving PLMN); this request shall include the identity of the PLMN of the home NRF in a query parameter of the URI.
Then, steps 1-2 in Figure 5.3.2.2.3-1 are executed, between the NRF in the Serving PLMN and the NRF in the Home PLMN. In this step, the presence of the PLMN ID of the Home NRF in the query parameter of the URI is not required. The NRF in the Home PLMN returns a status code with the result of the operation. The NRF in the Serving PLMN shall be configured with a telescopic FQDN (see 3GPP TS 23.003 [12] and 3GPP TS 29.500 [4]) of the NRF in the Home PLMN.
NOTE:	This is required for the NRF in the serving PLMN to route the NF discovery request to the NRF in the HPLMN through a SEPP in the serving PLMN and the SEPP to terminate the TLS connection with a wildcard certificate.
Finally, step 2 in clause 5.3.2.2.2 is executed; a status code is returned to the NF Service Consumer in Serving PLMN in accordance to the result received from NRF in Home PLMN.



Figure 5.3.2.2.3-1: Service Discovery in a different PLMN
Steps 1 and 2 are similar to steps 1 and 2 in Figure 5.3.2.2.2-1, by replacingwhere the originator of the service invocation with is the NRF in Serving PLMN, and the recipient of the service invocation with is the NRF in the Home PLMN.

* * * Next Change * * * *
5.3.2.2.5	Service Discovery with intermediate forwarding NRF
When multiple NRFs are deployed in one PLMN, one NRF may query the "nf-instances" resource in a different NRF so as to fulfil the service discovery request from a NF service consumer. The query between these two NRFs is forwarded by a third NRF.


Figure 5.3.2.2.5-1: Service Discovery with intermediate forwarding NRF
1.	NRF-1 receives a service discovery request but does not have the information to fulfil the request. Then NRF-1 sends the service discovery request to a pre-configured NRF-2.
2a.	Upon receiving a service discovery request, based on the information contained in the service discovery request (e.g. the "supi" query parameter in the URI) and locally stored information, NRF-2 shall identify the next hop NRF (see clause 5.2.2.2.3), and forward the service discovery request to that NRF (i.e. NRF-3 in this example), similarly to steps 1 and 2 in Figure 5.3.2.2.2-1 where by replacing the originator of the service invocation with is NRF-2, and the recipient of the service invocation with is NRF-3. The locally stored information in NRF-2 may:
a)	be preconfigured; or
b)	registered by other NRFs (see clause 5.2.2.2.3).
2b.	if NRF-2 does not have enough information to forward the service discovery request, then it responds with 404 Not Found, and the rest of the steps are omitted.
3a.	Upon success, NRF-3 returns the search result.
3b.	If the NF Service Consumer is not allowed to discover the NF services for the requested NF type provided in the query parameters, the NRF shall return "403 Forbidden" response.
If the discovery request fails at the NRF due to errors in the input data in the URI query parameters, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
If the discovery request fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
4a.	NRF-2 forwards the success response to NRF-1.
4b.	NRF-2 forwards the error response to NRF-1.
NOTE:	It is not assumed that there can only be two NRF hierarchies, i.e. the NRF-3 can go on to forward the service discovery request to another NRF.

* * * End of Changes * * * *
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