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	Reason for change:
	Clause 5.28.1 of TS 23.501 and CR 23.501 #2069 further specifies that the 5GS TSN Bridge information includes at least the following: 
-	Information for 5GS Bridge:
-	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID);
-	Bridge Name;
-	Number of Ports;
-	list of port numbers.
-	Capabilities of 5GS Bridge as defined in 802.1Qcc [95]:
-	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.
-	Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.
-	Topology of 5GS Bridge as defined in IEEE 802.1AB [97]:
· Chassis ID subtype and Chassis ID of the 5GS Bridge.
-	Traffic classes and their priorities per port as defined in IEEE 802.1Q [98].
-	Stream Parameters as defined in clause 12.31.1 in IEEE 802.1Q [98], in order to support PSFP information:
· Maximum number of filters, which defines the maximum number of streams that the bridge can handle;
· Maximum number of gates, which can be equal or less than the maximum number of filters;
· Maximum number of meters (optional) if meassurements are required;
· Maximum length of the PSFPAdminControlList parameter that can be handled.
Most of this information, except 5GS Bridge information, is related to the IEEE (802.1Q) bridge information and delivered to TSN AF via the Port Management Container, and thus not relevant for inter UPF – SMF communication. Currently the only missing 5GS Bridge information item, from the Created Bridge Info for TSC IE in the PFCP Session Establishment Response message, is the Bridge Name. It is assumed that this is SMF information / configuration and not needed to be exchanged between the UPF – SMF.
· Based on this the Editor's Note from the TS 29.244 clause 5.26.2 can be removed.
It has been agreed that the DS-TT and NW-TT related protocol details will be specified in the CT1 group. The reference to the related specification needs to be added to clause 5.26.3. 

	
	

	Summary of change:
	Remove the Editor's Note in clause 5.26.2. 

[bookmark: _Hlk32311700]Add the reference to TS 24.519 Time-Sensitive Networking (TSN) Application Function (AF) to Device-Side TSN Translator (DS-TT) and Network-Side TSN Translator (NW-TT) protocol aspects;
Stage 3. 

The Port Management Information field shall encode an Ethernet port management message defined in clause 8 of 3GPP TS 24.519. 


	
	

	Consequences if not approved:
	Specification of 5GC TSN Bridge functionality not completed. 
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* * * First Change * * * *
[bookmark: _Toc19717025][bookmark: _Toc27490482][bookmark: _Toc27556775][bookmark: _Toc27723692]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.214: "Architecture enhancements for control and user plane separation of EPC nodes; Stage 2".
[3]	3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)".
[4]	IETF RFC 768: "User Datagram Protocol".
[5]	IETF RFC 791: "Internet Protocol".
[6]	IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".
[7]	3GPP TS 23.203: "Policy and charging control architecture; Stage 2".
[8]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[9]	3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[10]	3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)".
[11]	3GPP TS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping".
[12]	IETF RFC 5905: "Network Time Protocol Version 4: Protocol and Algorithms Specification".
[13]	IETF RFC 2474: "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers".
[14]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[15]	3GPP TS 22.153: "Multimedia Priority Service".
[16]	IETF RFC 4006: "Diameter Credit Control Application".
[17]	3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".
[18]	3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging application".
[19]	3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[20]	3GPP TS 33.107: "3G security; Lawful interception architecture and functions".
[21]	3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity".
[22]	IETF RFC 2474, "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers".
[23]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[24]	3GPP TS 23.007: "Restoration procedures".
[25]	3GPP TS 29.303: "Domain Name System Procedures; Stage 3"
[26]	IETF RFC 5905: "Network Time Protocol Version 4: Protocol and Algorithms Specification".
[27]	IETF RFC 1035: "Domain Names - Implementation and Specification".
[28]	3GPP TS 23.501:"System Architecture for the 5G System"
[29]	3GPP TS 23.502:"Procedures for the 5G System"
[30]	IEEE 802.1Q: "Virtual Bridged Local Area Networks"
[31]	IEEE 802.3: "IEEE Standard for Ethernet"
[32]	IETF RFC 826: "An Ethernet Address Resolution Protocol or Converting Network Protocol Addresses".
[33]	IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)". .
[34]	3GPP TS 38.415: "NG-RAN; PDU Session User Plane Protocol".
[35]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[36]	IETF RFC 4282: "The Network Access Identifier".
[37]	IETF RFC 2865: "Remote Authentication Dial In User Service (RADIUS)".
[38]	IETF RFC 3162: "RADIUS and IPv6".
[39]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[40]	3GPP TS 23.527: "5G System; Restoration procedures".
[41]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[bookmark: _Hlk533193721][42]	3GPP TS 38.300: "NR; NR and NG-RAN Overall Description; Stage 2".
[43]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[44]	3GPP TS 23.503:"Policy and Charging Control Framework for the 5G System".
[45]	3GPP TS 32.255: "Telecommunication management; Charging management; 5G data connectivity domain charging; Stage 2".
[46]	3GPP TS 29.512: "Session Management Policy Control Service, Stage 3".
[47]	3GPP TS 33.127: "Security; Lawful Interception (LI) architecture and functions".
[48]	3GPP TS 23.003: "Numbering, addressing and identification".
[49]	3GPP TS 29.561: "5G System; Interworking between 5G Network and external Data Networks; Stage 3".
[50]	3GPP TS 29.502: "5G System, Session Management Services; Stage 3".
[51]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[52]	IETF RFC 2236: "Internet Group Management Protocol, Version 2".
[53]	IETF RFC 3376: "Internet Group Management Protocol, Version 3".
[54]	IETF RFC 4604: "Using Internet Group Management Protocol Version 3 (IGMPv3) and Multicast Listener Discovery Protocol Version 2 (MLDv2) for Source-Specific Multicast".
[55]	IETF RFC 2710: "Multicast Listener Discovery (MLD) for IPv6".
[56]	IETF RFC 3810: "Multicast Listener Discovery Version 2 (MLDv2) for IPv6".
[57]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[58]	IEEE Std 802.1AS-Rev/D7.3, August 2018: "IEEE Standard for Local and metropolitan area networks--Timing and Synchronization for Time-Sensitive Applications".
[59]	3GPP TS 24.193: "Access Traffic Steering, Switching and Splitting; Stage 3".
 [60]	draft-ietf-tcpm-converters-13: "0-RTT TCP Convert Protocol".
Editor's note:	The above document cannot be formally referenced until it is published as an RFC.
[xx]	3GPP TS 24.519: "Time-Sensitive Networking (TSN) Application Function (AF) to Device-Side TSN Translator (DS-TT) and Network-Side TSN Translator (NW-TT) protocol aspects; Stage 3".

* * * Next Change * * * *
[bookmark: _Toc27490637][bookmark: _Toc27556930][bookmark: _Toc27723847]5.26.2	5GS Bridge management
5GS Bridge information reporting is defined in Annex F.1 of 3GPP TS 23.502 [29]; this procedure enables the SMF to report 5GS Bridge information of a PDU session established for Time Sensitive Communication (TSC) to the TSN AF via the PCF.
Identities of 5GS Bridge and UPF/NW-TT ports may be pre-configured in the UPF based on deployment.
In order to establish an Ethernet PDU Session for TSC, the SMF shall send a PFCP Session Establishment Request to the UPF to establish the corresponding PFCP session as specified in clause 5.13. Additionally, the SMF shall request the UPF to allocate the port number for DS-TT, the port number for NW-TT and provide the related TSN Bridge ID (i.e. MAC address of NW-TT) by including the Create Bridge Info for TSC IE with the Bridge Information Indication (BBI) bit set to "1", in the PFCP Session Establishment Request. If so requested, the UPF shall provide corresponding information to the SMF in the Created Bridge Info for TSC IE in the PFCP Session Establishment Response message.
NOTE:	The port number for DS-TT, port number for NW-TT and Bridge ID are not meant to be used in PDRs.
Editor's Note: It is FFS whether more parametersthe Bridge Name needs to be signalled for the Bridge ID (see e.g. clause 5.28.1 of 3GPP TS 23.501).

* * * Next Change * * * *
[bookmark: _Toc27490638][bookmark: _Toc27556931][bookmark: _Toc27723848]5.26.3	Transfer of 5GS bridge port management information
5GS Bridge information configuration is defined in clause 5.28.3 of 3GPP TS 23.501 [28] and in Annex F of 3GPP TS 23.502 [29]; this procedure enables the SMF to relay transparently bridge port related information (i.e. a Port Management information Container) between the TSN AF and the NW-TT (and DS-TT).
The SMF may provide a NW-TT related Port Management information Container to the UPF by sending a PFCP Session Modification Request to the UPF including the Port Management Information for TSC IE.
For a PDU session established for TSC, the UPF may send a NW-TT related Port Management information Container to the SMF by sending a PFCP Session Modification Response or a PFCP Session Report Request including the Port Management Information for TSC IE.
The details of the 5GS bridge Port Management Container communication between NW-TT and TSN AF is defined in the 3GPP TS 24.519 [xx].

* * * Next Change * * * *
[bookmark: _Toc27490990][bookmark: _Toc27557283][bookmark: _Toc27724200]8.2.144	Port Management Information Container
The Port Management Information Container IE shall be encoded as shown in Figure 8.2.144-1. It contains an opaque container of port management information (see clause 5.28.3.1 of 3GPP TS 23.501 [28]).

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 202 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Port Management Information
	


Figure 8.2.144-1: Port Management Information Container
The Port Management Information field shall be encoded as an Octet String. It shall encode an Ethernet port management message defined in clause 8 of 3GPP TS 24.519 [xx]. 
Editor's Note: A reference needs to be provided for the encoding of the information within the transparent container.

* * * End of Changes * * * *

