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	Reason for change:
	There are some inconsistencies that need to be clarified and some missing text that need to be added. Other minor corrections are also proposed.

	
	

	Summary of change:
	In §5.2.2.2.2, §5.2.2.2.3, §5.2.2.2.4, it has been clarified (in C4-192356) that if the requested S-NSSAIS are not allowed and there is no default value, the NSSF sends a 403 Forbidden response with Application Error "SNSSAI_NOT_SUPPORTED". However §5.2.2.2 indicates that if no slice instances can be found for the requested slice selection information, the NSSF sends back a 200 OK response with an empty JSON body. The expected NSSF behaviour is hence not clear. Therefore, it is proposed to replace in §5.2.2.2 the sending of 200 OK with empty body by the sending of a 403 Forbidden with Application Error "SNSSAI_NOT_SUPPORTED", for consistency reason between §5.2.2.2 and §6.2.7.3. 

§5.3.2.1: the Options service operation of Nnssf_NSSAIAvailability service is specified in §6 but is missing in §5. Therefore it is proposed to add the Options service operation to the list of service operations in §5.3.2.1 and to describe it in a new clause.

§6.2.3.5.3.1: it is proposed to update the reference to 6.x by the relevant clause 6.9 of TS 29.500 that is related to the communication options.

§6.2.6.2.9: "NssfEventSubscriptionCreatedData" in Table 6.2.6.2.9-1 deals with the response sent by NSSF to the subscription request it receives. Regarding the "expiry time" attribute, the NSSF will or will not include it in its response according to operator policy and according to the expiry time it receives in the request, if any. This specifies the NSSF behavior and not the AMF behavior. Therefore it is proposed to replace "AMF" by "NSSF".
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* * * First Change * * * *
[bookmark: _Toc20142280][bookmark: _Toc27592162][bookmark: _Toc27592167][bookmark: _Toc20142285][bookmark: _Toc27592168][bookmark: _Toc20142286][bookmark: _Toc19709012][bookmark: _Toc27745090][bookmark: _Toc29803243]5.2.2.2.2	Get service operation of Nnssf_NSSelection service
In this procedure, the NF Service Consumer (e.g. AMF) retrieves the Allowed NSSAI, Configured NSSAI, target AMF Set or the list of candidate AMF(s) and other optional information.





Figure 5.2.2.2.2-1: Retrieve the network slice information during the registration procedure
1	The AMF shall send a GET request to the NSSF. One or more of the following parameters shall be included as query parameters: Requested NSSAI, Subscribed S-NSSAI(s) with the indication if marked as default S-NSSAI, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.
2a	On success, "200 OK" shall be returned in the following cases:
- Wwhen the NSSF is able to find authorized network slice information for the requested network slice selection information, the response body shall include a payload body containing at least the Allowed NSSAI, target AMF Set or the list of candidate AMF(s).;
- 2b	If no slice instances can be found for the requested slice selection information, then the NSSF shall return a 403 Forbidden response with the "ProblemDetails" IE containing the Application Error "SNSSAI_NOT_SUPPORTED" (cf. Table 6.2.7.3-1)response body shall contain an empty "AuthorizedNetworkSliceInfo" JSON object.
On failure, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3.

[bookmark: _Toc20142281][bookmark: _Toc27592163]5.2.2.2.3	Get service operation of Nnssf_NSSelection service during the PDU session establishment
In this procedure, the NF Service Consumer (e.g. AMF) retrieves the NRF and the optionally the NSI ID of the network slice instance:





Figure 5.2.2.2.3-1: Retrieve the network slice information during the PDU session establishment procedure
1	The NF Service consumer (e.g. AMF or NSSF in the different PLMN) shall send a GET request to the NSSF. The request shall include query parameters, contain at least S-NSSAI, S-NSSAI from the HPLMN that maps to the S-NSSAI from the Allowed NSSAI of the Serving PLMN, the NF type of the NF service consumer and Requester ID. For the procedure invoked in the Serving PLMN, the query parameters shall also contain non-roaming/LBO roaming/HR roaming indication, PLMN ID of the SUPI and TAI. 
2a	On success, "200 OK" shall be returned in the following cases:
- Wwhen the NSSF is able to find network slice instance information for the requested network slice selection information, the response body shall include a payload body containing at least the NRF to be used to select NFs/services within the selected Network Slice instance.;
- 2b	If no slice instances can be found for the requested slice selection information, then the NSSF shall return a 403 Forbidden response with the "ProblemDetails" IE containing the Application Error "SNSSAI_NOT_SUPPORTED" (cf. Table 6.2.7.3-1)response body shall contain an empty "AuthorizedNetworkSliceInfo" JSON object.
On failure, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3.
[bookmark: _Toc20142282][bookmark: _Toc27592164]5.2.2.2.4	Get service operation of Nnssf_NSSelection service during UE configuration update procedure
In this procedure, the NF Service Consumer (e.g. AMF) retrieves network slice configuration information (e.g. the Allowed NSSAI and the Configured NSSAI) during the UE configuration update procedure.




Figure 5.2.2.2.4-1: Retrieve the network slice information during UE configuration update procedure
1	The NF Service consumer (e.g. AMF) shall send a GET request to the NSSF. The request shall include query parameters: Subscribed S-NSSAI(s) with the indication if the S-NSSAI is marked as default S-NSSAI, PLMN ID of the SUPI, TAI, NF type of the NF service consumer and the NF instance ID of the requester NF.
2a	On success, "200 OK" shall be returned in the following cases:
-	Wwhen the NSSF is able to find authorized network slice information for the requested network slice selection information, the response body shall include a payload body containing at least the Allowed NSSAI, Configured NSSAI;
-	2b	If no slice instances can be found for the requested slice selection information, then the NSSF shall return a 403 Forbidden response with the "ProblemDetails" IE containing the Application Error "SNSSAI_NOT_SUPPORTED" (cf. Table 6.2.7.3-1)response body shall contain an empty "AuthorizedNetworkSliceInfo" JSON object.
On failure, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3.

* * * Next Change * * * *
5.3.2	Service Operations
5.3.2.1	Introduction
For the Nnssf_NSSAIAvailability service the following service operations are defined:
-	Update;
-	Subscribe;
-	Unsubscribe;
-	Notify;
-	Delete.;
-	Options.

* * * Next Change * * * *
[bookmark: _Toc27592177][bookmark: _Toc20142295]5.3.2.6	Delete Service Operation
[bookmark: _Toc27592178][bookmark: _Toc20142296]5.3.2.6.1	General
The Delete Service operation shall be used by the NF service consumer (e.g. AMF) to delete the NSSAI availability information stored for the NF service consumer in the NSSF.


Figure 5.3.2.6.1-1: Delete the NSSAI Availability Information at NSSF
1.	The NF service consumer (e.g. AMF) shall send a DELETE request to remove the NSSAI availability information for the NF service consumer represented by the {nfId} (e.g. AMF ID).
2.	The NSSF shall delete the NSSAI Availability information for the individual AMF and shall return the 204 No Content status code.
5.3.2.x	Options Service Operation
5.3.2.x.1	General
The Options service operation is used by a NF Service Consumer (e.g. AMF) to discover the communication options supported by the NSSF for the ressource.



Figure 5.3.2.x.1-1: Procedure for the discovery of communication options supported by the NSSF
1.	The NF service consumer (e.g. AMF) shall send an OPTIONS request to discover the communication options supported by the NSSF for the ressource.
2.	If the request is accepted, the NSSF shall respond with the status code 200 OK and include an Accept-Encoding header (as described in IETF RFC 7694).
On failure, the NSSF shall return one of the HTTP status code listed in Table 6.2.3.5.3.1-3.

* * * Next Change * * * *
[bookmark: _Toc27592257][bookmark: _Toc20142375]6.2.3.5.3	Resource Standard Methods
[bookmark: _Toc27592258][bookmark: _Toc20142376]6.2.3.5.3.1	OPTIONS
This method queries the communication options supported by the NSSF (see clause 6.x 9 of 3GPP TS 29.500 [4]). This method shall support the URI query parameters specified in table 6.1.3.5.3.1-1.
Table 6.2.3.5.3.1-1: URI query parameters supported by the OPTIONS method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.5.3.1-2 and the response data structures and response codes specified in table 6.2.3.5.3.2-3.
Table 6.2.3.5.3.1-2: Data structures supported by the OPTIONS Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.2.3.5.3.1-3: Data structures supported by the OPTIONS Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	M
	1
	200 OK
	

	ProblemDetails
	M
	1
	405 Method Not Allowed
	

	ProblemDetails
	M
	1
	501 Not Implemented
	

	NOTE:	The mandatory HTTP error status codes for the OPTIONS method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).



* * * Next Change * * * *
[bookmark: _Toc20142396][bookmark: _Toc27592278]6.2.6.2.9	Type: NssfEventSubscriptionCreatedData
Table 6.2.6.2.9-1: Definition of type NssfEventSubscriptionCreatedData
	Attribute name
	Data type
	P
	Cardinality
	Description

	subscriptionId
	string
	M
	1
	Identifies the subscription Id for the created subscription.

	expiry
	DateTime
	C
	0..1
	This IE shall be included, if, based on operator policy and taking into account the expiry time included in the request, the AMF NSSF needs to include an expiry time. When present, it represents the time after which the subscribed event shall stop generating report and the subscription becomes invalid. Upon reaching this expiry time the NF service consumer shall delete the representation of the subscription it may have.

	authorizedNssaiAvailabilityData
	array(AuthorizedNssaiAvailabilityData)
	O
	1..N
	If the authorized NSSAI availability (i.e. S-NSSAIs available per TA (unrestricted) and any S-NSSAIs restricted per PLMN in that TA in the serving PLMN of the UE) is available, the NSSF may include this IE.



* * * End of Changes * * * *
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