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[bookmark: _Toc483392404][bookmark: _Toc483392407][bookmark: _Toc483406628][bookmark: _Toc384334034]*** 1st Change ***
[bookmark: _Toc11335428][bookmark: _Toc11335440]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: _Hlk4164757][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[3]	3GPP TS 23.203: "Policy and charging control architecture".
[4] 	3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".
[5]	3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[6]	IETF RFC 2818: "HTTP Over TLS".
[7]	IETF RFC 793: "Transmission Control Protocol".
[8]	Void.
[9]	3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity".
[10]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[11]	IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
[12]	IETF draft-newton-json-content-rules-09: "A Language for Rules Describing JSON Content".
NOTE:	This individual draft will not further progress in IETF. It is available from the following link: https://www.ietf.org/archive/id/draft-newton-json-content-rules-09.txt.
[13]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[14]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[15]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[16]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
[17]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[18]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".
[x]	3GPP TS 29.274: "Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
*** Next Change ***
4.4.2	PFD management notification
In the Push mode or Combination mode as defined in 3GPP TS 29.251 [9], if the PFDs are provisioned to at least one of the known PCEFs/TDFs (but not all) within the allowed delay (i.e. the provisioned PFDs can not be enforced successfully in some PCEF/TDFs known on the PFDF), the PFDF may notify the SCEF about the failed PFD provisioning with the HTTP POST message using the failure reason "PARTIAL_FAILURE" as defined in Table 5.4.37.1-1. In this case, the PFDF may include location area(s) of the PCEF/TDF(s) which can not enforce the provisioned PFD(s) within the field "user-plane-location-area" of the corresponding instance of the PFD report(s). If the PFDs are provisioned to none of the known PCEFs/TDFs within the allowed delay, the PFDF shall notify the SCEF about the failed PFD provisioning with the HTTP POST message using appropriate failure reason as defined in subclause 6.4.6.3 of 3GPP TS 29.251 [9].
When receiving the HTTP POST message, the SCEF shall respond with an HTTP response message.
*** Next Change ***
[bookmark: _Toc11335452]5.3.5.3	POST /nuapplication/notification
The notification of the PFD management shall be performed by the PFDF by using the POST method as follows:
-	The request URI formatted as defined in subclause 5.3.4 with the "path" part set to: /nuapplication/notification.
-	The Content-Type header field set to "application/json".
-	The body of the message encoded in JSON format as defined in Annex A. The body shall include the pfd-report.
Upon receipt of the HTTP POST request, the SCEF shall respond to the PFDF with HTTP 200 OK status code.
Below is an example of an HTTP POST and a corresponding response:
POST /nuapplication/notification HTTP/1.1
Host: scefserver.example.com
Content-Type: application/json
Content-Length: …
{
  "notification-pfd-reports": [
    {
      "application-ids": ["test-application-1", "test-application-2", "test-application-3"],
       "pfd-failure-code":"PARTIAL_FAILURERESOURCE_LIMITATION",
	"user-plane-location-area": {
"cell-ids" : ["46000045BD6007", "46000045BD6008"],
"tracking-area-ids" : ["46000063F8", "46000063F9"]
}
    }
  ]
}
Here is an example of a response:
HTTP/1.1 200 OK
Date: Mon, 7 May 2018 16:00:00 GMT
Server: scefserver.example.com
Content-Type: application/json
*** Next Change ***
[bookmark: _Toc11335469][bookmark: _Toc11335473]5.4.6.1	General
Table 5.4.6.1-1 describes the JSON fields defined for the report information objects which are included in the error-info field.
Table 5.4.6.1-1: JSON fields for Report from the PFDF
	Field Name
	Subclause defined
	JSON Value Type (NOTE 1)
	JCR Type (NOTE 2)
	Applicability
(NOTE 4)

	pfd-reports
	5.4.6.2
	array
	array
	

	application-ids
	5.4.6.3
	array
	array
	

	pfd-failure-code
	3GPP TS 29.251 [9] (NOTE 3)
	string
	string
	

	caching-time
	3GPP TS 29.251 [9]
	number
	uint64
	

	NOTE 1:	The basic JSON value types are defined in IETF RFC 7159 [11].
NOTE 2:	The JCR types are defined in IETF draft-newton-json-content-rules [12].
NOTE 3:	The additional failure reasons for Nu are "TOO_SHORT_ALLOWED_DELAY" and "PARTIAL_FAILURE".
NOTE 4:	Fields marked with a supported feature are applicable as described in subclause 5.3.6.



*** Next Change ***
5.4.7.1	General
Table 5.4.7.1-1 describes the JSON notification fields used within the body of the HTTP messages. The table includes the information about the name of the field and the type of the fields.
Table 5.4.7.1-1: Nu Notification JSON fields
	
	
	
	
	

	Field Name
	Clause defined
	JSON Value Type (NOTE 1)
	JCR Type 
(NOTE 2)
	Applicability
(NOTE 3)

	notification-pfd-reports
	3GPP TS 29.251 [9]5.4.7.x1
	array
	array
	PfdMgmtNotification

	application-ids
	5.4.6.3
	array
	array
	PfdMgmtNotification

	pfd-failure-code
	3GPP TS 29.251 [9] (NOTE x)
	string
	string
	PfdMgmtNotification

	user-plane-location-area
	5.4.7.x2
	object
	object
	PfdMgmtNotification

	cell-ids
	5.4.7.x3
	array
	array
	PfdMgmtNotification

	enodeb-ids
	5.4.7.x4
	array
	array
	PfdMgmtNotification

	extended-enodeb-ids
	5.4.7.x5
	array
	array
	PfdMgmtNotification

	routing-area-ids
	5.4.7.x6
	array
	array
	PfdMgmtNotification

	tracking-area-ids
	5.4.7.x7
	array
	array
	PfdMgmtNotification

	NOTE 1:	The basic JSON value types are defined in IETF RFC 7159 [11].
NOTE 2:	The JCR types are defined in IETF draft-newton-json-content-rules [12].
NOTE 3:	Fields marked with a supported feature are applicable as described in subclause 5.3.6.
NOTE x:	The additional failure reasons for Nu are "PARTIAL_FAILURE".



*** Next Change ***
5.4.7.x1	notification-pfd-reports
The notification-pfd-reports field is of type array and it contains a list of pfds reports.
The notification-pdf-reports field can be used in an HTTP POST to notify the failures in the installation/modification of PFDs. In this case, it shall be included in the body of the meessage.
Multiple pfd report instances shall be provided within the notification-pfd-reports field if different pfd-failure-code values are applicable within the same HTTP response.
user-plane-location-area field is included if the pfd-failure-code is set to the value "PARTIAL_FAILURE".
A report instance shall contain application-ids and pfd-failure-code fields.
The JCR format for the notification-pfd-reports is:
$notification-pfd-reports = "notification-pfd-reports" : [
  {     $application-ids,
         $pfd-failure-code,
         $user-plane-location-area ?
    } +
]
*** Next Change ***
5.4.7.x2	user-plane-location-area
The user-plane-location-areas field is of type object and it contains location areas of the user plane(s) which can not enforce the PFD(s) successfully.
The JCR format for the user-plane-location-area is:
$user-plane-location-area =  // : {
                                                    $cell-ids ?,
                                                    $enodeb-ids ?,
                                                    $extended-enodeb-ids ?,
                                                    $routing-area-ids ?,
                                                    $tracking-area-id ?
                                                    }
*** Next Change ***
[bookmark: _Toc4485453]5.4.7.x3	cell-ids
The cell-ids is of type string array and it contains a list of Cell Global Identities served by the user plane(s) which can not enforce the PFD(s) successfully. The content of the string has the same encoding as defined in subclause 8.21.1 of 3GPP TS 29.274 [x].
*** Next Change ***
5.4.7.x4	enodeb-ids
The enodeb-ids is of type string array and it contains a list of eNodeB identities served by the user plane(s) which can not enforce the PFD(s) successfully. The content of the string has the same encoding as defined in subclause 8.21.7 of 3GPP TS 29.274 [x].
*** Next Change ***
5.4.7.x5	extended-enodeb-ids
The enodeb-ids is of type string array and it contains a list of eNodeB identities served by the user plane(s) which can not enforce the PFD(s) successfully. The content of the string has the same encoding as defined in subclause 8.21.8 of 3GPP TS 29.274 [x].
*** Next Change ***
5.4.7.x6	routing-area-ids
The routing-area-ids is of type string array and it contains a list of Routing Area Identities served by the user plane(s) which can not enforce the PFD(s) successfully. The content of the string has the same encoding as defined in subclause 8.21.3 of 3GPP TS 29.274 [x].
*** Next Change ***
5.4.7.x7	tracking-area-ids
The tracking-area-ids is of type string array and it contains a list of Tracking Area Identities served by the user plane(s) which can not enforce the PFD(s) successfully. The content of the string has the same encoding as defined in subclause 8.21.4 of 3GPP TS 29.274 [x].
*** Next Change ***
[bookmark: _Toc11335480]A.3	PFD management notification schema
This subclause defines the JSON schema for the body of HTTP request providing the notification of PFD management. The schema is based on IETF draft-newton-json-content-rules [12] and is defined below:
# jcr-version 0.7
# ruleset-id 3gpp.nuapplication.notification
# import 3gpp.gwapplication.info as info

; A JCR for the notification body 
$notification-root = @{root} {
$info.notification-pfd-reports
  }
; Report fields definitions
; The list of pfd reports sent to the SCEF
$notification-pfd-reports = "notification-pfd-reports" : [
  {
       $application-ids,
       $pfd-failure-code,
       $user-plane-location-area ?
    } +
]

; The application identifiers for the PFDs
$application-ids = "application-ids" : [string+]

; The string format for the pfd failure code
$pfd-failure-code =: ( 
"MALFUNCTION" | 
"RESOURCES_LIMITATION" |
"PARTIAL_FAILURE" |
"OTHER_REASON" 
)

; The location area of user planes which can not enforce the PFDs successfully
$user-plane-location-area =  {
      $cell-ids ?,
      $enodeb-ids ?,
      $extended-enodeb-ids ?,
      $routing-area-ids ?,
      $tracking-area-ids ?
}

; The cell IDs served by the user planes which can not enforce the PFDs successfully
$cell-ids = "cell-ids" : [ string + ]

; The eNodeB IDs served by the user planes which can not enforce the PFDs successfully
$enodeb-ids = "enodeb-ids" : [ string + ]

; The extended eNodeB IDs served by the user planes which can not enforce the PFDs successfully
$extended-enodeb-ids = "extended-enodeb-ids" : [ string + ]

; The Routing Area IDs served by the user planes which can not enforce the PFDs successfully
$routing-area-ids = "routing-area-ids" : [ string + ]

; The Tracking Area IDs served by the user planes which can not enforce the PFDs successfully
$tracking-area-ids = "tracking-area-ids" : [ string + ]

*** End of Change ***

