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Proposed changes:
*** 1st Change ***
4.2.6.2.4
Redirect function
The PCF may provide the redirect instruction for one or several dynamic PCC rule to the SMF. The Provisioning shall be performed using the policy provisioning procedure as defined in subclause 4.2.6.1. 

The"traffContDecs" attribute within the SmPolicyDecision is used to provide traffic control decisions. The redirect instruction shall be encoded using a "redirectInfo" attribute within the corresponding TrafficControlData data structure. That attribute provides a RedirectInformation data structure with the following components:

-
The "redirectEnabled" attribute indicates whether redirect is enabled. It shall be included and set to true when the redirect instruction is initially provisioned and may be included in subsequent updates of the RedirectInformation to enable or disable the redirect instruction.

-
The redirect address may be provided using the "redirectAddressType" and "redirectServerAddress" attributes or may be preconfigured in the SMF/UPF. A redirect destination provided within the "redirectServerAddress" attribute for a dynamic PCC Rule shall override the redirect destination preconfigured in the SMF/UPF.

NOTE:
The SMF/UPF uses the preconfigured redirection address only if it can be applied to the application traffic being detected, e.g. the redirection destination address could be preconfigured on a per application identifier basis.

If redirect needs to be applied to a dynamic PCC rule, that PCC rule shall reference a traffic control decision with such redirect instructions. If a dynamic PCC rule includes flow informations for UE IPv4 address and IPv6 prefix address(es) related to the same application identifier and ADCmultiRedirection feature is supported, addRedirectInfo attribute including more than one RedirectInformation data may be provided simultaneously as the redirect instruction.
If "redirectInfo" attribute is provided for a dynamic PCC rule, the SMF shall instruct the UPF to perform the redirection as defined in 3GPP TS 29.244 [13].

To disable the redirect function for one or more already installed PCC Rule, the PCF shall:

-
update the PCC rule to modify the reference to a new Traffic Control Data decision which does not have the "redirectInfo"; or

-
update the Traffic Control Data decision which the PCC rule refers to with the "redirectEnabled" attribute set to false if the PCF disables the redirect function for all the PCC rules which refer to this Traffic Control Data decision.
*** Next Change ***
5.6.2.10
Type TrafficControlData

Table 5.6.2.10-1: Definition of type TrafficControlData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowStatus
	FlowStatus
	O
	0..1
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink] . The default value "ENABLED" shall apply, if the attribute is not present and has not been supplied previously.
	

	redirectInfo
	RedirectInformation
	O
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address
	ADC

	addRedirectInfo
	Array(RedirectInformation)
	O
	0..N
	Additional redirection information. Each element indicates whether the detected application traffic should be redirected to another controlled address
	ADCmultiRedirection

	muteNotif
	boolean
	O
	0..1
	Indicates whether applicat'on's start or stop notification is to be muted. The default value "FALSE" shall apply, if the attribute is not present and has not been supplied previously.
	ADC

	trafficSteeringPolIdDl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	TSC

	trafficSteeringPolIdUl
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	TSC

	routeToLocs
	array(RouteToLocation)
	O
	1..N
	A list of location which the traffic shall be routed to for the AF request
	TSC

	upPathChgEvent
	UpPathChgEvent
	O
	0..1
	Contains the information about the AF subscriptions of the UP path change.
	TSC

	steerFun
	SteeringFunctionality
	O
	0..1
	Indicates the applicable traffic steering functionality.
	ATSSS

	steerModeDl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for downlink traffic.
	ATSSS

	steerModeUl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for uplink traffic.
	ATSSS

	mulAccCtrl
	MulticastAccessControl
	O
	0..1
	Indicates whether the service data flow, corresponding to the service data flow template, is allowed or not allowed. The default value "NOT_ALLOWED" applies, if the attribute is not present and has not been supplied previously.
	WWC


*** Next Change ***
5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features

	Feature number
	Feature Name
	Description

	1
	TSC
	This feature indicates support for traffic steering control in the (S)Gi-LAN or routing of the user traffic to a local Data Network identified by the DNAI per AF request. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.20.

	2
	ResShare
	This feature indicates the support of service data flows that share resources. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.8.

	3
	3GPP-PS-Data-Off
	This feature indicates the support of 3GPP PS Data off status change reporting.

	4
	ADC
	This feature indicates the support of application detection and control. 

	5

	UMC
	Indicates that the usage monitoring control is supported.

	6
	NetLoc
	This feature indicates the support of the Access Network Information Reporting for 5GS.

	7
	RAN-NAS-Cause
	This feature indicates the support for the detailed release cause code information from the access network.

	8
	ProvAFsignalFlow
	This feature indicates support for the feature of IMS Restoration as described in subclause 4.2.3.17. If SMF supports this feature the PCF may provision AF signalling IP flow information.

	9
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the SMF to indicate if it supports P-CSCF Restoration Enhancement.

	10
	PRA
	This feature indicates the support of presence reporting area change reporting.

	11
	RuleVersioning
	This feature indicates the support of PCC rule versioning as defined in subclause 4.2.6.7.

	12
	SponsoredConnectivity
	This feature indicates support for sponsored data connectivity feature. If the SMF supports this feature, the PCF may authorize sponsored data connectivity to the subscriber.

	13
	RAN-Support-Info
	This feature indicates the support of maximum packet loss rate value(s) for uplink and/or downlink voice service data flow(s).

	14
	PolicyUpdateWhenUESuspends
	This feature indicates the support of report when the UE is suspended and then resumed from suspend state. Only applicable to the interworking scenario as defined in Annex B.

	15
	AccessTypeCondition
	This feature indicates the support of access type conditioned authorized session AMBR as defined in subclause 4.2.6.3.2.4.

	16
	MultiIpv6AddrPrefix
	This feature indicates the support of multiple Ipv6 address prefixes reporting.

	17
	SessionRuleErrorHandling
	This feature indicates the support of session rule error handling.

	18
	DN-Authorization
	This feature indicates the support of DN-AAA authorization data for policy control.

	19
	ATSSS
	This feature indicates the support of the access traffic switching, steering and splitting functionality as defined in subclause 4.2.6.2.17.

	20
	PendingTransaction
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.513 [7].

	21
	AFRelocationAck
	This feature indicates support of AF application relocation acknowledgement requirement. The TSC feature shall be supported in order to support this feature.

	22
	AddrPreservation
	Indicates support of UE address(es) preservation requirement. The TSC feature shall be supported in order to support this feature.

	23
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	24
	WWC
	Indicates support of wireless and wireline convergence access as defined in annex C.

	25
	QosMonitoring
	Indicates support of QoS monitoring as defined in clause 4.2.6.2.18.

	xx
	ADCmultiRedirection
	This feature indicates support for multiple redirection information in application detection and control. It requires the support of ADC feature.


Editor’s Note:
It’s FFS that whether the AddrPreservation can be merged with other Rel-16 feature.
*** Next Change ***
A.2
Npcf_SMPolicyControl API

(… text not shown for clarity …)
    TrafficControlData:

      type: object

      properties:

        tcId:

          type: string

          description: Univocally identifies the traffic control policy data within a PDU session.

        flowStatus:

          $ref: 'TS29514_Npcf_PolicyAuthorization.yaml#/components/schemas/FlowStatus'
        redirectInfo:

          $ref: '#/components/schemas/RedirectInformation'
        addRedirectInfo:

          type: array

          items:

            $ref: '#/components/schemas/RedirectInformation'

        muteNotif:

          type: boolean

          description: Indicates whether applicat'on's start or stop notification is to be muted.

        trafficSteeringPolIdDl:

          type: string

          description: Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.

          nullable: true
        trafficSteeringPolIdUl:

          type: string

          description: Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.

          nullable: true
        routeToLocs:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'

          minItems: 1

          description: A list of location which the traffic shall be routed to for the AF request
        upPathChgEvent:

          $ref: '#/components/schemas/UpPathChgEvent'

        steerFun:

          $ref: '#/components/schemas/SteeringFunctionality'

        steerModeDl:

          $ref: '#/components/schemas/SteeringMode'

        steerModeUl:

          $ref: '#/components/schemas/SteeringMode'

        mulAccCtrl:

          $ref: '#/components/schemas/MulticastAccessControl'

      required:

        - tcId

      nullable: true
(… text not shown for clarity …)
*** End of Changes ***

