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	Reason for change:
	In 5.3.7 the UE selects the PS domain for the emergency session attempt due to the following cell of row C of table H.1 in TS 23.167 (ESFB=”Y”):

PS if ESFB is "Y" (NOTE 5).

[..].

Subsequently, the UE is performing TAU due to ESFB=”Y”. Then, in subclause 5.5.3.3.4.3 the UE selects GERAN or UTRAN first and refers back to subclause 5.3.7 next:

[bookmark: _Toc20217994]5.5.3.3.4.3	Combined tracking area updating successful for EPS services only
[..].
[bookmark: _Hlk17879408]If, due to emergency services fallback (see 3GPP TS 23.502 [59], subclause 4.13.4), there is: 
-	[..] 
then the UE shall [..], attempt to select GERAN or UTRAN radio access technology, select a setup message as defined in subclause 5.3.7, [..].

However, the referred to requirement in subclause 5.3.7 is conditioned on having selected the CS domain:

If the domain selected for the emergency session attempt is the CS domain, [..]:
-	[..]:

It is proposed to modify the above condition and also apply the requirement to the case where the GERAN or UTRAN has been selected prior to attemting EMC over PS.


	
	

	Summary of change:
	Unclear what the reference to “subclause 5.3.7” in subclause 5.5.3.3.4.3 refers to as the UE has selected PS domain even though, subsequently, emergency bearer is indicated as not supported by EPC (due to ESFB=”Y”, see 23.167).
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*** First change ***
[bookmark: _Toc20217877]5.3.7	Handling of the Local Emergency Numbers List and the Extended Local Emergency Numbers List
The Local Emergency Numbers List and the Extended Local Emergency Numbers list contain additional local emergency numbers used by the serving network. These lists can be downloaded by the network to the UE at successful registration and subsequent registration updates. There is only one Local Emergency Numbers List and only one Extended Local Emergency Numbers list in the UE. The Local Emergency Numbers List can be updated with EMM procedures if the UE is in S1 mode, with GMM and MM procedures if the UE is in A/Gb or Iu mode, and with 5GMM procedures, as specified in 3GPP TS 24.501 [54], if UE is in N1 mode. The Extended Local Emergency Numbers List can be updated with EMM procedures if the UE is in S1 mode and with 5GMM procedures, as specified in 3GPP TS 24.501 [54], if UE is in N1 mode.
The UE shall use the stored Local Emergency Numbers List and the stored Extended Local Emergency Numbers List received from the network in addition to the emergency numbers stored on the USIM or user equipment to detect that the number dialled is an emergency number.
If the UE determines that the number dialled is an emergency number, the procedures specified in 3GPP TS 23.167 [45] and 3GPP TS 24.229 [13D] are utilised to select a domain for the emergency session attempt.
If the domain selected for the emergency session attempt is the PS domain, then the UE shall perform the session establishment procedures specified in 3GPP TS 24.229 [13D] to initiate an emergency session.
If the domain selected for the emergency session attempt is the CS domain (e.g. the UE has selected GERAN or UTRAN radio access technology), then the UE shall use the stored Local Emergency Numbers List, in addition to the emergency numbers stored on the USIM and the ME, to determine if:
-	the UE is to send an EXTENDED SERVICE REQUEST message:
1)	for CS fallback, indicating "mobile originating CS fallback or 1xCS fallback"; or
2)	for CS fallback for emergency call, indicating "mobile originating CS fallback emergency call or 1xCS fallback emergency call"; and
-	the call control entity of the UE specified in 3GPP TS 24.008 [13] is to send an EMERGENCY SETUP message or a SETUP message to the network.
NOTE 1:	The checking of whether the dialled number is an emergency number and the determination of whether an emergency call is to be initiated in the CS domain, can end once a match is found. The Extended Local Emergency Numbers List does not apply when the CS domain is selected.
NOTE 2:	The user equipment can use the emergency numbers in each of the stored lists to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.
NOTE 3:	A UE that supports procedures specified in 3GPP TS 24.302 [48], can get additional local emergency numbers through those procedures, which can be used based on operator policy, see 3GPP TS 24.302 [48].
[bookmark: _Hlk519012764]The network may send a Local Emergency Numbers List or an Extended Local Emergency Numbers List or both, in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT messages, by including the Emergency number list IE and the Extended emergency number list IE, respectively. The user equipment shall store the Local Emergency Numbers List and the Extended Local Emergency Numbers List, as provided by the network. The Local Emergency Numbers List stored in the user equipment shall be replaced on each receipt of the Emergency number list IE. The Extended Local Emergency Numbers List stored in the user equipment shall be replaced on each receipt of the Extended emergency number list IE. The received Local Emergency Numbers List or the received Extended Local Emergency Numbers list or both shall be provided to the upper layers.
The emergency number(s) received in the Emergency number list IE are valid only in networks in the same country as the PLMN from which this IE is received. If no Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, then the stored Local Emergency Numbers List in the user equipment shall be kept, except if the user equipment has successfully registered to a PLMN in a country different from that of the PLMN that sent the list.
[bookmark: _Hlk525884534][bookmark: _Hlk525732816]The emergency number(s) received in the Extended emergency number list IE are valid only in:
-	networks in the same country as the PLMN from which this IE is received, if the Extended Emergency Number List Validity (EENLV) field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid in the country of the PLMN from which this IE is received"; and
-	 the PLMN from which this IE is received, if the EENLV field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid only in the PLMN from which this IE is received".
[bookmark: _Hlk526330940]If no Extended Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, and the registered PLMN has not changed, then the stored Extended Local Emergency Numbers List in the user equipment shall be kept. If no Extended Local Emergency Numbers List is contained in the ATTACH ACCEPT or in the TRACKING AREA UPDATE ACCEPT message, but the registered PLMN has changed, then:
-	if the last received indication in the EENLV field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid only in the PLMN from which this IE is received", the stored Extended Local Emergency Numbers List in the user equipment shall be deleted; and
[bookmark: _Hlk526330845]-	if the last received indication in the EENLV field within the Extended emergency number list IE indicates "Extended Local Emergency Numbers List is valid in the country of the PLMN from which this IE is received" the list shall be kept except if the user equipment has successfully registered to a PLMN in a country different from that of the PLMN that sent the list.
[bookmark: _Hlk527442380]NOTE:	To prevent the misrouting of emergency calls, all operators within a country need to follow the regulation or agree on the setting of the Extended emergency number list IE in accordance to national agreement – either to indicate validity within a country or to indicate validity only within the PLMN.
The Local Emergency Numbers List and the Extended Local Emergency Numbers List shall be deleted at switch off and removal of the USIM. The user equipment shall be able to store up to ten entries in the Local Emergency Numbers List and up to twenty entries in the Extended Local Emergency Numbers List, received from the network.
[bookmark: _GoBack]*** No more changes ***

