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The AMF Set FQDN, as defined in Rel-15, would not enable a 5G-AN to discover AMFs of AMF sets from different SNPNs or PLMNs using the same PLMN ID.
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This new sub-domain can be used by NG RAN to discover available AMFs from SNPNs. More generally, it can be used to construct FQDNs when an NF is not pre-configured with a SNPN specific domain name.

2) the format of FQDNs (e.g. NRF, NSSF, AMF Set, SMF Set) for SNPNs is defined, where some labels are standardized (e.g. to convey AMF region or AMF/SET set id) and where the home domain name takes the form of the new sub-domain if an NF is not pre-configured with an SNPN specific domain name.
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* * * First Change * * * *
[bookmark: _Toc19695544][bookmark: _Toc19695555][bookmark: _Toc19695563][bookmark: _Toc19695565][bookmark: _Toc19695603][bookmark: _Toc20130940][bookmark: _Toc19777452][bookmark: _Toc19777483]28.2	Home Network Domain
The Home Network Domain for 5GC shall be in the format specified in IETF RFC 1035 [19] and IETF RFC 1123 [20] and shall be structured as:
	"5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org",
where "<MNC>" and "<MCC>" fields correspond to the MNC and MCC of the operator's PLMN. Both the "<MNC>" and "<MCC>" fields are 3 digits long. If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the NF service endpoint format for inter PLMN routing.
As an example, the Home Network Domain for MCC 345 and MNC 12 is coded as:
	"5gc.mnc012.mcc345.3gppnetwork.org".
The Home Network Domain for a Stand-alone Non-Public Network (SNPN) shall be in the format specified in IETF RFC 1035 [19] and IETF RFC 1123 [20] and, if not pre-configured in the NF, shall be structured as:
	"5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org",
where	<MNC> and <MCC> shall be encoded as specified above, and the	NID shall be encoded as hexadecimal digits as specified in clause 12.7.
As an example, the Home Network Domain for MCC 345, MNC 12 and NID 0000343261ad5 (hexadecimal) is coded as:
	"5gc.nid0000343261ad5.mnc012.mcc345.3gppnetwork.org".
NOTE: 	For interworking with an SNPN (e.g. discovery of AMFs from an SNPN by a shared NG RAN), the above sub-domain can be used when the MCC, MNC and NID uniquely identifies the SNPN. For signalling within an SNPN, the above sub-domain can be used regardless of whether the MCC, MNC and NID uniquely identifies the SNPN or not.

* * * For Information * * * *
28.3.2.3	PLMN level and Home NF Repository Function (NRF) FQDN
[bookmark: _Toc19695556]28.3.2.3.1	General
When an NF is instantiated, it may register with a PLMN level NF Repository Function (NRF). It may then discover other NF instance(s) in the 5GC by querying the PLMN level NRF. The IP address of the PLMN level NRF can be provisioned into the NF, or the NF can be pre-configured with the FQDN of the PLMN level NRF. If the PLMN level NRF addresses and FDQN are not provisioned into the NF, the NF self-constructs the PLMN level NRF FQDN as per the format specified in clause 28.3.2.3.2.
For NF discovery across PLMNs, the NRF (e.g vNRF) shall self-construct the PLMN level NRF FQDN of the target PLMN (e.g hNRF) as per the format specified in clause 28.3.2.3.2, and the hNRF URI as per the format specified in subsclause 28.3.2.3.3, if the NRF has not obtained the NRF FQDN of the target PLMN.

* * * Next Change * * * *
[bookmark: _Toc19695557]28.3.2.3.2	Format of NRF FQDN
The NRF FQDN for an NRF in an operator's PLMN shall be constructed by prefixing the Home Network Domain Name (see clause 28.2) of the PLMN in which the NRF is located with the label "nrf." as described below:
-	nrf.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org
The NRF FQDN for an NRF in an operator's SNPN, if not pre-configured in the NF, shall be constructed by prefixing the Home Network Domain Name (see clause 28.2) of the SNPN in which the NRF is located with the label "nrf." as described below:
-	nrf.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org
[bookmark: _Toc19695559]
* * * Next Change * * * *
[bookmark: _Toc19695561]28.3.2.4.2	Format of NSSF FQDN
The NSSF FQDN for an NSSF in an operator's PLMN shall be constructed by prefixing its Home Network Domain Name (see clause 28.2) with the label "nssf." as described below:
-	nssf.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org
The NSSF FQDN for an NSSF in an operator's SNPN, if not pre-configured in the NF, shall be constructed by prefixing the Home Network Domain Name (see clause 28.2) of the SNPN in which the NSSF is located with the label "nssf." as described below:
-	nssf.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org

* * * Next Change * * * *
28.3.2.5	AMF Name
The AMF Name FQDN shall uniquely identify an AMF.
The AMF Name FQDN for an AMF within an operator's PLMN shall be constructed as follows:
"<AMF-id>.amf.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org"
where	
-	the <MNC> and <MCC> shall identify the PLMN where the AMF is located and shall be encoded as
-	<MNC> = 3 digits
-	<MCC> = 3 digits
	If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the AMF Name FQDN.
-	the <AMF-id> shall contain at least one label.
As example,
-	If <AMF-id> is amf1.cluster1.net2, the AMF Name FQDN for MCC 345 and MNC 12 ais:
"amf1.cluster1.net2.amf.5gc.mnc012.mcc345.3gppnetwork.org"
The AMF Name FQDN for an AMF within an operator's SNPN, if not pre-configured in the NF, shall be constructed as follows:
"<AMF-id>.amf.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org"
where
-	<MNC> and <MCC> shall be encoded as specified above; 
-	NID shall be encoded as hexadecimal digits as specified in clause 12.7.
As example,
-	If <AMF-id> is amf1.cluster1.net2, the AMF Name FQDN for MCC 345, MNC 12 and NID 0000343261ad5 (hexadecimal) is:
"amf1.cluster1.net2.amf.5gc.nid0000343261ad5.mnc012.mcc345.3gppnetwork.org"

* * * Next Change * * * *
28.3.2.7	AMF Set FQDN
An AMF Set within an operator's network PLMN is identified by its AMF Set ID, AMF Region ID, MNC and MCC.
A subdomain name shall be derived from the MNC and MCC by adding the label "amfset" to the beginning of the Home Network Realm/Domain (see clause 28.2).
The AMF Set FQDN shall be constructed as follows:
set<AMF Set Id>.region<AMF Region Id>.amfset.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org
where
-	<MNC> = 3 digits
-	<MCC> = 3 digits
	If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the AMF Set FQDN.
-	<AMF Set Id> and <AMF Region Id> are the hexadecimal strings of the AMF Set ID and AMF Region ID. If there are less than 2 significant digits in <AMF Region Id>, "0" digit(s) shall be inserted at the left side to fill the 2 digits coding. If there are less than 3 significant digits in <AMF Set Id>, "0" digit(s) shall be inserted at the left side to fill the 3 digits coding.
As an example, the AMF Set FQDN for the AMF Set 1, AMF Region 48 (hexadecimal), MCC 345 and MNC 12 is coded as:
"set001.region48.amfset.5gc.mnc012.mcc345.3gppnetwork.org"
An AMF Set within an operator's Stand-alone Non-Public Network (SNPN) shall be identified by its AMF Set ID, AMF Region ID and by either its Network Identifier (NID), MNC and MCC or an SNPN domain name pre-configured in the NF. 
The AMF Set FQDN shall be constructed as follows:
set<AMF Set Id>.region<AMF Region Id>.amfset.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org
or
set<AMF Set Id>.region<AMF Region Id>.amfset.<SNPN domain name>
where
-	<MNC> and <MCC> shall be encoded as specified above; 
-	NID shall be encoded as hexadecimal digits as specified in clause 12.7; 
-	<SNPN domain name> is a domain name chosen by the SNPN operator.
As an example, the AMF Set FQDN for the AMF Set 1, AMF Region 48 (hexadecimal), NID 0000343261ad5 (hexadecimal), MCC 345 and MNC 12 is coded as:
"set001.region48.amfset.5gc.nid0000343261ad5. mnc012.mcc345.3gppnetwork.org"

* * * Next Change * * * *
[bookmark: _Toc19695567]28.3.2.9	SMF Set FQDN
An SMF Set within an operator's network is identified by its NF Set ID as defined in clause 28.12, with NFType set to "SMF".
For an SMF Set within an operator's PLMN, A a subdomain name shall be derived from the MNC and MCC by adding the label "smfset" to the beginning of the Home Network Realm/Domain (see clause 28.2).
The SMF Set FQDN shall be constructed as follows:
set<Set Id>.smfset.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org
where
-	<MNC> = 3 digits
-	<MCC> = 3 digits
	If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the AMF Set FQDN.
-	<Set Id> is the string representing the Set ID part within the NF Set ID defined in clause 28.12. 
EXAMPLE:	"set12. smfset.5gc.mnc012.mcc345.3gppnetwork.org" (for an SMF set from MCC 345, MNC 12 and SetID "12")
For an SMF Set within an operator's Stand-alone Non-Public Network (SNPN), the SMF Set FQDN shall be constructed from its Network Identifier (NID), MNC and MCC or an SNPN domain name pre-configured in the NF, as follows:
set<Set Id>.smfset.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org
or
set<Set Id>.smfset.<SNPN domain name>
where
-	<MNC> and <MCC> shall be encoded as specified above; 
-	NID shall be encoded as hexadecimal digits as specified in clause 12.7;
-	<SNPN domain name> is a domain name chosen by the SNPN operator.
EXAMPLE:	"set12. smfset.5gc.nid0000343261ad5.mnc012.mcc345.3gppnetwork.org" (for an SMF set from MCC 345, MNC 12, NID 0000343261ad5 (hexadecimal) and SetID "12")

* * * Next Change * * * *
Annex E (normative):
Procedure for sub‑domain allocation
When a 3GPP member company identifies the need for a new sub‑domain name of ".3gppnetwork.org", that 3GPP member company shall propose a CR to this specification at the earliest available meeting of the responsible working group for this TS. The CR shall propose a new sub‑domain name. The new sub‑domain proposed shall be formatted in one of the formats as described in the following table.

	Sub‑domain Format
	Intended Usage

	<service_id>.mnc<MNC>.mcc<MCC>.3gppnetwork.org
(see notes 1 and 2)
	Domain name that is to be resolvable by network nodes only. This format inherently adds protection to the identified node, in that attempted DNS resolutions instigated directly from end user equipment will fail indefinitely.

	<service_id>.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org
(see notes 1 and 2)
	Domain name that is to be resolvable by UEs and/or network nodes. This format inherently adds global resolution capability, but at the expense of confidentiality of network topology.

	<service_id>.mnc<MNC>.mcc<MCC>.ipxuni.3gppnetwork.org
(see notes 1 and 2)
	Domain name for UNI interface that is to be resolvable by UEs that are connected to an inter-PLMN IP network that has no connectivity to the Internet.
This format inherently adds resolution capability for UEs in closed IP networks e.g. IPX.

	<service_id>.mcc<MCC>.visited-country.pub.3gppnetwork.org
(see notes 1 and 2)
	Domain name in the visited country that is to be resolvable by UEs and/or network nodes, which is not specific to an individual operator. 

	<service_id>.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org
(see notes 1 and 3)
	Domain name of a Stand-alone non-public network that is to be resolvable by network nodes only. This format inherently adds protection to the identified node, in that attempted DNS resolutions instigated directly from end user equipment will fail indefinitely.


Table E.1: Sub‑domain formats for the "3gppnetwork.org" domain and their respective intended usage
NOTE 1:	"<service_ID>" is a chosen label, conformant to DNS naming conventions (usually IETF RFC 1035 [19] and IETF RFC 1123 [20]) that clearly and succinctly describe the service and/or operation that is intended to use this sub‑domain.
NOTE 2:	"<MNC>" and "<MCC>" are the MNC (padded to the left with a zero, if only a 2‑digit MNC) and MCC of a PLMN.
NOTE 3:	"NID", "<MNC>" and "<MCC>" are the NID (hexadecimal digits as specified in clause 12.7), MNC (padded to the left with a zero, if only a 2‑digit MNC) and MCC identifying a Stand-alone Non-Public Network (SNPN).
Editor's Note: the definition of the new sub-domain "<service_id>.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org " is pending approval from GSMA.

Care should be taken when choosing which format a domain name should use. Once a format has been chosen, the responsible working group shall then check the CR and either endorse it or reject it. If the CR is endorsed, then the responsible working group shall send an LS to the GSMA NG with TSG-CT in copy. The LS shall describe the following key points:
-	the context
-	the service
-	intended use
-	involved actors
-	proposed new sub‑domain name
GSMA NG will then verify the consistence of the proposal and its usage within the domain's structure and interworking rules (e.g. access to the GRX/IPX Root DNS servers). GSMA NG will then endorse or reject the proposal and inform the responsible working group (in 3GPP) and also TSG CT. It is possible that GSMA NG will also specify, changes to the newly proposed sub‑domain name (e.g. due to requested sub‑domain name already allocated).
NOTE 34:	There is no need to request GSMA NG for new labels to the left of an already GSMA NG approved "<service_ID>". It is the responsibility of the responsible working group to ensure uniqueness of such new labels.
It should be noted that services already defined to use the ".gprs" domain name will continue to do so and shall not use the new domain name of ".3gppnetwork.org"; this is to avoid destabilising services that are already live.

* * * End of Change * * * *

