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General

The UE policy consists of UE Access Network discovery and selection policies and UE Route Selection Policy (URSP). The encoding of UE policies is defined in 3GPP TS 24.526 [16].

The UE Policy is transferred to the UE using the UE policy delivery protocol defined in Annex D of 3GPP TS 24.501 [15]. The (V-)(H-)PCF will receive "MANAGE UE POLICY COMPLETE" messages, "MANAGE UE POLICY COMMAND REJECT" messages and "UE STATE INDICATION" message and shall send UE policy using the "MANAGE UE POLICY COMMAND" messages. Those messages are transparently forwarded by the AMF.

The "UE STATE INDICATION" message is transferred transparently during the creation of a policy association, as described in subclause 4.2.2.1.

The (V-)PCF shall use the Namf_Communication_N1N2MessageTransfer service operation defined in subclause 5.2.2.3.1 of 3GPP TS 29.518 [14] to send MANAGE UE POLICY COMMAND" messages to the UE and use the Namf_Communication_N1MessageNotify service operation defined in subclause 5.2.2.3.5 of 3GPP TS 29.518 [14] to receive "MANAGE UE POLICY COMPLETE" and "MANAGE UE POLICY COMMAND REJECT" messages from the UE. The (V-)PCF shall only send "MANAGE UE POLICY COMMAND" messages below a predefined size limit.

The H-PCF shall use service operations as defined in the present specification to receive "MANAGE UE POLICY COMPLETE" and "MANAGE UE POLICY COMMAND REJECT" messages from the V-PCF and to send MANAGE UE POLICY COMMAND" messages to the V-PCF. The H-PCF shall encode the "MANAGE UE POLICY COMMAND" message in an "uePolicy" attribute. The H-PCF shall only send "MANAGE UE POLICY COMMAND" messages below a predefined size limit.

The (V-)(H-)PCF may deliver the UE policy to the UE in several "MANAGE UE POLICY COMMAND" messages.

For the purpose of such fragmented delivery and subsequent partial updates of UE policies, the UE policy is divided into policy sections. Such policy sections may be predefined in the (V-)(H-)PCF, may be retrieved by the (V-)(H-)PCF from the UDR as specified in 3GPP TS 29.519 [17], or may be dynamically generated by the (V-)(H-)PCF, but shall comply to the rules below. The (V-)(H-)PCF may combine several policy sections into one "MANAGE UE POLICY COMMAND" message if the predefined size limit is observed.

The following rules apply for policy sections:

-
The size shall be below the predefined size limit.

-
The policy section shall only contain complete URSP rule(s), WLANSP rule(s), and/or complete N3AN node configuration information, but no fractions of such rules or configuration information.

-
To ease a subsequent partial update of UE policies, policy sections should only contain a small number of URSP rule(s), and/or WLANSP rule(s).

-
The entire content of a policy section shall be provided by a single PLMN.

A PCF shall only determine policy sections of its own PLMN. However, a V-PCF may forward UE policy sections received from the H-PCF to the UE.

Each UE policy section is identified by a UE policy section identifier (UPSI). The UPSI is composed of two parts:

a)
a PLMN ID part containing the PLMN ID for the PLMN of the PCF which provides the UE policies; and

b)
a UE policy section code (UPSC) containing a unique value within the PLMN selected by the PCF.

The (V-)(H-)PCF provides an UPSI when providing a new UE policy section and may then identify that policy section using that UPSI when requesting that this UE policy section is modified or deleted, as specified in Annex D of 3GPP TS 24.501 [15].

The (H-)PCF may store in the UDR and/or retrieve from the UDR, as specified in 3GPP TS 29.519 [17]:

a)
UPSCs and related policy sections of the own PLMN it provided to a UE;

b)
the PEI received from the AMF;

c)
the OSId(s) received from the UE as described in the Annex D of 3GPP TS 24.501 [15]; and

d)
the indication of UE's support for ANDSP included in the "UE STATE INDICATION" message as described in the Annex D of 3GPP TS 24.501 [15].

The (H-)PCF will use the SUPI of the UE as data key and store separate information for each UE in the UDR.

The V-PCF may retrieve UPSCs and related policy sections applicable for all UEs from a HPLMN from the UDR, using the HPLMN ID as key as specified in 3GPP TS 29.519 [17].

When receiving the "UE STATE INDICATION" message, the (V-)(H-)PCF shall determine based on the UPSIs, the ANDSP support indication and the OSId(s) indicated in that message, UPSC stored in the UDR and local policy whether any new UE policy sections need to be installed and any existing UE policy section need to be updated or deleted. 

If the "EnhanceBackgroundDataTransfer" feature is supported, the (H-)PCF may retrieve the Background Data Transfer Reference ID(s) by retrieving the UE's Application Data from the UDR as defined in subclause 6.2.x1 of 3GPP TS 29.519 [17]. In this case, the PCF shall retrieve the transfer policy corresponding to the Background Data Transfer Reference ID(s) as defined in subclause 5.2.8 of 3GPP TS 29.519 [17] and then may make the URSP rules including the Route Selection Validation Criteria for the UE as defined in subclause 6.2.2.1 of 3GPP TS 23.503 [40]. If the (H-)PCF provisions the URSP rules including the Route Selection Validation Criteria for the UE, it shall use the associated S-NSSAI and DNN to store in the UDR the Background Data Transfer Reference ID(s) in the UE's session management policy data as specified in 3GPP TS 29.519 [17].
Editor’s note:

The case that the (H-)PCF retrieve the Background Data Transfer Reference ID by subscribing to notifications of changes to the UEs' application data in the UDR is FFS.

A V-PCF should also send an "UE STATE INDICATION" message with the UPSIs of the HPLMN and the ANDSP support indication received in the original "UE STATE INDICATION" message to the H-PCF and will then receive possible new or modified policy sections determined by the H-PCFin a "MANAGE UE POLICY COMMAND". If the (V-)(H-)PCF determines that changes are required and/or the V-PCF receives possible new or modified policy sections determined by the H-PCF in the roaming case, it shall send the determined new, updated or deleted policy sections using one or several "MANAGE UE POLICY COMMAND" messages towards the NF service consumer. In the roaming case, the V-PCF may either combine policy sections received from the H-PCF and policy sections the V-PCF selected in the same "MANAGE UE POLICY COMMAND" (as long as the predefined size limit is observed), or use separate "MANAGE UE POLICY COMMAND" messages; however, the V-PCF shall not distribute the policy sections received in one "MANAGE UE POLICY COMMAND" from the H-PCF into several "MANAGE UE POLICY COMMAND" messages as long as the predefined size limit is observed for the policy sections received from the H-PCF. The V-PCF shall allocate a new PTI for the "MANAGE UE POLICY COMMAND" sent by the V-PCF and store the mapping between the new PTI and the PTI within the "MANAGE UE POLICY COMMAND" received from the H-PCF.

After sending a "MANAGE UE POLICY COMMAND" messages, the (V-)(H-)PCF shall wait for a related confirmation in a "MANAGE UE POLICY COMPLETE" messages or failure indication in a "MANAGE UE POLICY COMMAND REJECT" message. When receiving no such message until the expiry of a supervision timer specified in Annex D of 3GPP TS 24.501 [15], or when receiving a failure indication, the PCF should re-send related instructions for the policy sections. In the roaming case, the H-PCF and the V-PCF shall each be responsible for resending those policy sections that it originally supplied. In the case that the V-PCF combined policy sections received from the H-PCF and policy sections the V-PCF selected in the same "MANAGE UE POLICY COMMAND" described below, the V-PCF shall wait for the H-PCF to resend the policy sections of HPLMN, and then resend the combined policy sections. The (V-)(H-)PCF shall always include the initially supplied policy sections when resending the UE policy.

The (V-)(H-)PCF shall determine that a received "MANAGE UE POLICY COMPLETE" message or "MANAGE UE POLICY COMMAND REJECT" message is related to the result of a "MANAGE UE POLICY COMMAND" based on the PTI within that message. In the roaming case, the V-PCF shall determine that the received message is related to the result of the UE policy provided by the H-PCF if the PTI within the message belongs to one of the stored PTI mapping.

If the V-PCF combined policy sections received from the H-PCF and policy sections the V-PCF selected in the same "MANAGE UE POLICY COMMAND", upon reception of a "MANAGE UE POLICY COMPLETE" message or "MANAGE UE POLICY COMMAND REJECT" message the V-PCF shall:

-
forward the corresponding "MANAGE UE POLICY COMPLETE" message to the H-PCF;

-
if a "MANAGE UE POLICY COMMAND REJECT" message with UPSI(s) of the HPLMN is received, forward the parts of the "MANAGE UE POLICY COMMAND REJECT" message that relate to the UPSI(s) of the HPLMN to the H-PCF;

-
if a "MANAGE UE POLICY COMMAND REJECT" message without UPSI(s) of the HPLMN is received, send a "MANAGE UE POLICY COMPLETE" message to the H-PCF; and

-
provide the stored PTI received from the HPLMN in the corresponding "MANAGE UE POLICY COMMAND" within the "MANAGE UE POLICY COMPLETE" message or "MANAGE UE POLICY COMMAND REJECT" message towards the H-PCF.

If the V-PCF sent a separate "MANAGE UE POLICY COMMAND" containing only the policy sections received from the H-PCF, the V-PCF shall forward the corresponding "MANAGE UE POLICY COMPLETE" or "MANAGE UE POLICY COMMAND REJECT" message to the H-PCF and provide the stored PTI received from the HPLMN in the corresponding "MANAGE UE POLICY COMMAND" within the "MANAGE UE POLICY COMPLETE" message or "MANAGE UE POLICY COMMAND REJECT" message towards the H-PCF.If the V-PCF distributed the policy sections received in one "MANAGE UE POLICY COMMAND" from the H-PCF into several "MANAGE UE POLICY COMMAND" messages to the UE (because the predefined size limit of the VPLMN was exceeded), the V-PCF shall aggregate all corresponding "MANAGE UE POLICY COMPLETE" or "MANAGE UE POLICY COMMAND REJECT" messages received from the UE into one "MANAGE UE POLICY COMPLETE" or "MANAGE UE POLICY COMMAND REJECT" message towards the H-PCF.

When the (V-)PCF receives an Namf_Communication_N1N2MessageTransfer failure response as defined in subclause 5.2.2.3.1.2 of 3GPP TS 29.518 [14], or an N1N2 Transfer Failure Notification as defined in subclause 5.2.2.3.2 of 3GPP TS 29.518 [14], the (V-)PCF shall stop the supervision timer specified in Annex D of 3GPP TS 24.501 [15] corresponding to the affected PTIs. For the N1N2 Transfer Failure Notification case, the (V-)PCF determines the affected PTIs allocated by the V-PCF based on the resource URI within the "n1n2MsgDataUri" attribute of the N1N2MsgTxfrFailureNotification data structure as defined in subclause 6.1.6.2.30 of 3GPP TS 29.518 [14].
NOTE:
The (V-)PCF correlates the Namf_Communication_N1N2MessageTransfer request and the corresponding N1N2 Transfer Failure Notification based on the resource URI within the "Location" header included in the response HTTP status code "202 Accepted" of the Namf_Communication_N1N2MessageTransfer response and the resource URI within the "n1n2MsgDataUri" attribute of and N1N2 Transfer Failure Notification. And then the V-PCF determines the affected PTIs related with the resource URI. 

For the roaming case and if the V-PCF determines that the affected UE policy is related with the UE policy delivered by the H-PCF, the V-PCF shall send the POST message as defined in subclause 4.2.3.1 to notify the H-PCF of the failure of UE policy transfer by including the "uePolTransFailNotif" attribute within the PolicyAssociationUpdateRequest data structure. Within the UePolicyTransferFailureNotification data structure, the V-PCF shall include the cause of the UE Policy Transfer Failure within the "cause" attribute and the PTI(s) allocated by the H-PCF corresponding to the PTI(s) allocated by the V-PCF within the "ptis" attribute. The H-PCF shall stop the supervision timer corresponding to the affected PTIs.[image: image2.bmp]
*** End of Changes ***

