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5.1.x
Content type

The bodies of HTTP request and successful HTTP responses shall be encoded in JSON format (see IETF RFC 8259 [RFC8259]). 

The MIME media type that shall be used within the related Content-Type header field is "application/json", as defined in IETF RFC 8259 [RFC8259].

JSON object used in the HTTP PATCH request shall be encoded according to "JSON Merge Patch" (IETF RFC 7396 [RFC7396]) but within the related Content-Type header field the MIME media type shall be signalled as "application/json".

NOTE:
In this Release of the specification only MIME media type "application/json" is supported.
*** End of Changes ***

