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	Reason for change:
	TS 23.316 has the following text:

The SMF sends to the UPF acting as PSA N4 rules such as PDR, FAR related to IP Multicast traffic allowed for the PDU Session of a 5G-RG. IP Multicast traffic allowed for the PDU Session corresponds to IPTV services allowed for the user. IP Multicast Addressing information identifies such traffic. In the case Source Specific Multicast is configured to be used on the PDU Session, IP Multicast Addressing information refers to both IP Multicast address and Source IP address.
SSM is only supported in IGMPv3 (RFC 3376), when a client wants to join a group (which could be a large group with many IPTV multicast sources) it can request a filter for source specific IP address, i.e. only the data from the interested IPTV multicast source will be received by the client.

Therefore, the multicast access control shall include both the IP Multicast address (mandatory) and the source IP address (optional).

Besides, there is a remaining EN:
Editor’s Note:
dual stack for a multicast channel is FFS.
Since the PDU session can be an IPv4v6 dual stack PDU session, supporting a dual stack multicast source for IPTV is reasonable.


	
	

	Summary of change:
	Add IP multicast addresses (v4 and v6).
Change attribute name for ipv4Addr and ipv6Addr.



	
	

	Consequences if not approved:
	Multicast access control information is not complete.
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	Other comments:
	This CR doesn’t impact openAPI file (no openAPI yet).
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
5.9.2.3.3
Type: MulticastAccessControl
Table 5.9.2.3.3-1: Definition of type MulticastAccessControl
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	srcIpv4Addr
	Ipv4Addr
	O
	0..1
	Identifies the source IPv4 address of IPTV multicast channel.

	

	srcIpv6Addr
	Ipv6Addr
	O
	0..1
	Identifies the source IPv6 address of IPTV multicast channel.

	

	multicastV4Addr
	Ipv4Addr
	O
	0..1
	Identifies the multicast IPv4 address of IPTV multicast channel.
(NOTE)
	

	multicastV6Addr
	Ipv6Addr
	O
	0..1
	Identifies the multicast IPv6 address of IPTV multicast channel.
(NOTE)
	

	accStatus
	AccessRightStatus
	M
	1
	Represents access right status of the multicast channel.
	

	NOTE:
At least one of the "multicastV4Addr" or "multicastV6Addr" attribute shall be provided.



*** End of Changes ***

