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* * * First Change * * * *
4.3.2	S-CSCF Restoration after Restart
The S-CSCF lost all user data if it restarts after a failure or it is unable to trust any data after it resumes operation, due to the fact that it may have lost profile updates from the HSS in the service interruption period. If such a S-CSCF receives a terminating service request from the I-CSCF, it sends an SAR to the HSS for unregistered service data. In this case, HSS and S-CSCF proceed as indicated in 3GPP TS 29.228 [3], except that
-	if the Public User Identity is stored as registered in the HSS, and there are S-CSCF restoration information related to the Public User Identity stored in the HSS, the HSS shall send the S-CSCF restoration information together with the user profile in the SAA. The result code shall be set to DIAMETER_ERROR_IN_ASSIGNMENT_TYPE. The S-CSCF shall trigger matched registered services for the Public User Identity.
If there are more than one group of S-CSCF restoration information related to the Public User Identity, which may happen if the Public User Identity is shared by multiple Private User Identities, the HSS shall include all of the S-CSCF restoration information in the SAA. One group of S-CSCF restoration information corresponds to one Private User Identity.
If the S-CSCF restoration information received includes the UE's subscription information, the S-CSCF shall construct a NOTIFY message according to the information and send it to the UE (or UEs if the IMPU is shared between several IMPIs) to trigger a new registration at anytime after normal processing of the terminating request. 
If the S-CSCF restoration information received includes the P-CSCF's subscription information, the S-CSCF shall construct a NOTIFY message and send it to the P-CSCF to update the registration information at any time after normal processing of the terminating request.
If the S-CSCF restoration information received includes the UE's registration expiration time and the value is in the past, the S-CSCF proceeds as indicated in 3GPP TS 23.228 [27] clause 5.3.2.1.
[bookmark: _Toc2674375]* * * Next Change * * * *
[bookmark: _Toc2674386]4.6.2	Backup and Update of S-CSCF Restoration Information during Registration Process
The S-CSCF shall backup the following data in the HSS during the initial registration process.
-	the list of SIP proxies in the path (normally it would be just the P-CSCF address)
-	the Contact Information (Contact Addresses and Contact Header parameters) 
-	the Authentication Information (SIP-Authentication-Scheme) 
The S-CSCF may backup the following data in the HSS during the initial registration process.
-	the Initial-CSeq-Sequence-Number and the Call-ID used if used for temporary GRUU generation (see IETF RFC 3261 [18])
	The point in time of registration expiration
This is done with an additional information element in the SAR requesting user information, in addition to the basic set of information required to handle traffic, as specified in the 3GPP TS 29.228 [3]. The information is associated with the Private User Identity and the Implicit Registration Set that is affected by the SAR request. The HSS shall store this information. 
If any of the above data is changed, the S-CSCF shall update it in the HSS using SAR request with Server-Assignment-Type set to RE_REGISTRATION and the User Data Already Available parameter set to USER_DATA_ALREADY_AVAILABLE, as specified in the 3GPP TS 29.228 [3].
Note:	Updating the point in time of registration expiration in the restoration information contributes to a better user experience at the cost of additional Cx traffic.
* * * End Of Change * * * *
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