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	Reason for change:
	When using TLS between NFs and SCP, the "authority" of the request URI in the request sent to the SCP shall be set to the FQDN or IP address of the SCP and the SCP shall replace the "authority" part with the authority server for the target resource when forwarding the request (see C4-193122). 

This raises the following issues: 

1) for Indirect Communication without Delegated Discovery, how does the NF Service Consumer indicate to the SCP the apiRoot of the target URI, when the NF Service Consumer has selected a specific NF service instance?

2) after a resource has been created, how does a NF service consumer indicate to the SCP the apiRoot of the target URI in subsequent service requests targetting the resource? 

3) how does a NF service producer indicate the apiRoot of the Notification or callback URI in notifications it sends via SCP? 

Possible options are: 

a) create a new custom header to enable an HTTP client to indicate to the SCP the apiRoot of the target URI;  

b) use a telescopic FQDN like supported in Rel-15 for inter-PLMN signalling through a SEPP, i.e. with the HTTP request sent to the SCP using a target URI in the form of "<Label representing target URI.<FQDN of the SCP>" 

The use of telescopic FQDNs would add complexity to the 5GC since the SCP would then be required to reconstruct the original target FQDN from the single label representing it (see discussion on Telescopic FQDNs in C4-192201). With delegated discovery, any NF service consumer would need to generate the telescopic FQDN and the SCP to do the reverse operation. 

It is much simpler and preferable to create a new custom header.


	
	

	Summary of change:
	A new 3GPP custom header is defined to enable an HTTP client to signal the apiRoot of the target URI to the SCP. 
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* * * First Change * * * *
[bookmark: _Toc4121472][bookmark: _Toc9501017][bookmark: _Toc11336234][bookmark: _Toc11336237]5.2.3.2	Mandatory to support custom headers
[bookmark: _Toc9501018]5.2.3.2.1	General
The 3GPP NF Services shall support the HTTP custom headers specified in Table 5.2.3.2-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.2-1.
Table 5.2.3.2-1: Mandatory HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Message-Priority
	Subclause 5.2.3.2.1
	This header is used to specify the HTTP/2 message priority for 3GPP service based interfaces. This header shall be included in HTTP/2 messages when a priority for the message needs to be conveyed (e.g HTTP/2 messages related to Multimedia Priority Sessions).

	3gpp-Sbi-Callback
	Subclause 5.2.3.2.3
	This header is used to indicate if a HTTP/2 message is a callback (e.g notification). This header shall be included in HTTP POST messages for callbacks towards NF service consumer(s) in another PLMN via the SEPP (See 3GPP TS 29.573 [27]).

	3gpp-Sbi-Target-apiRoot
	Subclause 5.2.3.2.x
	This header is used by an HTTP client to indicate the apiRoot of the target URI when communicating indirectly with the HTTP server via an SCP using HTTPS.



[bookmark: _Toc9501020]* * * Next Change * * * *
5.2.3.2.x	3gpp-Sbi-Target-apiRoot
The header contains the apiRoot of the target URI (see subclause 4.4 of 3GPP TS 29.501 [5]) in a request sent to an SCP using HTTPS, when using Indirect Communication. 
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Target-apiRoot header field  = "3gpp-Sbi-Target-apiRoot" ":" OWS scheme "://" authority ["/" prefix ]
scheme = "http" / "https"
authority = host [ ":" port ]
port = *DIGIT
prefix = token
An example is: 3gpp-Sbi-Target-apiRoot: https://udm2.5gc.mnc012.mcc345.3gppnetwork.org 

* * * Next Change * * * *

6.10.1	Routing Mechanism with SCP (when using TLS between NFs and SCP)
6.10.1.3	Pseudo-header setting
6.10.1.x	3gpp-Sbi-Target-apiRoot header setting
For Indirect Communication with or without delegated discovery, the HTTP client shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of an authority server for the target resource, if available, in requests it sends to the SCP. 
When forwarding the request to the HTTP server, the SCP shall: 
-	remove the 3gpp-Sbi-Target-apiRoot header; and 
-	set the apiRoot of the request URI to the apiRoot received in the 3gpp-Sbi-Target-apiRoot header from the client, if the SCP does not (re)select a different HTTP server.   
Examples use cases: 
-	for Indirect Communication without Delegated Discovery, a service request sent to SCP to create a resource includes a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the selected NF Service Producer, when the NF Service Consumer has selected a specific NF service instance;  
-	after a resource has been created, subsequent service requests sent to SCP and targeting the resource include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot received earlier from the NF Service Producer; 
-	notifications or callbacks sent via SCP include the apiRoot of the notification or callback URI. 
Editor's Note: Request URIs sent by NFs to the SCP for requests targeting different target resources may appear identical, e.g. if there is no variable in the URI path. The impacts on cacheability of HTTP responses are FFS. 

* * * End of Changes * * * *

