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b) 	the I-SMF forwards to the SMF N4 information corresponding to UPF notifications related with traffic usage reporting (the SMF aggregates and constructs usage reports towards PCF/CHF).

It is proposed to: 
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· specify in a new normative Annex of TS 29.244 the PFCP protocol requirements for N16a, i.e. how PFCP session related messages are supported over N16a. 
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* * * Next Change * * * *
3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADC	Application Detection and Control 
BAR	Buffering Action Rule
BP	Branching Point
CP	Control Plane
DDoS	Distributed Denial of Service
DEI	Drop Eligible Indicator
DSCP	Differentiated Services Code Point
eMPS	enhanced Multimedia Priority Service
FAR	Forwarding Action Rule
F-SEID	Fully Qualified SEID
F-TEID	Fully Qualified TEID
IP	Internet Protocol
IPv4	Internet Protocol version 4
IPv6	Internet Protocol version 6 
I-SMF	Intermediate SMF
LMISF	LI Mirror IMS State Function 
NR	New Radio
PCC	Policy and Charging Control
PCP	Priority Code Point
PCEF	Policy and Charging Enforcement Function
PCRF	Policy and Charging Rule Function
PDI	Packet Detection Information
PDR	Packet Detection Rule
PFCP	Packet Forwarding Control Protocol
PFD	Packet Flow Description
PGW	PDN Gateway
PGW-C	PDN Gateway Control plane function
PGW-U	PDN Gateway User plane function
PSA	PDU Session Anchor
QER	QoS Enforcement Rule
S8HR	S8 Home Routed
SDF	Service Data Flow
SEID	Session Endpoint Identifier
SGW	Serving Gateway
SGW-C	Serving Gateway Control plane function
SGW-U	Serving Gateway User plane function
SMF	Session Management Function
SX3LIF	Split X3 LI Interworking Function
TDF	Traffic Detection Function
TDF-C	Traffic Detection Function Control plane function
TDF-U	Traffic Detection Function User plane function
ToS	Type of Service
TSSF	Traffic Steering Support Function
UDP	User Datagram Protocol
UL CL	Uplink Classifier
UP	User Plane
URR	Usage Reporting Rule
VID	VLAN Identifier


* * * Next Change * * * *

Annex X (Normative):
Use of PFCP over N16a for the support of traffic offload by UPF controlled by I-SMF
[bookmark: _Toc11315434]X.1	General
This Annex applies to PDU sessions involving an Intermediate SMF (I-SMF), when the I-SMF has inserted an Uplink Classifier (UL CL) or Banching Point (BP) into the data path of the PDU session and a local PDU Session Anchor (PSA) further called PSA2 in this Annex, for local traffic offload. 
For such PDU sessions, PFCP session related messages shall be exchanged between the SMF and I-SMF for:   
-	the SMF to provide N4 information to the I-SMF regarding how the traffic shall be detected, enforced and monitored in the UPF(s) controlled by the I-SMF; 
-	the I-SMF to forward N4 information with traffic usage reporting to the SMF.  
See clause 5.34.6 of 3GPP TS 23.501 [28]. 
Whether the UL CL or BP and PSA2 are supported by the same UPF or not shall be transparent to the SMF. 
When exchanging N4 information over N16a, the SMF and I-SMF shall assume the model in Figure X.1-1 where the UL CL or BP and PSA2 are supported by separate UPFs, i.e. separate PFCP session related messages shall be exchanged over N4 for the UL CL/BP and for the PSA2. 
NOTE 1:	This allows the SMF and I-SMF to exchange unambiguous information on whether N4 information exchanged over N16a relates to the UL CL/BP or the PSA2, e.g. whether a QER is to be enforced in the UL CL/BP or PSA2.
NOTE 2:	The UL CL/BP and PSA2 inserted by the I-SMF can be co-located or located on different UPFs, regardless of the model assumed over N16a for the exchange of N4 information.
NOTE 3:	Only one local PSA (i.e. PSA2) is shown in this figure; in real deployment, more than one local PSAs can be inserted.


Figure X.1-1: UL CL/BP and PSA2 model for N4 information exchanged over N16a
The I-SMF shall translate the N4 information received from the SMF into appropriate N4 information towards the UL CL/BP and the PSA2; the I-SMF shall merge the N4 information received for the UL CL/BP and the PSA2 if the UL CL/BP and PSA2 are located on the same UPF. 
The N4 information exchanged over N16a shall include the rules related to the UL and DL traffic to offload via PSA2. The I-SMF shall generate on its own N4 information towards the UL CL/BP for UL and DL traffic exchanged between the AN and PSA1.
All the PFCP session related messages specified in clause 7.5 shall be supported over N16a. Unless specified otherwise in this Annex, the requirements specified in the rest of this specification for PFCP session related procedures and messages are also applicable to N16a. 
None of the PFCP Node related messages specified in clause 7.4 shall be sent over N16a. PFCP Load and Overload control information shall not be exchanged over N16a. 
Data forwarding procedures (see clause 5.3) shall not be used over N16a.
PFCP session related messages shall be sent over N16a in a binary body part of an HTTP multipart message using the Nsmf_PDUSession as specified in 3GPP TS 29.502 [x]. The Json body part of a HTTP multipart message shall indicate whether a given PFCP session related message relates to the UL CL/BP or to the PSA2, and in the latter case, the DNAI to which the PFCP session related message relates to.
X.2	Procedures
X.2.1	Addition of PSA and UL CL/BP controlled by I-SMF
The corresponding stage 2 call flow is specified in clause 4.23.9.1 of 3GPP TS 23.502 [29]. 
When the I-SMF indicates to the SMF that it has inserted an UL CL/BP and PSA, the SMF shall send two PFCP Session Establishment Requests towards the I-SMF, one targeting the UL CL/BP and another one targeting the PSA2, with the following information: 
1)	PFCP Session Establishment Request for the UL CL/BP:
-	For the support of the UL traffic offloaded towards PSA2: 
-	one Create Traffic Endpoint IE, just including a Traffic EndPoint ID; the UL traffic endpoint corresponds to the N3 endpoint of UL CL/BP; the UL traffic endpoint shall not contain information about the N3 interface, i.e. the Network Instance IE and the Local F-TEID IE shall not be included.
-	at least one Create PDR IE with: 
-	the Source Interface set to "Access"; 
-	the Traffic Endpoint IE referring to the UL traffic endpoint;
-	any additional Packet Detection Information to define the UL traffic to match (e.g. SDF Filter, Application ID, Ethernet Packet Filter);  
-	any applicable PDR information, e.g. FAR ID, URR ID, QER ID.
UL PDRs shall not contain the Outer Header Removal IE.
-	one UL FAR set to forward (or drop) the UL traffic, with the Destination Interface set to "Core". 
Editor's Note: It is FFS how to let the I-SMF know the identity of the Local PSA towards which the UL traffic is to be forwarded, when more than one Local PSA is inserted by the I-SMF for the PDU session. 
-	For the support of the DL traffic offloaded from PSA2: 
-	one Create Traffic Endpoint IE, including a Traffic EndPoint ID; the DL traffic endpoint shall not contain information about the N9 interface, i.e. the Network Instance IE and the Local F-TEID IE shall not be included; 
-	at least one Create PDR IE with: 
-	the Source Interface set to "Core"; 
-	the Traffic Endpoint IE referring to the DL traffic endpoint;
-	any applicable PDR information, e.g. FAR ID, URR ID, QER ID.
-	one DL FAR set to forward (or drop) the DL traffic to the access network, with the Destination Interface set to "Access"; the DL FAR shall not contain the Outer Header Creation IE. 
NOTE:	The I-SMF is responsible for all the N3 and N9 protocol aspects (e.g. Network Instance, Local F-TEID, outer header creation or removal). 
-	any applicable QERs and/or URRs.

2)	PFCP Session Establishment Request for the PSA2:
-	For the support of the UL traffic offloaded at PSA2: 
-	one Create Traffic Endpoint IE, just including a Traffic EndPoint ID; the UL traffic endpoint shall not contain information about the N9 interface, i.e. the Network Instance IE and the Local F-TEID IE shall not be included.
-	at least one Create PDR IE with: 
-	the Source Interface set to "Core"; 
-	the Traffic Endpoint IE referring to the UL traffic endpoint;
-	any applicable PDR information, e.g. FAR ID, URR ID, QER ID.
UL PDRs shall not contain the Outer Header Removal IE.
-	one UL FAR set to forward (or drop) the UL traffic, with the Destination Interface set to "Core". 
-	For the support of the DL traffic offloaded at PSA2: 
-	one Create Traffic Endpoint IE, including a Traffic EndPoint ID and any additional information to define the DL traffic endpoint (e.g. Network Instance IE, UE IP Address IE); the DL traffic endpoint corresponds to the N6 endpoint of PSA2; 
-	at least one Create PDR IE with: 
-	the Source Interface set to "Core"; 
-	the Traffic Endpoint IE referring to the DL traffic endpoint;
-	any additional Packet Detection Information to define the DL traffic to match (e.g. SDF Filter, Application ID, Ethernet Packet Filter);  
-	any applicable PDR information, e.g. FAR ID, URR ID, QER ID.
-	one DL FAR set to forward (or drop) the DL traffic, with the Destination Interface set to "Core"; the DL FAR shall not contain the Outer Header Creation IE. 
NOTE:	The I-SMF is responsible for all the N3 and N9 protocol aspects (e.g. Network Instance, Local F-TEID, outer header creation or removal). 
-	any applicable QERs and/or URRs.
The I-SMF shall translate the SMF instructions into N4 instructions to send to the UL CL/BP and PSA2, for the UL and DL traffic in one or more PFCP Session Modification Request message(s) (the I-SMF has already created a PFCP session in the UL CL/BO and PSA2 in steps 2 and 3 of Figure 4.23.9.1-1 of 3GPP TS 23.502 [29]). In particular: 
-	the I-SMF shall map the UL and DL traffic endpoints requested to be created by the SMF in the UL CL/BP and PSA2 respectively to the UL and DL traffic endpoints created in the UL CL/BP and in PSA2 for UL and DL traffic; the I-SMF shall update the DL traffic endpoint in PSA2 if necessary, e.g. with any Framed-Route or Framed-IPv6-Route information received from the SMF; 
-	the I-SMF shall add the Outer Header Removal IE to the UL PDR of the UL CL/BP; 
-	the I-SMF shall add an Outer Header Creation IE to DL PDR(s) of the UL CL/BP to add a GTP-U header set to the 5G-AN F-TEID, and to add a Network Instance IE if needed; 
-	the I-SMF shall update the UL FAR of the UL CL/BP and the DL FAR of the PSA2 with N9 protocol information, if the UL CL/BP and PSA2 are located on different UPFs; 
-	the I-SMF shall overwrite the Apply Action IE of the DL FAR received from the SMF according to the User Plane connection state of the PDU session, e.g. to request the UPF to buffer packets if the PDU session is deactivated, or to forward the DL packets otherwise; 
-	the I-SMF shall merge the N4 information received for the UL CL/BP and the PSA2 if the UL CL/BP and PSA2 are located on the same UPF. 
The I-SMF shall return two PFCP Session Establishment Responses to the SMF.
X.2.2	Removal of PSA and UL CL/BP 
The corresponding stage 2 call flow is specified in clause 4.23.9.2 of 3GPP TS 23.502 [29]. 
When the I-SMF indicates to the SMF that it is removing a UL CL/BP and PSA, the SMF shall send two PFCP Session Deletion Requests towards the I-SMF, one for the UL CL/BP and another one for the PSA2. The I-SMF shall return two PFCP Session Deletion Responses to the SMF (including usage reports if applicable, see clause 7.5.7.1).
X.2.3	Change of PSA 
The corresponding stage 2 call flow is specified in clause 4.23.9.3 of 3GPP TS 23.502 [29]. 
When the I-SMF indicates to the SMF a change of traffic offload, the SMF shall send a PFCP Session Establishment Request (for the new DNAI), a PFCP Session Deletion Request (for the old DNAI) towards the I-SMF, and a PFCP Session Modification Request for the UL CL/BP if needed. The I-SMF shall behave as described in clauses X.2.1 and X.2.2 and return a PFCP Session Establishment Response, a PFCP Session Deletion Response and a PFCP Session Modification Response if needed.
X.2.4	Traffic Usage Reporting 
The SMF may request the I-SMF to report traffic usage measurements as specified in the rest of this specification. 
The I-SMF shall report traffic usage measurements to the SMF as specified in the rest of this specification, i.e. in PFCP Session Report Request, PFCP Session Modification Response and PFCP Session Deletion Response messages.
X.2.5	Updating N4 information towards I-SMF
The SMF may send PFCP Session Modification Requests with updated PFCP rules (e.g. updated PDR, QER URR), targeting the UL CL/BP or PSA2, as specified in the rest of this specification. The I-SMF shall return PFCP Session Modification Responses accordingly. 

* * * End of Changes * * * *
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