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*** 2nd Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

DEI
Drop Eligible Indicator

DNAI
DN Access Identifier
DNN
Data Network Name

E-UTRA
Evolved Universal Terrestrial Radio Access

H-PCF
PCF in the HPLMN

JSON
JavaScript Object Notation
MPS
Multimedia Priority Service
NEF
Network Exposure Function

NR
New Radio

NRF
Network Repository Function

NWDAF
Network Data Analytics Function

PCC
Policy and Charging Control

PCF
Policy Control Function

PCP
Priority Code Point

PRA
Presence Reporting Area
QoS
Quality of Service

RFSP
RAT Frequency Selection Priority

RTCP
Real Time Control Protocol
RTP
Real Time Protocol
SDF
Service Data Flow

SIP
Session Initiation Protocol
SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SUPI
Subscription Permanent Identifier
UDR
Unified Data Repository

UPF
User Plane Function

URSP
UE Route Selection Policy

VID
VLAN Identifier

VLAN
Virtual Local Area Network

V-PCF
PCF in the VPLMN

*** 3rd Change ***

B.x2
Enabling of IP Flows

B.x2.1
General
Prior to the completion of the SIP session set-up, i.e. until the 2xx response to the INVITE request is received, the P-CSCF may enable or disable media IP flows depending on operator policy, thus allowing or forbidding early media in forward and/or backward direction. The P-CSCF may set the values of the "fStatus" attribute derived from the SDP direction attributes as defined in 3GPP TS 29.513 [7] subclause 7.3.3 or set the values of the "fStatus" attributes considering the em-param of the P-Early-Media header field according to subclause B.x2.2 or downgrade the values of the "fStatus" attribute derived from the SDP direction attribute based on the configuration in the P-CSCF according to subclause B.x2.3. However for multiplexed RTP/RTCP flows (as negotiated using the "a=rtcp-mux" SDP attribute defined in IETF RFC 5761 [x3]), a P-CSCF supporting RTP/RTCP transport multiplexing shall set the "fStatus" attribute to "ENABLED" to prevent that RTCP is blocked. If the P-CSCF chooses to modify the values of the "fStatus" as received from the SDP direction attribute, the P-CSCF shall store the last received SDP.

When a 2xx response is received, the P-CSCF shall enable all media IP flows according to the direction attribute within the last received SDP, as specified in 3GPP TS 29.513 [7] subclause 7.3.3. When a 2xx response is received and the P-CSCF previously provided the values of the "fStatus" attributes different from the value derived from the SDP direction attribute in the session information, the P-CSCF shall provide service information with values of the "fStatus" attributes corresponding to the last received SDP.

NOTE:
In most cases a 2xx response is a 200 (OK) response.

If the P-CSCF receives SDP answers after the completion of the SIP session set-up, i.e. after the 2xx response to the INVITE request is received, the P-CSCF shall provide the "fStatus" attribute, based on the last received SDP answer. The "fStatus" attribute shall be derived from the SDP according to 3GPP TS 29.513 [7] subclause 7.3.3.
*** 4th Change ***

B.x2.2
Gate control procedures considering the P-Early-Media header field
Prior to the completion of the SIP session set-up, the P-CSCF may use the em-param of the P-Early-Media header field defined in IETF RFC 5009 [x7] in order to enable or disable early media in forward and/or backward direction. If the P-CSCF uses the em-param of the P-Early-Media header field for the gate control of early media, the P-CSCF shall perform the following procedures.
In the terminating P-CSCF, when a SIP message with the P-Early-Media header field is received from the UE and the policies configured in the P-CSCF indicate that the UE is authorized to send early media, then:
1)
the P-CSCF shall set the "fStatus" attribute to "ENABLED" if:

-
the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP direction attribute from the UE is "sendrecv" or no SDP direction attribute has been received; or
2)
the P-CSCF shall set the "fStatus" attribute to "ENABLED-UPLINK" if:

-
the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP direction attribute from the UE is "sendonly"; or
-
the received em-param(s) in the P-Early-Media header field includes "sendonly" and the last received SDP direction attribute from the UE is "sendrecv" or "sendonly" or no SDP direction attribute has been received; or
3)
the P-CSCF shall set the "fStatus" attribute to "ENABLED-DOWNLINK" if:

-
the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP direction attribute from the UE is "recvonly"; or
-
the received em-param(s) in the P-Early-Media header field includes "recvonly" and the last received SDP direction attribute from the UE is "sendrecv" or "recvonly" or no SDP direction attribute has been received; or
4)
the P-CSCF shall set the "fStatus" attribute to "DISABLED" if either the received em-param(s) in the P-Early-Media header field or the last received SDP direction attribute from the UE includes "inactive"; or

5)
the P-CSCF may set the "fStatus" attribute to "DISABLED" or apply the rules defined in subclause B.2.2 if the received em-param(s) in the P-Early-Media header field includes "sendonly" or "recvonly" and the last received SDP direction attribute from the UE is "recvonly" or "sendonly" respectively.

NOTE 1:
If the UE is authorized to send early media, the P-CSCF will not remove or modify the P-Early-Media header field according to 3GPP TS 24.229 [x4].
When a SIP message with the P-Early-Media header field is received from the functional entity within the trust domain, and if:

-
the P-Early-Media header field includes the "gated" parameter, then the P-CSCF may decide not to perform the gate control of early media; or

-
the P-Early-Media header field does not include the "gated" parameter, then the P-CSCF shall perform the following procedures:
1)
the P-CSCF shall set the "fStatus" attribute to"ENABLED" if:

-
the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP direction attribute from the functional entity is "sendrecv" or no SDP direction attribute has been received; or
2)
the P-CSCF shall set the "fStatus" attribute to "ENABLED-DOWNLINK" if:

-
the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP direction attribute from the functional entity is "sendonly"; or
-
the received em-param(s) in the P-Early-Media header field includes "sendonly" and the last received SDP direction attribute from the functional entity is "sendrecv" or "sendonly" or no SDP direction parameter has been received; or
3)
the P-CSCF shall set the "fStatus" attribute to "ENABLED-UPLINK" if:

-
the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP direction attribute from the functional entity is "recvonly"; or
-
the received em-param(s) in the P-Early-Media header field includes "recvonly"and the last received SDP direction attribute from the functional entity is "sendrecv" or "recvonly" or no SDP direction parameter has been received ; or
4)
the P-CSCF shall set the "fStatus" attribute to "DISABLED" if either the received em-param(s) in the P-Early-Media header field or the last received SDP direction attribute from the functional entity includes "inactive"; or

5)
the P-CSCF may set the "fStatus" attribute to "DISABLED" or apply the rules defined in subclause A.2.2 if the received em-param(s) in the P-Early-Media header field includes "sendonly" or "recvonly" and the last received SDP direction attribute from the functional entity is "recvonly" or "sendonly" respectively.

NOTE 2:
According to IETF RFC 5009 [x7], the non-direction parameter "gated" can be included after the direction parameter (e.g. "sendrecv") in the parameter list. The proxy performing gating of early media can add the parameter before forwarding the SIP message.
When a SIP message without the P-Early-Media header field is received from either the functional entity within the trust domain or the UE that is authorized to send early media, then the P-CSCF may set the "fStatus" attribute to "DISABLED" or apply the rules defined in subclause B.x2.3 or apply the rules defined in 3GPP TS 29.513 [7] subclause 7.3.3.
NOTE 3:
As indicated in IETF RFC 5009 [x7] the applicable preconditions need to be met in order to allow early media in a particular direction.
When a SIP message is received from the functional entity other than the functional entity within the trust domain or the UE that is authorized to send early media, then the P-CSCF shall not use the received em-param(s) in the P-Early-Media header field and may apply the rules defined in subclause B.x2.2 or apply the rules defined in 3GPP TS 29.513 [7] subclause 7.3.3.

NOTE 4:
The P-CSCF will remove or modify the P-Early-Media header field in the above case.
*** 5th Change ***

B.x2.3
Gate control procedures based on the configuration in the P-CSCF
Prior to the completion of the SIP session set-up, the P-CSCF may downgrade the values of the "fStatus" attributes derived from the SDP direction attributes based on the configuration in the P-CSCF. If the P-CSCF has the configuration for the gate control of early media, the P-CSCF shall perform the following procedures.
NOTE:
The gate control of early media can be configured in the P-CSCF per UE basis.
When the "fStatus" attribute derived from the SDP direction attribute is "ENABLED", then the P-CSCF may downgrade the value of the "fStatus" attribute to the value "DISABLED", "ENABLED_UPLINK", or "ENABLED_DOWNLINK" based on the configuration in the P-CSCF.

When the "fStatus" attribute derived from the SDP direction attribute is "ENABLED_UPLINK" or "ENABLED_DOWNLINK", then the P-CSCF may downgrade the value of the "fStatus" attribute to the value "DISABLED" based on the configuration in the P-CSCF.
*** 6th Change ***

Annex C (normative):
Flow identifiers: Format definition and examples

C.1
Format of a flow identifier

C.1.1
General

A flow identifier is expressed as a 2-tuple as follows:


<The ordinal number of the position of the media component description in the SDI , The ordinal number of the IP flow(s) within the media component description assigned in the order of increasing downlink port numbers as detailed below >

where both are numbered starting from 1. The encoding of the flow identifier is as indicated in 3GPP TS 24.008 [x8].
The rules for the allocation of flow identifiers to IP flows are defined in 3GPP TS 29.214 [20], Annex B.1.1. Derivation of flow identifiers from SDP are described in 3GPP TS 29.214 [20], Annex B.1.2, and examples are covered in 3GPP TS 29.214 [20], Annex B2, B3, B4 and B5.
*** End of Changes ***

