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*** Next Change ***

6.2.2
WIC registration of individual public user identity based on web authentication
In this subclause it is assumed that SIP over Websockets is used as the signalling protocol on the W2 interface and the user has a subscription with an individual IMPU, but uses a web identity and authentication scheme, e.g. OAuth 2.0, to authenticate with the WWSF or the WAF. 

As specified in 3GPP TS 33.203 [9], after receiving the access token from WWSF, which is issued by WAF, the WIC shall:
-
send a SIP REGISTER request to the eP-CSCF via the Websockets connection, which includes:

i)
the Authorization header field with the Bearer scheme containing the access token as described in draft-ietf-sipcore-sip-token-authnz [27]; and
ii)
values for the To header field and the From header field decided by the UE implementation.

NOTE:
The WIC can use the access token to form the values of the To header field and the From header field.
The WIC shall obtain a new access token from the WWSF/WAF before the access token expiry period to continue to get an access to IMS core network.

*** Next Change ***

7.2.1
General
The WIC shall support RFC 5763 [5] and RFC 5764 [6].
The WIC using Gm shall follow the procedures as described in 3GPP TS 24.229 [3]. For the WIC using Gm, the appropriate signalling protocol is defined in 3GPP TS 24.229 [3]. The WIC using Gm shall include the Authorization header field with the Bearer scheme containing the valid access token in all SIP requests, as specified in draft-ietf-sipcore-sip-token-authnz [27].
The WIC using non-Gm SIP shall support RFC 3261 [19]. For the WIC using non-Gm, the appropriate signalling protocol is defined in RFC 3261 [19].

The WIC using non-SIP shall support RFC 3264 [20]. For the WIC using non-SIP, the appropriate signalling protocol is out of scope of this specification.
*** End of Changes ***

