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1. Introduction
At CT6#94, CT6 agreed C6-190279 with one objection from Qualcomm, and a Working Agreement, which was susbequently challenged by Qualcomm. 
The pupose of the present document is to explain the objections in CP-192206 are based on misunderstanding of presented use cases, propose clarifications to C6-190279 and the reasons why the CR should be approved by CT Plenary.
2. Discussion
2.1 Background on the contents of C6-190279
C6-190279 is a Rel-15 CR proposing to enable the USIM to compute a SUCI based on a SUPI consisting of an NSI (Network Specific Identifier) stored in EFNSI. The CR completes the agreement in CT-Plenary to store the SUPI consisting of an NSI in the USIM. The CR allows an operator to deploy subscription based on Network Specific Identifier using a USIM in supporting devices.
2.2 The issues raised in CP-192206
Issue #1 as described in CP-192206 is based on two misunderstood use cases and the objection against the CT6 CR was therefore based on their misunderstanding.
The CR in TS 31.102 subclause 7.5.2.1 reads:

When SUPI Type is Network specific identifier (i.e. service n°130 is "available"), the SUCI is coded as part of 5GS mobile identity information element for type of identity "SUCI" and SUPI format "Network specific identifier" defined in 3GPP TS 24.501 [104].
CP-192206 interpretes the CR as follows:

Service n°130 is the service defined in the USIM Service Table of  TS 31.102 subclause 4.2.8 to identify whether EFNSI is present. Consequently if EFNSI is provisioned on the USIM, condition “service n°130 is "available" ” will evaluate to true and the USIM will use EFNSI, not EFIMSI, to compute the SUCI. This prevents an operator using USIMs with both EFNSI and EFIMSI to have the SUCI computed by the USIM based on the IMSI. 
The reason why it was decided during CT-Plenary to write in such a way subclause 7.5.2.1, is to allow an operator to deploy such type of credentials in release 15 5G-ME and to have this same USIM being accepted in prior release devices: In prior release devices, the USIM would be seen as Release 14 USIM.
CP-192206 issue #1 suggests two use cases that actually do not raised any particular issues with the existing text:
First use case of CP-192206 issue #1: The UE is provisioned to access private networks but also has a “normal” subscription to a PLMN.

According to CP-192206, “with the CR, the UE won’t be able to access the PLMN due to the USIM defaulting to using the NSI, not the IMSI to compute the SUCI”. 

In practice, in such a deployment, the operator would deploy a multi-USIM UICC. Such UICC contains a USIM application with EF_NSI available and a second USIM application with EF_IMSI only. It is then the device specific implementation that would select one or the other USIM depending on the context.

Second use case: For ease of deployment, the operator of a private network would like to re-use the IMSI on the USIM instead of using an NSI.
According to CP-192206: “with the CR, the USIM will default to using the NSI, not the IMSI, to compute the SUCI even though the operator would have wanted the IMSI to be used instead”.

In practice, in such case, the operator would simply disable service n°130 in the USIM, thus making the IMSI be the defacto SUPI. The USIM would adapt to the new configuration and the command GET_Identity will return the SUCI based on the IMSI value.
How an operator can select which identity is to be used within a USIM application has been clarified and because only one identity is used in a USIM application from the GET_Identity point of view, the following editor’s note can be removed:
Editor’s Note: It is FFS how the operator can request a SUCI based on NSI or a SUCI based on IMSI, if both, NSI and IMSI are configured in the USIM. 

Therefore, issue #1 as described in CP-192206 is not a realistic issue in practice.

Issue #2 of CP-192206 describes hypothetic conflicts between the CT6 CR and SA3’s agreement in S3-193051 that reads: 

At SA3#86, SA3 agreed S3-193051 on security for private networks which added the following text in new subclause Z.2.2 of TS 33.501:

The UE and the serving network may support 5G AKA, EAP-AKA', or any other key-generating EAP authentication method. 

(…)

When an EAP authentication method other than EAP-AKA' is selected, the chosen method determines the credentials needed in the UE and network. These credentials, called the EAP-method credentials, shall be used for authentication.

NOTE 2: How credentials for EAP methods other than EAP AKA’ are stored and processed within the UE are out of the scope for standalone non-public networks. Storage and processing of credentials for EAP AKA’ and 5G AKA is described in clause 6 of the present document.
It is to be noted that TS 33.501 does not limit EAP AKA’ nor 5G AKA to only use IMSI as the identity. Text in TS 33.501 mentions explicitly SUPI as the identity for these algorithms, and SUPI can be an IMSI or a NSI according to the specification.

Thus a network operator deploying EAP AKA’ or 5G AKA algorithm with a SUPI in the form of an NAI shall store and process the corresponding credentials in the USIM according to clause 6 of TS 33.501.

So that CT6 CR does not conflict with release 16 of TS 33.501 agreements as claimed in CP-192206, and in the contrary, it allows to complete the implemention of the requirements in TS 33.501.
Issue #3 as described in CP-192206 in fact contradicts itself.
At CT1#116, CT1 agreed C1-192766 which was approved at CT#84 and added the following text in TS 23.122 subclause 4.9.3.0:

The ME is configured with a "list of subscriber data" containing zero or more entries. Each entry of the "list of subscriber data" consists of a subscriber identifier, credentials, and an SNPN identity. The subscriber identifier is a SUPI containing a network-specific identifier.

NOTE 1:
How the ME is configured with the "list of subscriber data" is out of scope of 3GPP in this release of the specification.

CT1 C1-192766 contradicts above mentionned NOTE 2 of 3GPP TS 33.501 agreement whereas storage and processing of EAP methods other than EAP AKA’ are out of scope for standalone non-public networks, yet CT1 CR specifies the storage and processing in the ME. According to SA3 agreement, this should be UE instead of ME. 

CT6 CR on the other hand implement the new SA3 agreement for the case whereas an operator deploys a EAP AKA’ or 5G AKA using a SUPI in the form of an NAI. 

Based on this agreement, in Rel-16 (and even more so in Rel-15!),  it is necessary to approve the CT6 CR to complete the new SA3 agreement.

3. Conclusion

Based on the discussion in the previous section, the issues identified in CP-192206 do not exist in practice:

Issue #1 as describe in CP-192206 does not exist in practice.

Issue #2 is based on a limited view of TS 33.501 and the CT6 CR is needed to complete the implementation of TS 33.501 specification.
Issue #3: CT6 CR is needed in order to complete the implementation of TS 33.501.
It is therefore proposed to approve C6-190279 at CT#85 to complete the implementation of TS 33.501.

