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	Reason for change:
	It shall be possible to establish a PDU session with an I-SMF, when the SMF service area does not include the location where the UE camps. 

See clauses 5.34.3 and 5.34.6 of TS 23.501: 

At PDU Session Establishment in non-roaming and roaming with LBO scenarios, if the AMF cannot select an SMF with a Service Area supporting the current UE location for the selected DNN, S-NSSAI etc, the AMF selects an SMF for the selected DNN, S-NSSAI and in addition selects an I-SMF serving the UE location. 
When the I-SMF is inserted into a PDU Session, e.g. during PDU Session establishment or due to UE mobility, the I-SMF provides the DNAI list it supports to the SMF. Based on the DNAI list information received from I-SMF, the SMF may provide location information for local traffic steering to the I-SMF e.g. immediately or when a new or updated or removedPCC rule(s) is/are received. The location information for local traffic steering is derived from PCC rules and refers to the DNAI(s) of interest for the PDU Session that are served by the I-SMF.
See clause 4.23.5 (PDU session establishment) of TS 23.502: 

For non roaming or LBO roaming, it includes the following cases:
-	If the service area of the selected SMF does not include the location where the UE camps, the AMF selects an I-SMF that serves the area where UE camps. The UE requested PDU Session Establishment procedure for Home-routed Roaming defined in clause 4.3.2.2.2 is used to establish the PDU Session. Different comparing to procedure defined in clause 4.3.2.2.2, the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. Also only the S-NSSAI with the value defined by the serving PLMN is sent to the SMF.
See clause 4.23.9.1 of TS 23.502: 

When the I-SMF is inserted, the I-SMF provides the DNAI list it supports to SMF. Based on the DNAI list information received from I-SMF, the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF e.g. immediately or when (a) new or updated or removed PCC rule(s) is/are received as defined in clause 4.23.6. This DNAI(s) of interest for this PDU Session indicates to the I-SMF the list of DNAI(s) to be considered for local traffic steering within the PDU Session.
	An indication of whether or Multi-homing is possible is also provided to the I-SMF, and the I-SMF uses this information to decide whether multi-homing can be used for the PDU Session.
An I-SMF may be inserted during the following scenarios: 
- PDU session establishment
- Registation
- Service Request
- Xn handover
- N2 handover
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For the sake of a clean N16a design protocol, new attributes are also defined for N16a, in replacement of existing attributes defined for HR PDU sessions that explicit refer to V-SMF or H-SMF, e.g. a new ismfId attribute is defined in the Create Request to identify the I-SMF in replacement of the existing vsmfId attribute for HR PDU sessions.
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* * * First Change * * * *
[bookmark: _Toc11337733][bookmark: _Toc11337739]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
DNAI	Data Network Access Identifier
DNN	Data Network Name
HR	Home Routed
H-SMF	Home SMF
I-SMF	Intermediate SMF
JSON	Javascript Object NotationNAS	Non-Access Stratum
LADN	Local Area Data Network
SM	Session Management
SMF	Session Management Function
V-SMF	Visited SMF

* * * Next Change * * * *
5.2.1	Service Description
The Nsmf_PDUSession service operates on the PDU Sessions. The service operations exposed by this service allow other NFs to establish, modify and release the PDU Sessions. The following are the key functionalities of this NF service:
-	Creation, modification and deletion of SM contexts for PDU Sessions; an SM context represents an association between the NF Service Consumer (e.g. AMF) and the SMF for a PDU session;
-	Retrieval of SM contexts of PDU sessions (i.e. UE EPS PDN connection or complete SM context), e.g. to move PDU sessions towards the EPC using the N26 interface or to transfer SM contexts between I-SMFs or V-SMFs over the N38 interface;
-	Creation, modification and deletion of PDU sessions between the V-SMF and H-SMF, in HR roaming scenarios, or between the I-SMF and SMF for PDU sessions involving an I-SMF; 
-	Association of policy and charging rules with PDU Sessions and binding the policy and charging rules to flows;
-	Interacting with the UPF over N4 for creating, modifying and releasing user plane sessions;
-	Process user plane events from the UPF and apply the corresponding policy and charging rules.
The Nsmf_PDUSession service supports the following service operations.
Table 5.2.1-1: Service operations supported by the Nsmf_PDUSession service
	Service Operations
	Description
	Operation
Semantics
	Example Consumer(s)

	Create SM Context
	Create an SM context in SMF, or in V-SMF in HR roaming scenarios, or in I-SMF during the I-SMF insertion and change scenarios, for a PDU session.
	Request/Response
	AMF

	Update SM Context
	Update the SM context of a PDU session and/or provide the SMF with N1 or N2 SM information received from the UE or from the AN.
	Request/Response
	AMF, I-SMF

	Release SM Context
	Release the SM context of a PDU session when the PDU session has been released.
	Request/Response
	AMF

	Notify SM Context Status
(see NOTE 1) 
	Notify the NF Service Consumer about the status of an SM Context of a PDU session (e.g. the SM Context is released within the SMF).
	Subscribe/Notify
	AMF

	Retrieve SM Context
(see NOTE 2)  
	Retrieve an SM context of a PDU session from SMF, or from V-SMF in HR roaming scenarios, for 5GS to EPS mobility, or from an I-SMF during insertion/change of I-SMF, or from V-SMF during change of V-SMF.
	Request/Response
	AMF, I-SMF, V-SMF

	Create
	Create a PDU session in the H-SMF, in HR roaming scenarios, or in the SMF for PDU sessions involving an I-SMF.
	Request/Response
	V-SMF, I-SMF

	Update
	Update a PDU session in the H-SMF or V-SMF, in HR roaming scenarios.
	Request/Response
	V-SMF, H-SMF

	Release
	Release a PDU session in the H-SMF, in HR roaming scenarios. 
	Request/Response
	V-SMF

	Notify Status
(see NOTE 3) 
	Notify the NF Service Consumer about the status of a PDU session (e.g. the PDU session is released due to local reasons within the H-SMF).
	Subscribe/Notify
	V-SMF

	NOTE 1:	This corresponds to the SMContextStatusNotify service operation defined in 3GPP TS 23.502 [3].
NOTE 2:	This corresponds to the ContextRequest service operation defined in 3GPP TS 23.502 [3].
NOTE 3:	This corresponds to the StatusNotify service operation defined in 3GPP TS 23.502 [3].




* * * Next Change * * * *
[bookmark: _Toc11337782]5.2.2.7	Create service operation
[bookmark: _Toc11337783]5.2.2.7.1	General
The Create service operation shall be used to create an individual PDU session in the H-SMF for HR roaming scenarios, or in the SMF for PDU sessions involving an I-SMF.
It is used in the following procedures: 
-	UE requested PDU Session Establishment with or without an I-SMF insertion (see clauses 4.3.2.2.2 and 4.23.5.1 of 3GPP TS 23.502 [3]);
-	when an I-SMF is inserted during the Registration, Service Request, Inter NG-RAN node N2 based handover and Xn based handover procedures (see clauses 4.23.3, 4.23.4, 4.23.7.3 and 4.23.11.2 of 3GPP TS 23.502 [3]);
-	EPS to 5GS Idle mode mobility or handover using N26 interface (see clause 4.11 of 3GPP TS 23.502 [3]);
-	EPS to 5GS mobility without N26 interface (see clause 4.11.2.3 3 of GPP TS 23.502 [3]);
-	Handover of a PDU session between 3GPP access and non-3GPP access, when the target AMF does not know the SMF resource identifier of the SM context used by the source AMF, e.g. when the target AMF is not in the PLMN of the N3IWF (see clause 4.9.2.3.2 of 3GPP TS 23.502 [3]); 
-	Handover from EPS to 5GC-N3IWF (see clause 4.11.3.1 of 3GPP TS 23.502 [3]); 
-	Handover from EPC/ePDG to 5GS (see clause 4.11.4.1 of 3GPP TS 23.502 [3]). 
The NF Service Consumer (e.g. V-SMF or I-SMF) shall create a PDU session in the SMF (i.e. H-SMF for a HR PDU session, or SMF for a PDU session involving an I-SMF) by using the HTTP POST method as shown in Figure Figure 5.2.2.7.1-1.  




Figure 5.2.2.7.1-1: PDU session creation
1.	The NF Service Consumer shall send a POST request to the resource representing the PDU sessions collection resource of the H-SMF. The payload body of the POST request shall contain: 
-	a representation of the individual PDU session resource to be created; 
-	the Request Type IE, if it is received from the UE and if the request refers to an existing PDU session or an existing Emergency PDU session; the Request Type may be included otherwise;
-	the indication that a MA-PDU session is requested, if a MA-PDU session is required to be established;
-	the vsmfId IE or ismfId IE identifying the serving V-SMF or I-SMF respectively;
-	the cpCiotEnabled IE with the value "True", if Control Plane CIoT 5GS Optimisation is enabled for this PDU session;
-	the Invoke NEF indication with the value "True" for a home-routed PDU session, if the cpCiotEnabled IE is set to "True" and data delivery via NEF is selected for the PDU session;
-	the vcnTunnelInfo IE or icnTunnelInfo IE with the N9 tunnel information of the UPF controlled by the V-SMF or I-SMF respectively, except when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session; 
-	the anType IE;
-	the secondAnType IE, if the UE is registered over both 3GPP and Non-3GPP accesses;
-	a URI ({vsmfPduSessionUri} or {ismfPduSessionUri})) representing the PDU session resource in the V-SMF or I-SMF, for possible use by the H-SMF to subsequently modify or release the PDU session; 
-	the list of DNAIs supported by the I-SMF, for a PDU session with an I-SMF. 
As specified in clause 4.3.2.2.2 of 3GPP TS 23.502 [3], the NF Service Consumer shall be able to receive an Update request before receiving the Create Response, e.g. for EPS bearer ID allocation (see clause 4.11.1.4.1 of 3GPP TS 23.502 [3]) or Secondary authorization/authentication (see clause 4.3.2.3 of 3GPP TS 23.502 [3]).
2a.	On success, "201 Created" shall be returned, the payload body of the POST response shall contain:
-	the representation describing the status of the request; 
-	the QoS flow(s) to establish for the PDU session, except when Control Plane CIoT 5GS Optimisation is enabled for this PDU session;
-	the epsPdnCnxInfo IE and, for each EPS bearer, an epsBearerInfo IE, if the PDU session may be moved to EPS during its lifetime;   
-	the "Location" header containing the URI of the created resource. 
The authority and/or deployment-specific string of the apiRoot of the created resource URI may differ from the authority and/or deployment-specific string of the apiRoot of the request URI received in the POST request.
If an Update Request was sent to the NF Service Consumer V-SMF before the Create Response, the URI in the "Location" header and in the hsmfPduSessionUri IE (or smfPduSessionUri IE for a PDU session with an I-SMF) of the H-SMF initiated Update Request shall be the same. If the Request Type was received in the request and set to EXISTING_PDU_SESSION or EXISTING_EMERGENCY_PDU_SESSION (i.e. indicating that this is a request for an existing PDU session or an existing emergency PDU session), the SMF shall identify the existing PDU session or emergency PDU session based on the PDU Session ID; in this case, the SMF shall not create a new PDU session or emergency PDU session but instead update the existing PDU session or emergency PDU session and provide the representation of the updated PDU session or emergency PDU session in the response to the NF Service Consumer.
The POST request shall be considered as colliding with an existing PDU session context if: 
-	it includes the same SUPI, or PEI for an emergency registered UE without a UICC or without an authenticated SUPI, and the same PDU Session ID as for an existing PDU session context; and 
-	this is a request to establish a new PDU session, i.e. the RequestType is absent in the request or is present and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST.
	A POST request that collides with an existing PDU session context shall be treated as a request for a new PDU session context. Before creating the new PDU session context, the SMF should delete the existing PDU session context locally and any associated resources in the UPF and PCF. If the vsmfPduSessionUri or ismfPduSessionUri of the existing PDU session context differs from the vsmfPduSessionUri or ismfPduSessionUri received in the POST request, the SMF shall also send a status notification (see clause 5.2.2.10) targeting the vsmfPduSessionUri or ismfPduSessionUri of the existing PDU session context to notify the release of the existing PDU session context.
If the Request Type was received in the request and indicates this is a request for a new PDU session (i.e. INITIAL_REQUEST) and if the Old PDU Session ID was also included in the request, the SMF shall identify the existing PDU session to be released and to which the new PDU session establishment relates, based on the Old PDU Session ID.
The NF Service Consumer shall store any epsPdnCnxInfo and EPS bearer information received from the H-SMF. 
If the response received from the H-SMF contains the alwaysOnGranted attribute set to true, the V-SMFNF Service Consumer shall check and determine whether the PDU session can be established as an always-on PDU session based on local policy.  
	If no GPSI IE is provided in the request, e.g. for a PDU session moved from another access or another system, and the SMF knows that a GPSI is already associated with the PDU session, the SMF shall include the GPSI in the response.
2b.	On failure, or redirection during a UE requested PDU Session Establishment, one of the HTTP status code listed in Table 6.1.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a PduSessionCreateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.5.3.1-3;
-	the n1SmCause IE with the 5GSM cause that the H-SMF proposes the V-SMFNF Service Consumer to return to the UE, if the request included n1SmInfoFromUe;  
-	n1SmInfoToUe with any information to be sent to the UE (in the PDU Session Establishment Reject).  
* * * Next Change * * * *
[bookmark: _Toc11337881]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nsmf service based interface protocol.
Table 6.1.6.1-1: Nsmf specific Data Types
	Data type
	Section defined
	Description
	Applicability

	SmContextCreateData
	6.1.6.2.2
	Information within Create SM Context Request
	

	SmContextCreatedData
	6.1.6.2.3
	Information within Create SM Context Response
	

	SmContextUpdateData
	6.1.6.2.4
	Information within Update SM Context Request
	

	SmContextUpdatedData
	6.1.6.2.5
	Information within Update SM Context Response
	

	SmContextReleaseData
	6.1.6.2.6
	Information within Release SM Context Request
	

	SMContextRetrieveData
	6.1.6.2.7
	Information within Retrieve SM Context Request
	

	SmContextStatusNotification
	6.1.6.2.8
	Information within Notify SM Context Status Request
	

	PduSessionCreateData
	6.1.6.2.9
	Information within Create Request
	

	PduSessionCreatedData
	6.1.6.2.10
	Information within Create Response
	

	HsmfUpdateData
	6.1.6.2.11
	Information within Update Request towards H-SMF
	

	HsmfUpdatedData
	6.1.6.2.12
	Information within Update Response from H-SMF
	

	ReleaseData
	6.1.6.2.13
	Information within Release Request
	

	HsmfUpdateError
	6.1.6.2.14
	Error within Update Response from H-SMF 
	

	VsmfUpdateData
	6.1.6.2.15
	Information within Update Request towards V-SMF
	

	VsmfUpdatedData
	6.1.6.2.16
	Information within Update Response from V-SMF
	

	StatusNotification
	6.1.6.2.17
	Information within Notify Status Request 
	

	QosFlowItem
	6.1.6.2.18
	Individual QoS flow 
	

	QosFlowSetupItem
	6.1.6.2.19
	Individual QoS flow to setup
	

	QosFlowAddModifyRequestItem
	6.1.6.2.20
	Individual QoS flow requested to be created or modified
	

	QosFlowReleaseRequestItem
	6.1.6.2.21
	Individual QoS flow requested to be released
	

	QosFlowProfile
	6.1.6.2.22
	QoS flow profile
	

	GbrQosFlowInformation
	6.1.6.2.23
	GBR QoS flow information
	

	QosFlowNotifyItem
	6.1.6.2.24
	Notification related to a QoS flow
	

	SMContextRetrievedData
	6.1.6.2.27
	Information within Retrieve SM Context Response
	

	TunnelInfo
	6.1.6.2.28
	Tunnel Information
	

	StatusInfo
	6.1.6.2.29
	Status of SM context or of PDU session
	

	VsmfUpdateError
	6.1.6.2.30
	Error within Update Response from V-SMF 
	

	EpsPdnCnxInfo
	6.1.6.2.31
	EPS PDN Connection Information from H-SMF to V-SMF
	

	EpsBearerInfo
	6.1.6.2.32
	EPS Bearer Information from H-SMF to V-SMF
	

	PduSessionNotifyItem
	6.1.6.2.33
	Notification related to a PDU session
	

	EbiArpMapping
	6.1.6.2.34
	EBI to ARP mapping
	

	SmContextCreateError
	6.1.6.2.35
	Error within Create SM Context Response
	

	SmContextUpdateError
	6.1.6.2.36
	Error within Update SM Context Response
	

	PduSessionCreateError
	6.1.6.2.37
	Error within Create Response
	

	MmeCapabilities
	6.1.6.2.38
	MME capabilities
	

	SmContext
	6.1.6.2.39
	Complete SM Context
	DTSSA

	ExemptionInd
	6.1.6.2.40
	Exemption Indication
	

	GtpTeid
	6.1.6.3.2
	GTP Tunnel Endpoint Identifier
	

	ProcedureTransactionId
	6.1.6.3.2
	Procedure Transaction Identifier
	

	EpsPdnCnxContainer
	6.1.6.3.2
	UE EPS PDN Connection container from SMF to AMF
	

	EpsBearerId
	6.1.6.3.2
	EPS Bearer Id
	

	EpsBearerContainer
	6.1.6.3.2
	EPS Bearer container from SMF to AMF
	

	UpCnxState
	6.1.6.3.3
	User Plane Connection State
	

	HoState
	6.1.6.3.4
	Handover State
	

	RequestType
	6.1.6.3.5
	Request Type in Create (SM context) service operation.
	

	RequestIndication
	6.1.6.3.6
	Request Indication in Update (SM context) service operation.
	

	NotificationCause
	6.1.6.3.7
	Cause for generating a notification
	

	Cause
	6.1.6.3.8
	Cause information
	

	ResourceStatus
	6.1.6.3.9
	Status of SM context or PDU session resource
	

	DnnSelectionMode
	6.1.6.3.10
	DNN Selection Mode
	

	EpsInterworkingIndication
	6.1.6.3.11
	EPS Interworking Indication
	

	N2SmInfoType
	6.1.6.3.12
	N2 SM Information Type
	

	MaxIntegrityProtectedDataRate
	6.1.6.3.13
	Maximum Integrity Protected Data Rate
	

	MaReleaseIndication
	6.1.6.3.14
	Multi-Access PDU session release Indication
	MAPDU

	SmContextType
	6.1.6.3.15
	Type of SM Context information
	DTSSA


	

Table 6.1.6.1-2 specifies data types re-used by the Nsmf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nsmf service based interface. 
Table 6.1.6.1-2: Nsmf re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Uint32
	3GPP TS 29.571 [13]
	Unsigned 32-bit integers
	

	Ipv4Addr
	3GPP TS 29.571 [13]
	IPv4 Address
	

	Ipv6Prefix
	3GPP TS 29.571 [13]
	IPv6 Prefix
	

	Uri
	3GPP TS 29.571 [13]
	Uniform Resource Identifier
	

	Supi
	3GPP TS 29.571 [13]
	Subscription Permanent Identifier
	

	Pei
	3GPP TS 29.571 [13]
	Permanent Equipment Identifier
	

	Gpsi
	3GPP TS 29.571 [13]
	General Public Subscription Identifier
	

	AccessType
	3GPP TS 29.571 [13]
	Access Type (3GPP or non-3GPP access)
	

	SupportedFeatures
	3GPP TS 29.571 [13]
	Supported features
	

	Qfi
	3GPP TS 29.571 [13]
	QoS Flow Identifier
	

	pduSessionId
	3GPP TS 29.571 [13]
	PDU Session Identifier
	

	pduSessionType
	3GPP TS 29.571 [13]
	PDU Session Type
	

	Ambr
	3GPP TS 29.571 [13]
	PDU Session Aggregate Maximum Bit Rate
	

	5Qi
	3GPP TS 29.571 [13]
	5G QoS Identifier
	

	Arp
	3GPP TS 29.571 [13]
	Allocation and Retention Priority
	

	ReflectiveQoSAttribute
	3GPP TS 29.571 [13]
	Reflective QoS Attribute
	

	Dynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics for a 5QI that is neither standardized nor pre-configured. 
	

	NonDynamic5Qi
	3GPP TS 29.571 [13]
	QoS characteristics that replace the default QoS characteristics for a standardized or pre-configured 5QI. 
	

	PacketLossRate
	3GPP TS 29.571 [13]
	Packet Loss Rate
	

	NotificationControl
	3GPP TS 29.571 [13]
	Notification Control
	

	Dnn
	3GPP TS 29.571 [13]
	Data Network Name
	

	Snssai
	3GPP TS 29.571 [13]
	Single Network Slice Selection Assistance Information
	

	NfInstanceId
	3GPP TS 29.571 [13]
	NF Instance Identifier
	

	UserLocation
	3GPP TS 29.571 [13]
	User Location
	

	TimeZone
	3GPP TS 29.571 [13]
	Time Zone
	

	ProblemDetails
	3GPP TS 29.571 [13]
	Error description
	

	UpSecurity
	3GPP TS 29.571 [13]
	User Plane Security Policy Enforcement information
	

	RefToBinaryData
	3GPP TS 29.571 [13]
	Cross-Reference to binary data encoded within a binary body part in an HTTP multipart message.
	

	Guami
	3GPP TS 29.571 [13]
	Globally Unique AMF ID
	

	BackupAmfInfo
	3GPP TS 29.571 [13]
	Backup AMF Information
	

	PresenceState
	3GPP TS 29.571 [13]
	Indicates the UE presence in or out of a LADN service area
	

	TraceData
	3GPP TS 29.571 [13]
	Trace control and configuration parameters
	

	PlmnId
	3GPP TS 29.571 [13]
	PLMN Identity
	

	RatType
	3GPP TS 29.571 [13]
	RAT Type
	

	NgApCause
	3GPP TS 29.571 [13]
	NGAP Cause
	

	5GMmCause
	3GPP TS 29.571 [13]
	5G MM Cause
	

	DurationSec
	3GPP TS 29.571 [13]
	Duration in units of seconds
	

	AdditionalQosFlowInfo
	3GPP TS 29.571 [13]
	Additional QoS Flow Information
	

	NfGroupId
	3GPP TS 29.571 [13]
	Network Function Group Id
	

	SecondaryRatUsageReport
	3GPP TS 29.571 [13]
	Secondary RAT Usage Report
	

	SecondaryRatUsageInfo
	3GPP TS 29.571 [13]
	Secondary RAT Usage Information
	

	Dnai
	3GPP TS 29.571 [13]
	Data Network Access Identifier
	DTSSA

	ServiceName
	3GPP TS 29.510 [19]
	Service Name
	

	NgRanTargetId
	3GPP TS 29.518 [20]
	NG-RAN Target Id
	

	RoamingChargingProfile
	3GPP TS 32.291 [26]
	Roaming Charging Profile
	




* * * Next Change * * * *
[bookmark: _Toc11337891]6.1.6.2.9	Type: PduSessionCreateData
Table 6.1.6.2.9-1: Definition of type PduSessionCreateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 
When present, it shall contain the subscriber permanent identify. 
	

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.
When present, it shall be set as follows:
- true: unauthenticated SUPI;
- false (default): authenticated SUPI.
	

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 
For all other cases, this IE shall be present if it is available. 
When present, it shall contain the permanent equipment identifier.
	

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall contain the PDU Session ID, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface.
	

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 
	

	sNssai
	Snssai
	C
	0..1
	This IE shall be present, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. 
When present, it shall contain: 
-	the requested S-NSSAI mapped to the HPLMN S-NSSAI by the VPLMN for a HR PDU session; or
-	the requested S-NSSAI in the serving PLMN for a PDU session with an I-SMF.
	

	vsmfId
	NfInstanceId
	MC
	0..1
	This IE shall be present for a HR PDU session. When present, This IEit shall contain the identifier of the serving V-SMF.
	

	ismfId
	NfInstanceId
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. When present, it shall contain the identifier of the I-SMF.
	DTSSA

	servingNetwork
	PlmnId
	M
	1
	This IE shall contain the serving core network operator PLMN ID. 
	

	requestType
	RequestType
	C
	0..1
	This IE shall be present if the request relates to an existing PDU session or an existing emergency PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. It may be present otherwise.
When present, it shall indicate whether the request refers to a new PDU session or emergency PDU session, or to an existing PDU session or emergency PDU session.
	

	epsBearerId
	array(EpsBearerId)
	C
	1..N
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 
When present, it shall contain the list of EPS bearer Id(s) received from the MME.
	

	pgwS8cFteid
	Bytes
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 
When present, it shall contain Base64-encoded characters, encoding the PGW S8 F-TEID for Control Plane as specified in Figure 8.22-1 of 3GPP TS 29.274 [16], received from the MME.
	

	vsmfPduSessionUri
	Uri
	MC
	0..1
	This IE shall be present for a HR PDU session. When present, it shall include the URI representing the PDU session in the V-SMF.
	

	ismfPduSessionUri
	Uri
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. When present, it shall include the URI representing the PDU session in the I-SMF.
	DTSSA

	vcnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present for a HR PDU session, except when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session.

When present, this IE shall contain the N9 tunnel information on of	the visited CN side, i.e. V-SMF.
	

	icnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present for a PDU session involving an I-SMF, except when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session.

When present, this IE shall contain the N9 tunnel information of	the I-UPF controlled by the I-SMF.
	DTSSA

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.
	

	secondAnType
	AccessType
	C
	0..1
	This IE shall indicate the second Access Network Type to which the PDU session is to be associated.
This IE shall be present if a MA-PDU session is requested and the UE is registered over both 3GPP access and Non-3GPP access. 
	MAPDU

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available.
	

	ueLocation
	UserLocation
	C
	0..1
	This IE shall contain the UE location information, if it is available. See NOTE.
	

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall contain the UE Time Zone, if it is available.
	

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 
This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 
When present, it shall contain: 
-	the last known 3GPP access user location; and
-	the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired. 
See NOTE.
	

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 
	

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF or I-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF or I-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see clause 6.1.6.4.4). 
	

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF or I-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see clause 6.1.6.4.4). 
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported. 
	

	hPcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the H-PCF (for a HR PDU session) selected by the AMF for the UE (for Access and Mobility Policy Control). 
	

	pcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the PCF (for a PDU session with an I-SMF) selected by the AMF for the UE (for Access and Mobility Policy Control). 
	DTSSA

	hoPreparationIndication
	boolean
	C
	0..1
	This IE shall be present during an EPS to 5GS handover preparation using the N26 interface. 

When present, it shall be set as follows:
- true: an EPS to 5GS handover preparation is in progress; the PGW-C/SMF shall not switch the DL user plane of the PDU session yet. 
- false: there is no on-going EPS to 5GS handover preparation in progress. If a handover preparation was in progress, the handover has been completed. The PGW-C/SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo or icnTunnelInfo.
It shall be set to "true" during an EPS to 5GS handover preparation using the N26 interface. 

	

	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall indicate whether the requested DNN corresponds to an explicitly subscribed DNN or to the usage of a wildcard subscription. 
	

	alwaysOnRequested
	boolean
	C
	0..1
	This IE shall be present and set to true if the UE requests to setup an always-on PDU session and this is allowed by local policy in the V-SMF or I-SMF. 

When present, it shall be set as follows:

- true: request for an always-on PDU session
- false (default): not a request for an always-on PDU session

	

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM group serving the UE.
	

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.
	

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been received from AMF and is allowed to be forwarded to H-SMF by operator configuration.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.
	

	vSmfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of the V-SMF service instance serving the PDU session. 
This IE may be used by the H-SMF to identify PDU sessions affected by a failure or restart of the V-SMF service (see clauses 6.2 and 6.3 of 3GPP TS 23.527 [24]).
	

	iSmfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of I-SMF service instance serving the PDU session. 
This IE may be used by the SMF to identify PDU sessions affected by a failure or restart of the I-SMF service (see clauses 6.2 and 6.3 of 3GPP TS 23.527 [24]).
	DTSSA

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the V-SMF or I-SMF service instance serving the PDU session was (re)started (see clause 6.3 of 3GPP TS 23.527 [24]).
	

	roamingChargingProfile
	RoamingChargingProfile
	O
	0..1
	Roaming Charging Profile applicable in the VPLMN (see clauses 5.1.9.1, 5.2.1.7 and 5.2.2.12.2 of 3GPP TS 32.255 [25]). 
	

	chargingId
	string
	O
	0..1
	Charging ID (see clauses 5.1.9.1 of 3GPP TS 32.255 [25]). 
	

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE and the same SMF is selected for SSC mode 3.
When present, it shall contain the old PDU Session ID received from the UE. See clauses 4.3.2.2.1 and 4.3.5.2 of 3GPP TS 23.502 [3]. 
	

	epsBearerCtxStatus
	EpsBearerContextStatus
	C
	0..1
	This IE shall be present during an EPS to 5GS idle mode mobility using the N26 interface, if received in the Create SM Context request. 
When present, it shall be set to the value received in the Create SM Context request. 
	

	amfNfId
	NfInstanceId
	C
	0..1
	This IE shall be present unless the PDU session is related to regulatory prioritized service. 
When present, it shall contain the identifier of the serving AMF during UE-requested PDU Session Establishment Procedure. See clauses 4.3.2.2.2 of 3GPP TS 23.502 [3].
	

	guami
	Guami
	C
	0..1
	This IE shall be present if the amfNfId is present. 
When present, it shall contain the serving AMF's GUAMI.
	

	cpCiotEnabled
	boolean
	C
	0..1
	This IE shall be present with the value "True" if the "5gCiotCpEnabled" attribute is received with "True" value in SM Context Create request, indicating the Control Plane CIoT 5GS Optimisation is enabled for the PDU session (see 3GPP TS 23.502 [3], clause 4.3.2.2.2).

When present, it shall be set as follows:
- True: Control Plane CIoT 5GS Optimisation is enabled.
- False (default): Control Plane CIoT 5GS Optimisation is not enabled.

	CPCIOT

	invokeNef
	boolean
	C
	0..1
	This IE shall be present with value "True", if Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for the PDU session.

When present, it shall be set as follows:
-	True: Data delivery via NEF is selected.
-	False (default): Data delivery via NEF is not selected.

	CPCIOT

	maPduIndication
	boolean
	C
	0..1
	This IE shall be present if a MA-PDU session is requested.
When present, it shall be set as follows:
- True: a MA-PDU session is requested
- False (default): a MA-PDU session is not requested
	MAPDU

	dnaiList
	array(Dnai)
	C
	1..N
	This IE shall be present over N16a if an I-SMF is inserted into a PDU session during the following procedures: PDU session establishment, Registration, Service Request, Xn based handover, Inter NG-RAN node N2 based handover (see clause 4.23 of 3GPP TS 23.502 [3]).
When present, it shall include the list of DNAIs supported by the I-SMF.  
	DTSSA

	NOTE:	In shared networks, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator.




* * * Next Change * * * *

[bookmark: _Toc11337892]6.1.6.2.10	Type: PduSessionCreatedData
Table 6.1.6.2.10-1: Definition of type PduSessionCreatedData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the selected PDU type.
	

	sscMode
	string
	M
	1
	This IE shall indicate the SSC mode applicable to the PDU session. 
When present, it shall be encoded as one character in hexadecimal representation, taking a value of "0" to "7", representing the 3 bits of the SSC mode value of the SSC mode IE specified in clause 9.11.4.16 of 3GPP TS 24.501 [7]. 

Pattern: "^[0-7]$"

Example: SSC mode 3 shall be encoded as "3".
See NOTE.
	

	hcnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present for a HR PDU session, except when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session.

When present, this IE shall contain the N9 tunnel information ofn  the home CN side, i.e. H-SMF.
	

	cnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present for a PDU session involving an I-SMF, except when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session.

When present, this IE shall contain the N9 tunnel information of	the SMF.
	DTSSA

	sessionAmbr
	Ambr
	C
	0..1
	This IE shall be present, except when Control Plane CIoT 5GS Optimisation is enabled for the PDU session.

When present, this IE shall contain the Session AMBR granted to the PDU session.
	

	qosFlowsSetupList
	array(QosFlowSetupItem)
	C
	1..N
	This IE shall be present, except when Control Plane CIoT 5GS Optimisation is enabled for the PDU session.

When present, this IE shall contain the set of QoS flow(s) to establish for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule.
	

	hSmfInstanceId
	NfInstanceId
	MC
	0..1
	This IE shall be present for a HR PDU session. When present, it shall contain the identifier of the home H-SMF.
	

	smfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. When present, it shall contain the identifier of the SMF.

	DTSSA

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 
When present, it shall be set to the PDU Session ID. 
	

	sNssai
	Snssai
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover using the N26 interface.
When present, it shall contain: 
-	the S-NSSAI assigned to the PDU session in the Home PLMN, for a HR PDU session;
-	the S-NSSAI assigned to the PDU session in the serving PLMN, for a PDU session with an I-SMF.

	

	enablePauseCharging
	boolean
	C
	0..1
	This IE shall be present, based on operator's policy, to enable the use of Pause of Charging for the PDU session (see clause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:
- true: enable Pause of Charging; 
- false (default): disable Pause of Charging. 
	

	ueIpv4Address
	Ipv4Addr
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv4 address to the PDU session. 
	

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv6 prefix to the PDU session.
	

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF or I-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see clause 6.1.6.4.4). 
	

	epsPdnCnxInfo
	EpsPdnCnxInfo
	C
	0..1
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.
	

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported. 
	

	maxIntegrityProtectedDataRate
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required. 
	

	alwaysOnGranted
	boolean
	C
	0..1
	This IE shall be present if the alwaysOnRequested IE was received in the request or if the H-SMF determines, based on local policy, that the PDU session needs to be established as an always-on PDU session.

When present, it shall be set as follows:

- true: always-on PDU session granted.
- false (default): always-on PDU session not granted.
	

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if no GPSI IE is provided in the request, e.g. for a PDU session moved from another access or another system, and the SMF knows that a GPSI is already associated with the PDU session.

When present, it shall contain the user's GPSI associated with the PDU session.
	

	upSecurity
	UpSecurity
	O
	0..1
	When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane of the PDU session.
	

	roamingChargingProfile
	RoamingChargingProfile
	O
	0..1
	Roaming Charging Profile selected by the HPLMN (see clauses 5.1.9.1, 5.2.1.7 and 5.2.2.12.2 of 3GPP TS 32.255 [25]). 
	

	hSmfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of the H-SMF service instance serving the PDU session, for a HR PDU session. 
This IE may be used by the V-SMF to identify PDU sessions affected by a failure or restart of the H-SMF service (see clause 6.2 of 3GPP TS 23.527 [24]).
	

	smfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of the SMF service instance serving the PDU session, for a PDU session with an I-SMF. 
This IE may be used by the I-SMF to identify PDU sessions affected by a failure or restart of the SMF service (see clause 6.2 of 3GPP TS 23.527 [24]).
	DTSSA

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the H-SMF service instance serving the PDU session was (re)started (see clause 6.3 of 3GPP TS 23.527 [24]).
	

	dnaiList
	array(Dnai)
	C
	1..N
	This IE shall be present over N16a, if available and an I-SMF has been inserted into a PDU session, during the following procedures: PDU session establishment, Registration, Service Request, Xn based handover, Inter NG-RAN node N2 based handover (see clause 4.23 of 3GPP TS 23.502 [3]).
When present, it shall include the list of DNAIs of interest for the PDU session for local traffic steering at the I-SMF.  
	DTSSA

	Ipv6MultiHomingInd
	boolean
	C
	0..1
	This IE shall be present over N16a, if available and an I-SMF has been inserted into the PDU session during the following procedures: PDU session establishment, Registration, Service Request, Xn based handover, Inter NG-RAN node N2 based handover (see clause 4.23 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:

- true: IPv6 multi-homing is permitted.
- false (default): IPv6 multi-homing is not allowed.
	DTSSA

	NOTE:	This IE contains information that the V-SMF or I-SMF only needs to transfer to the UE (without interpretation). It is sent as a separate IE rather than within the n1SmInfoToUE binary data because the Selected SSC mode IE is defined as a "V" IE (i.e. without a Type field) in the NAS PDU Session Establishment Accept message. 
	



* * * Next Change * * * *

[bookmark: _Toc11337921]6.1.6.2.39	Type: SmContext
Table 6.1.6.2.39-1: Definition of type SmContext
	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 
When present, it shall contain the subscriber permanent identity. 

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.
When present, it shall be set as follows:
- true: unauthenticated SUPI;
- false (default): authenticated SUPI.

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 
For all other cases, this IE shall be present if it is available. 
When present, it shall contain the permanent equipment identifier.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the DNN of the PDU session. 

	sNssai
	Snssai
	M
	1
	This IE shall contain the S-NSSAI for the serving PLMN. 

	hplmnSnssai
	Snssai
	C
	0..1
	This IE shall be present for a HR PDU session.
When present, it shall contain the S-NSSAI for the HPLMN. 

	servingNfId
	NfInstanceId
	M
	1
	This IE shall contain the identifier of the serving NF (e.g. serving AMF).

	guami
	Guami
	C
	0..1
	This IE shall contain the serving AMF's GUAMI.
It shall be included if the servingNFId is an AMF.

	serviceName
	ServiceName
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which SM context status notifications are to be sent (see clause 6.5.2.2 of 3GPP TS 29.500 [4]). This IE may be included if the servingNFId is an AMF.

	servingNetwork
	PlmnId
	M
	1
	This IE shall contain the serving core network operator PLMN ID. 

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available.

	smContextStatusUri
	Uri
	M
	1
	This IE shall include the callback URI to receive notification of SM context status.

	hSmfUri
	Uri
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the URI of the Nsmf_PDUSession service of the H-SMF. 

	smfUri
	Uri
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. When present, it shall contain the URI of the Nsmf_PDUSession service of the SMF. 

	pcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the PCF selected by the AMF for the UE (for Access and Mobility Policy Control); it shall be the V-PCF in LBO roaming and the H-PCF in HR roaming.

	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall indicate whether the DNN corresponds to an explicitly subscribed DNN or to the usage of a wildcard subscription. 

	traceData
	TraceData
	C
	0..1
	This IE shall be included if trace is activated for the PDU session (see 3GPP TS 32.422 [22]). 

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM group serving the UE.

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE shall be present if it is available. 
When present, it shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the selected PDU type.

	sscMode
	string
	M
	1
	This IE shall indicate the SSC mode applicable to the PDU session. 
It shall be encoded as one character in hexadecimal representation, taking a value of "0" to "7", representing the 3 bits of the SSC mode value of the SSC mode IE specified in clause 9.11.4.16 of 3GPP TS 24.501 [7]. 

Pattern: "^[0-7]$"

Example: SSC mode 3 shall be encoded as "3".

	sessionAmbr
	Ambr
	M
	1
	This IE shall contain the Session AMBR granted to the PDU session.

	qosFlowsSetupList
	array(QosFlowSetupItem)
	M
	1..N
	This IE shall contain the set of QoS flow(s) established for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule.

	hSmfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be present for a HR PDU session. 
When present, it shall contain the identifier of the home SMF.

	smfInstanceId
	NfInstanceId
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. 
When present, it shall contain the identifier of the SMF.

	enablePauseCharging
	boolean
	C
	0..1
	This IE shall be present for a HR PDU session, if available. 

When present, it shall indicate whether the use of Pause of Charging is enabled for the PDU session (see clause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:
- true: enable Pause of Charging; 
- false (default): disable Pause of Charging. 

	ueIpv4Address
	Ipv4Addr
	C
	0..1
	This IE shall be present if a UE IPv4 address to the PDU session. 

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	This IE shall be present if a UE IPv6 prefix to the PDU session.

	epsPdnCnxInfo
	EpsPdnCnxInfo
	C
	0..1
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	epsBearerInfo
	array(EpsBearerInfo)
	C
	1..N
	This IE shall be present if the PDU session may be moved to EPS during its lifetime.

	maxIntegrityProtectedDataRate
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if the upSecurity IE is present and indicates that integrity protection is preferred or required. 

	alwaysOnGranted
	boolean
	C
	0..1
	This IE shall be present if available. When present, it shall indicate whether this is an always On PDU session and it shall be set as follows:

- true: always-on PDU session granted.
- false (default): always-on PDU session not granted.


	upSecurity
	UpSecurity
	O
	0..1
	When present, this IE shall indicate the security policy for integrity protection and encryption for the user plane of the PDU session.

	hSmfServiceInstanceId
	string
	O
	0..1
	This IE may be present for a HR PDU session. 
When present, this IE shall contain the serviceInstanceId of the H-SMF service instance serving the PDU session. 
This IE may be used by the V-SMF to identify PDU sessions affected by a failure or restart of the H-SMF service (see clause 6.2 of 3GPP TS 23.527 [24]).

	smfServiceInstanceId
	string
	O
	0..1
	This IE may be present for a PDU session with an I-SMF. 
When present, this IE shall contain the serviceInstanceId of the SMF service instance serving the PDU session. 
This IE may be used by the I-SMF to identify PDU sessions affected by a failure or restart of the SMF service (see clause 6.2 of 3GPP TS 23.527 [24]).

	recoveryTime
	DateTime
	O
	0..1
	This IE may be present for a HR PDU session. 
When present, this IE shall indicate the timestamp when the H-SMF service instance serving the PDU session was (re)started (see clause 6.3 of 3GPP TS 23.527 [24]).



Editor's Note: The contents of the SM context in the above table are FFS.

* * * Next Change * * * *
[bookmark: _Toc11337952]A.2	Nsmf_PDUSession API
openapi: 3.0.0

info:
  version: '1.1.0.alpha-1'
  title: 'Nsmf_PDUSession'
  description: |
    SMF PDU Session Service.
    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

[…]

    PduSessionCreateData:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        unauthenticatedSupi:
          type: boolean
          default: false
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        vsmfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        ismfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        servingNetwork:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        requestType:
          $ref: '#/components/schemas/RequestType'
        epsBearerId:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        pgwS8cFteid:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'
        vsmfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        ismfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        vcnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        icnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        secondAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        ueLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        ueTimeZone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        addUeLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        n1SmInfoFromUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        unknownN1SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        hPcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        hoPreparationIndication:
          type: boolean
        selMode:
          $ref: '#/components/schemas/DnnSelectionMode'
        alwaysOnRequested:
          type: boolean
          default: false
        udmGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        routingIndicator:
          type: string
        epsInterworkingInd:
          $ref: '#/components/schemas/EpsInterworkingIndication'
        vSmfServiceInstanceId:
          type: string
        iSmfServiceInstanceId:
          type: string
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        roamingChargingProfile:
          $ref: 'TS32291_Nchf_ConvergedCharging.yaml#/components/schemas/RoamingChargingProfile'
        chargingId:
          type: string
        oldPduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        epsBearerCtxStatus:
          $ref: '#/components/schemas/EpsBearerContextStatus'
        amfNfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        cpCiotEnabled:
          type: boolean
          default: false
        invokeNef:
          type: boolean
          default: false        
        maPduIndication:
          type: boolean
          default: false
        dnaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1
      required:
        - dnn
        - vsmfId
        - servingNetwork
        - vsmfPduSessionUri
        - anType
      oneOf:
        - required: [ vsmfId, vsmfPduSessionUri ]
        - required: [ ismfId, ismfPduSessionUri ]

    PduSessionCreatedData:
      type: object
      properties:
        pduSessionType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionType'
        sscMode:
          type: string
          pattern: '^[0-7]$'
        hcnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        cnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        sessionAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        qosFlowsSetupList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowSetupItem'
          minItems: 1
        hSmfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        smfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        enablePauseCharging:
          type: boolean
          default: false
        ueIpv4Address:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Prefix:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        n1SmInfoToUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        epsPdnCnxInfo:
          $ref: '#/components/schemas/EpsPdnCnxInfo'
        epsBearerInfo:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerInfo'
          minItems: 1
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        maxIntegrityProtectedDataRate:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        alwaysOnGranted:
          type: boolean
          default: false
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        upSecurity:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UpSecurity'
        roamingChargingProfile:
          $ref: 'TS32291_Nchf_ConvergedCharging.yaml#/components/schemas/RoamingChargingProfile'
        hSmfServiceInstanceId:
          type: string
        smfServiceInstanceId:
          type: string
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        dnaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1
        ipv6MultiHomingInd:
          type: boolean
          default: false
      required:
        - pduSessionType
        - sscMode
        - hSmfInstanceId
      oneOf:
        - required: [ hSmfInstanceId ]
        - required: [ smfInstanceId ]

[…]

    SmContext:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        unauthenticatedSupi:
          type: boolean
          default:  false
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        hplmnSnssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        servingNfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        serviceName:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'
        servingNetwork:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        smContextStatusUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        hSmfUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        smfUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        pcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        selMode:
          $ref: '#/components/schemas/DnnSelectionMode'
        traceData:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TraceData'
        udmGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        routingIndicator:
          type: string
        epsInterworkingInd:
          $ref: '#/components/schemas/EpsInterworkingIndication'
        pduSessionType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionType'
        sscMode:
          type: string
          pattern: '^[0-7]$'
        sessionAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        qosFlowsSetupList:
          type: array
          items:
            $ref: '#/components/schemas/QosFlowSetupItem'
          minItems: 1
        hSmfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        smfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        enablePauseCharging:
          type: boolean
          default: false
        ueIpv4Address:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Prefix:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        epsPdnCnxInfo:
          $ref: '#/components/schemas/EpsPdnCnxInfo'
        epsBearerInfo:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerInfo'
          minItems: 1
        maxIntegrityProtectedDataRate:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        alwaysOnGranted:
          type: boolean
          default: false
        upSecurity:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UpSecurity'
        hSmfServiceInstanceId:
          type: string
        smfServiceInstanceId:
          type: string
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - pduSessionId
        - dnn
        - sNssai
        - servingNfId
        - servingNetwork
        - anType
        - smContextStatusUri
        - pduSessionType
        - sscMode
        - sessionAmbr
        - qosFlowsSetupList

[…]

* * * End of Changes * * * *
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