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*** Next Change ***
4.1
Overview

The NEF Northbound interface is between the NEF and the AF. It specifies RESTful APIs that allow the AF to access the services and capabilities provided by 3GPP network entities and securely exposed by the NEF.
This document also specifies the procedures triggered at the NEF by API requests from the AF and by event notifications received from 3GPP network entities.
The stage 2 level requirements and signalling flows for the NEF Northbound interface are defined in 3GPP TS 23.502 [2].
The NEF Northbound interface supports the following procedures:

1)
Procedures for Monitoring

2)
Procedures for Device Triggering

3)
Procedures for resource management of Background Data Transfer
4)
Procedures for CP Parameters and Network Configuration Parameters Provisioning

5)
Procedures for PFD Management

6)
Procedures for Traffic Influence

7)
Procedures for changing the chargeable party at session set up or during the session
8)
Procedures for setting up an AF session with required QoS
9)
Procedures for MSISDN-less Mobile Originated SMS
10)
Procedures for non-IP data delivery
1w)
Procedures for analytics information exposure
Which correspond to the following services respectively, supported by the NEF as defined in 3GPP TS 23.502 [2]:

1)
Nnef_EventExposure service
2)
Nnef_Trigger service
3)
Nnef_BDTPNegotiation service 

4)
Nnef_ParameterProvision service
5)
Nnef_PFDManagement service
6)
Nnef_TrafficInfluence service

7)
Nnef_ChargeableParty service

8)
Nnef_AFsessionWithQoS service

9)
Nnef_MSISDN-less_MO_SMS service
10)
Nnef_NIDDConfiguration and Nnef_NIDD services
1w)
Nnef_AnalyticsExposure service
NOTE 1:
For Nnef_PFDManagement service, only the Nnef_PFDManagement_Create/Update/Delete service operations are applicable for the NEF Northbound interface.

NOTE 2:
For Nnef_NIDD service, NF consumer other than the AF does not use the NEF Northbound interface.

NOTE 3:
For Nnef_NIDDConfiguration service, the Nnef_NIDDConfiguration_Trigger service operation is only applicable for the NEF Northbound interface.

*** Next Change ***
4.4.x
Procedures for analytics information exposure
The procedures are used by the AF to subscribe/unsubscribe to retrieve analytics information via NEF, and are used by the NEF to notify the AF about the requested analytics information.
In order to subscribe to retrieve analytics information, the AF shall send an HTTP POST message to the NEF to the resource "Analytics Exposure Subscriptions", the HTTP POST message shall include AnalyticsExposureSub data structure as request body. The AnalyExposureSubsc data structure shall include:
· identification of the analytics events to subscribe as "analyEvents" attribute;
· indication of the UEs to which the subscription applies via: 
a)
identification of an individual UE via a "gpsi" attribute; or
b)
identification of a group of UE(s) via a "exterGroupId" attribute; or

c)
identification of any UE via the "anyUeInd" attribute.
· a URI where to receive the requested notifications as "notifUri" attribute;
· a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute; and
· description of the analytics reporting information as "analyReportInfo" attribute.
The "analyRepInfo" attribute shall include one or more the following attributes:
· event notification method as "notifMethod" attribute; 
· maximum Number of Reports as "maxReportNbr" attribute; 

· monitoring Duration as "monDur" attribute;
· repetition period for periodic reporting as "repPeriod" attribute;
· immediate reporting indication as "immRep" attribute;
· sampling ratio as "sampRatio" attribute; and/or

· group reporting guard time as "grpRepTime" attribute.
In order to update an existing analytics exposure subscription, the AF shall send an HTTP PUT message to the NEF to the resource "Individual Analytics Exposure Subscription" requesting to change the subscription. 
In order to delete an existing analytics exposure subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Analytics Exposure Subscription".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall interact with the NWDAF to subscribe to, modify or cancel the subscription to the analytics information by using the Nnwdaf_EventsSubscription service as defined in 3GPP TS 29.520 [kk]. If the NEF receives an error code from the NWDAF, the NEF shall not create, update or delete the resource and shall respond to the AF with a status code set to 500 Internal Server Error.
After receiving a successful response from the NWDAF, the NEF shall,
-
for the HTTP POST request, create a resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this analytics exposure subscription. 

-
for the HTTP PUT request, update a resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, and shall responds to the AF with a 200 OK or 204 No Content status code.
-
for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, then shall responds to the AF with a 204 No Content status code.
If the NEF receives an analytics information notification from the NWDAF indicating that the subscribed analytics event has been detected, the NEF shall provide a notification by sending HTTP POST message that include the AnalyEventNotification data structure at least with the detected analytics event to the AF identified by the notification URI together with the notification correlation identifier received during creation of the Individual Analytics Exposure Subscription. Upon receipt of the analytics event notification, the AF shall respond with a "204 No Content" status code to confirm the received notification.
Editor’s Note:
HTTP PATCH operation for partial update is FFS.
Editor’s Note:
Fetching analytics information is FFS.
*** End of Changes ***

