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*** Next Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

AMBR
Aggregate Maximum Bit Rate

AMF
Access and Mobility Management Function

API
Application Programming Interface

DDD
Downlink Data Delivery

DNAI
DN Access Identifier

DNN
Data Network Name

GUAMI
Globally Unique AMF Identifier

HTTP
Hypertext Transfer Protocol

JSON
JavaScript Object Notation
NEF
Network Exposure Function

NF
Network Function

NRF
Network Repository Function

NWDAF
Network Data Analytics Function
SMF
Session Management Function

SUPI
Subscription Permanent Identifier

PCF
Policy Control Function

PRA
Presence Reporting Area

UDM
Unified Data Management
UPF
User Plane Function

*** Next Change ***
4.1.1
Overview

The Session Management Event Exposure Service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6], is provided by the Session Management Function (SMF).

This service:

-
allows consumer NFs to subscribe and unsubscribe for events on a PDU session; and

-
notifies consumer NFs with a corresponding subscription about observed events on the PDU session.

The types of observed events include:

-
UP path change (e,g, addition and/or removal of PDU session anchor);

-
access type change;

-
PLMN change;
-
PDU session release;
-
UE IP address/prefix change; and/or

-
QoS flow level network data.

*** Next Change ***
4.1.2
Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging related 5G architecture is also described in 3GPP TS 29.513 [7].

The Session Management Event Exposure Service (Nsmf_EventExposure) is part of the Nsmf service-based interface exhibited by the Session Management Function (SMF),

Known consumer of the Nsmf_EventExposure_Notify service are:

-
Network Exposure Function (NEF),
-
Access and Mobility Management Function (AMF),
-
Application Function (AF),
-
Unified Data Management (UDM), and

-
Network Data Analytics Function (NWDAF).
The PCF accesses the Session Management Event Exposure Service at the SMF via the N7 Reference point.

NOTE:
The PCF can implicitly subscribe on behalf of the AF and NEF to the UP_PATH_CH event by including the information on AF subscription within the PCC rule.

Editor´s note: Implicit subscription of the PCF for the "downlink data delivery status" event is ffs to solve issues related to the interactions with traffic descriptors for that event with traffic descriptors supplied by PCC.
The AMF accesses the Session Management Event Exposure Service at the SMF via the N11 Reference point.
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Figure 4.1.2-1: Reference Architecture for the Nsmf_EventExposure_Notify Service; SBI representation
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Figure 4.1.2-2: Reference Architecture for the Nsmf_EventExposure_Notify Service: reference point representation

*** Next Change ***
4.1.3.2
NF Service Consumers

The Network Exposure Function (NEF);

-
provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g. 3rd parties or internal exposure.

The Access and Mobility Management function (AMF) provides:

-
Registration management;

-
Connection management;

-
Reachability management; and
-
Mobility Management.

The Application Function (AF)

-
interacts with the 3GPP Core Network to provide services.

The Unified Data Management (UDM).
-
has access to subscriber information, can determine the SMF serving a user based on that data, and can then subscribe to event notifications for a user (e.g. when triggered by the NEF).

The Network Data Analytics Function (NWDAF)

-
collects data based on event subscription, provided by AMF, SMF, PCF, UDM, AF (directly or via NEF), and OAM;

-
retrieve information about NFs;

-
On demand provision of analytics to consumers, as indicated in clause 6, 3GPP TS 23.288 [x]. 
*** Next Change ***
4.2.3.1
General

This service operation is used by an NF service consumer to subscribe for event notifications on a specified PDU Session, or for all PDU Sessions of one UE, group of UE(s) or any UE, or to modify an existing subscription. The following are the types of events for which a subscription can be made:

-
UP path change;

-
PDU Session release;

-
Change of Access Type;
-
PLMN change;
-
UE IP address change;
-
if the "DownlinkDataDeliveryStatus" feature is supported, downlink data delivery status, and
NOTE:
The downlink data delivery status event is also used by the UDM for the purpose of downlink data delivery failure notifications.
· QoS flow level network data.
The following procedures using the Nsmf_EventExposure_Subscribe service operation are supported:

-
creating a new subscription;

-
modifying an existing subscription.

*** End of Changes ***
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