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*** 1st Change ***

5.5.2.1
AF-initiated PFD management procedure

This subclause describes the procedure initiated by the AF for creation, update or removal of packet flow descriptions of the application(s) in operator's network as depicted in figure 5.5.2.1-1.
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Figure 5.5.2.1-1 AF-initiated PFDF management procedure
1.
To create PFDs resources for one or more application identifier(s), the AF invokes the Nnef_PFDmanagement_Create service operation to the NEF by sending the HTTP POST request to the resource "Individual PFD Management Transaction".


To update the PFDs for an existing individual transaction, the AF invokes the Nnef_PFDmanagement_Update service operation by sending the HTTP PUT request to the resource "Individual PFD Management Transaction".


To update the PFDs for an existing Application Identifier, the AF invokes the Nnef_PFDmanagement_Update service operation by sending the HTTP PUT or PATCH request to the resource "Individual Application PFD Management".


To remove the PFDs for an existing individual transaction "Individual PFD Management Transaction", the AF invokes the Nnef_PFDmanagement_Delete service operation by sending the HTTP DELETE request to the resource "Individual PFD Management Transaction".

To remove the PFDs for an existing individual application, the AF invokes the Nnef_PFDmanagement_Delete service operation by sending the HTTP DELETE request to the resource "Individual Application PFD Management".
NOTE 1:
For details of Nnef_PFDmanagement_Create/Update/Delete service operations refer to 3GPP TS 29.522 [24].
2.
The NEF checks whether the application is authorized to perform this request based on the operator policies.

3.
The NEF invokes Nudr_DataRepository operation service to the UDR as follows:

-
if PFD creation was requested in step 1, the NEF shall invoke the Nudr_DataRepository_Create service operation by sending an HTTP PUT request message to the resource "Individual PFD Data".
-
if PFD update was requested in step 1, the NEF shall invoke the Nudr_DataRepository_Create and/or Nudr_DataRepository_Update service operation by sending an HTTP PUT request message to the resource "Individual PFD Data", and/or invoke the Nudr_DataRepository_Delete service operation by sending an HTTP DELETE request message to the resource "Individual PFD Data".
-
if PFD removal was requested in step 1, the NEF shall invoke the Nudr_DataRepository_Delete service operation by sending an HTTP DELETE request message to the resource "Individual PFD Data".
NOTE 2:
PFD creation/update/removal in step 1 can include PFD management request for multiple applications, but the UDR service for PFD management only supports one application at a time.
NOTE 3:
For details of Nudr_DataRepository_Create/Update/Delete service operations refer to 3GPP TS 29.519 [12].
4.
The UDR shall send the HTTP response message to the NEF correspondingly.

5.
The NEF sends Nnef_PFDManagement_Create/Update/Delete Response to the AF.
*** 2rd Change ***

5.2.1
SM Policy Association Establishment
This clause is applicable if a new SM Policy Association is being established.

[image: image2.emf]SMF PCF UDR CHF

1. Npcf_SMPolicyControl_Create request

2. Nudr_DataRepository_Query

 

 request

3. Nudr_DataRepository_Query  response

4. Nudr_DataRepository_Subscribe

 

 request

5. Nudr_DataRepository_Subscribe  response

6. Initial/Intermediate Spending Limit Report Retrieval 

7. Policy decision

BSF

8. Nbsf_Management_Register request

9. Nbsf_Management_Register response

10. Npcf_SMPolicyControl_Create response


Figure 5.2.1-1: SM Policy Association Establishment procedure
This procedure concerns both roaming and non-roaming scenarios.
In the home routed roaming case, the PCF acts as the H-PCF. In the LBO roaming case, the PCF acts as the V-PCF, and the step 2 to 5 shall be skipped.
1.
The SMF receives a PDU session establishment request from the UE. The SMF selects the PCF as described in subclause 8.3 and invokes the Npcf_SMPolicyControl_Create service operation by sending the HTTP POST request to the "SM Policies" resource. The request operation provides the SUPI, the PDU session ID, PDU Session Type, DNN, and S-NSSAI, and may provide the GPSI, the Internal Group Identifier, the Access Type, the IPv4 address or the IPv6 network prefix (if available), the PEI if received in the SMF, the User Location Information, the UE Time Zone, Serving Network, RAT type, charging information, the Session-AMBR, the DN-AAA authorization profile index if available, and the subscribed default 5QI/ARP, if available. The request operation also includes a Notification URI to indicate to the PCF where to send a notification when the SM related policies are updated.
2-3.
If PCF does not have the subscription data for the SUPI and DNN, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource as specified in 3GPP TS 29.519 [12].The UDR sends an HTTP "200 OK" response to the PCF with the policy control subscription data.

Additionally, if the TSC feature defined in 3GPP TS 29.512 [9] is supported, the PCF invokes the Nudr_DataRepository_Query service operation to retrieve the stored AF influence data in the UDR by sending the HTTP GET request to the "Influence Data" resource as specified in 3GPP TS 29.519 [12]. The UDR sends an HTTP "200 OK" response with the stored AF request.
4-5.
To request notifications from the UDR on changes in the subscription information, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.

Additionally, if the TSC feature defined in 3GPP TS 29.512 [9] is supported, to request notifications from the UDR on changes in the AF influence data, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "Influence Data Subscription" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
6.
If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF, and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report Retrieval as defined in subclause 5.3.2. If policy counter status reporting is already established for the subscriber, and the PCF determines that the status of additional policy counters are required, the PCF initiates an Intermediate Spending Limit Report Retrieval as defined in subclause 5.3.3.
7.
The PCF makes the policy decision to determine the information provided in step 10.
8.
In the case that the BSF is to be used and that either the IP address/prefix or MAC address is available, the PCF invokes the Nbsf_Management_Register service operation by sending HTTP POST request to create the PDU session binding information for a UE in the BSF as detailed in subclause 8.5.2.

9.
The PCF receives an HTTP "201 Created" response from the BSF with the created binding information as detailed in subclause 8.5.2.

10.
The PCF sends an HTTP "201 Created" response to the SMF with the determined policies as described in subclause 4.2.2 of 3GPP TS 29.512 [9].
NOTE:
After this step the PCF can subscribe to SMF events associated with the PDU Session.
*** End of Changes ***
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