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	Reason for change:
	At CT1#117, CR 1231 to TS 24.501 (C1-193929) was agreed. The CR added the following normative requirements on the UE e.g. in case of access to PLMN services via an SNPN:

In order to support QoS differentiation in case of access to PLMN services via an SNPN, the UE, within the SNPN, constructs packet filters based on the destination IP address to reach the N3IWF in the PLMN and the security parameters index (SPI) for the IPsec SA.
In order to support QoS differentiation in case of access to SNPN services via a PLMN, the UE, within the PLMN, constructs packet filters based on the destination IP address to reach the N3IWF in the SNPN and the security parameters index (SPI) for the IPsec SA.
Editor's note:	It is FFS how the UE constructs packet filters based on the destination IP address to reach the N3IWF and the SPI for the IPsec SA.

There are no normative requirements in stage 2 on how the UE constructs the packet filters based on the destination IP address to reach the N3IWF and the SPI for the IPsec SA.

Therefore, it is proposed to move the text to informative notes. 

	
	

	Summary of change:
	The requirements on the UE to construct packet filters based on the N3IWF destination IP address and the SPI for the IPsec SA in case of access to PLMN (resp. SNPN) services via an SNPN (resp. PLMN) were moved to informative notes and the related Editor’s note was removed.

	
	

	Consequences if not approved:
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*** First change ***
6.2.5.1.1.2	Signalled QoS rules
The NAS protocol enables the network to provide the UE with signalled QoS rules associated with a PDU session.
The network can provide the UE with one or more signalled QoS rules associated with a PDU session at the PDU session establishment or at the PDU session modification.
Each signalled QoS rule contains:
a)	an indication of whether the QoS rule is the default QoS rule;
b)	a QoS rule identifier (QRI);
c)	a QoS flow identifier (QFI);
d)	optionally, a set of packet filters; and
e)	a precedence value.
NOTE 1:	The default QoS rule indication (DQR) of a signalled QoS rule cannot be changed.
For case d) above:
1)	If the QoS rule is the default rule of a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type, the set of packet filters contains zero or more packet filters for DL direction, and may additionaly contain one of the following:
A)	a match-all packet filter for UL direction;
B)	a match-all packet filter for UL and DL directions;
C)	zero or more packet filters for UL direction (other than the match-all packet filter for UL direction);
D)	zero or more packet filters for UL and DL directions (other than the match-all packet filter for UL and DL directions); or
E)	one or more packet filters for UL direction (other than the match-all packet filter for UL direction) and one or more packet filters for UL and DL directions (other than the match-all packet filter for UL and DL directions).
	The set of packet filters for the default rule shall not be empty. If the default QoS rule contains a match-all packet filter, then the highest precedence value shall be used for the default QoS rule.
2)	If the QoS rule is a QoS rule of a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type and is not the default QoS rule, the set of packet filters contains zero or more packet filters for the DL direction, and may additionally contain one of the following:
A)	zero or more packet filters for UL direction (other than the match-all packet filter for UL direction); and
B)	zero or more packet filters for both UL and DL directions (other than the match-all packet filter for UL and DL directions).
The set of packet filters for a QoS rule which is not the default QoS rule shall not be empty.
3)	For PDU session of unstructured PDU session type, there is only one QoS rule associated with it and the set of packet filters of that QoS rule is empty.
If the UE requests a new QoS rule, it shall assign a precedence value for the signalled QoS rule which is not in the range from 70 to 99 (decimal).
NOTE 2:	In order to support QoS differentiation in case of access to PLMN services via an SNPN, the UE, within the SNPN, can construct packet filters based on the destination IP address to reach the N3IWF in the PLMN and the security parameters index (SPI) for the IPsec SA.
In order to support QoS differentiation in case of access to PLMN services via an SNPN, the UE, within the SNPN, constructs packet filters based on the destination IP address to reach the N3IWF in the PLMN and the security parameters index (SPI) for the IPsec SA.
NOTE 3:	In order to support QoS differentiation in case of access to SNPN services via a PLMN, the UE, within the PLMN, can construct packet filters based on the destination IP address to reach the N3IWF in the SNPN and the security parameters index (SPI) for the IPsec SA.
In order to support QoS differentiation in case of access to SNPN services via a PLMN, the UE, within the PLMN, constructs packet filters based on the destination IP address to reach the N3IWF in the SNPN and the security parameters index (SPI) for the IPsec SA.
Editor's note:	It is FFS how the UE constructs packet filters based on the destination IP address to reach the N3IWF and the SPI for the IPsec SA.
Within a PDU session:
a)	each signalled QoS rule has a unique QRI;
b)	there is at least one signalled QoS rule;
c)	one signalled QoS rule is the default QoS rule; and
d)	there can be zero, one or more signalled QoS rules associated with a given QFI.

*** End of changes ***
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