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	Reason for change:
	If an MS does a LR request on a tracking area identified by a TAI, and receives a message with 5GMM cause value #12, then the MS stores the TAI in "5GS forbidden tracking areas for regional provision of service", to prevent repeated access attempts on a cell of the tracking area identified by the TAI.
However, in case of the MS operating in SNPN access mode, TAI (consisting of PLMN ID and TAC) inserted in "5GS forbidden tracking areas for regional provision of service" due 5GMM cause value #12 received in SNPN1 can incorrectly prevent access attempts in SNPN2.

Example:

- SNPN1 contains tracking area A. The SNPN1 uses PLMN ID consisting of MCC=999 and MNC=X and uses NID=N1. The tracking area A of the SNPN1 happens to have TAC=T.

- SNPN2 contains tracking area B. The SNPN2 uses PLMN ID consisting of MCC=999 and MNC=X uses uses NID=N2. The tracking area B of the SNPN2 happens to have TAC=T.

Despite the NID of the SNPN1 being different from the NID of the SNPN2, the TAIs (consisting of the PLMN ID and the TAC) of the tracking area A of the SNPN1 and of the tracking area B of the SNPN2 in the example above are the same (MCC=999, MNC=X, TAC=T).

Thus, 5GMM cause value #12 received in the tracking area A in the SNPN1 will incorrectly prevent access attempts in the tracking area B in the SNPN2.

In Apr 2019 CT1 meeting, it was proposed to specify usage of additional "5GS SNPN forbidden tracking areas for regional provision of service" consisting of <SNPN identity, TAC> entries. However, this was not agreed and instead an editor's note below was inserted.

Editor's note: FFS whether a list of forbidden 5GS tracking areas is needed.

Another possible solution of this issue is that the MS associates "5GS forbidden tracking areas for regional provision of service" with the selected SNPN.

	
	

	Summary of change:
	An MS operating in SNPN access mode has several lists of "5GS forbidden tracking areas for regional provision of service", each associated with a SNPN, and uses the one associated with the selected SNPN.
The editor's note is removed.

	
	

	Consequences if not approved:
	5GMM cause value #12 received in the tracking area A in the SNPN1 will incorrectly prevent access attempts in the tracking area B in the SNPN2.
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***** change *****
3.2
Regional provision of service

An MS may have a "regionally restricted service" where it can only obtain service on certain areas (i.e. LAs or TAs). If such an MS attempts to camp on a cell of an area for which it does not have service entitlement, when it does an LR request, it will receive a message with cause value #12 (see 3GPP TS 24.008 [23], 3GPP TS 24.301 [23A] and 3GPP TS 24.501 [64]). In this case, the MS shall take the following actions depending on the access technology in which the message was received:
GSM, GSM COMPACT or UTRAN:

-
The MS stores the forbidden LA identity (LAI) in a list of "forbidden location areas for regional provision of service", to prevent repeated access attempts on a cell of the forbidden LA. This list is deleted when the MS is switched off or the SIM is removed. The MS enters the limited service state.

E-UTRAN:


The MS stores the forbidden TA identity (TAI) in a list of "forbidden tracking areas for regional provision of service", to prevent repeated access attempts on a cell of the forbidden TA. This list is deleted when the MS is switched off or the SIM is removed. The MS enters the limited service state.
NG-RAN:


The MS stores the forbidden TA identity (TAI) in a list of "5GS forbidden tracking areas for regional provision of service", to prevent repeated access attempts on a cell of the forbidden TA. This list is deleted when the MS is switched off or the SIM is removed. The MS enters the limited service state.
In A/Gb mode, a cell may be reserved for SoLSA exclusive access (see 3GPP TS 24.008 [23] and 3GPP TS 44.060 [39]). An MS is only allowed to camp normally on such a cell if it has a Localised Service Area subscription to the cell. Other MS may enter the limited service state. 

NOTE 1:
In A/Gb mode, in a SoLSA exclusive cell the MCC+MNC code is replaced by a unique escape PLMN code (see 3GPP TS 23.073), not assigned to any PLMN, in SI3 and SI4. An MS not supporting SoLSA may request for location update to an exclusive access cell. In this case the location attempt is rejected with the cause "PLMN not allowed" and the escape PLMN code is added to the list of the "forbidden PLMNs".

The MS operating in SNPN access mode shall maintain one or more lists of "5GS forbidden tracking areas for regional provision of service", each associated with an SNPN. The MS shall use the list of "5GS forbidden tracking areas for regional provision of service" associated with the selected SNPN. If the MS selects a new SNPN, the MS shall keep the list of "5GS forbidden tracking areas for regional provision of service" associated with the previously selected SNPN. If the number of the lists to be kept is higher than supported, the MS shall delete the oldest stored list of "5GS forbidden tracking areas for regional provision of service". The MS shall delete all lists of "5GS forbidden tracking areas for regional provision of service", when the MS is switched off. The MS shall delete the list of "5GS forbidden tracking areas for regional provision of service" associated with an SNPN, when the entry of the SNPN in the list of subscriber data" is updated.
NOTE 2:
The number of the lists of "5GS forbidden tracking areas for regional provision of service" supported by the MS is MS implementation specific.

***** change *****
4.9.3.0
General
The registration on the selected SNPN and the LR are only necessary if the MS is capable of services which require registration. Otherwise, the SNPN selection procedures are performed without registration.

The ME is configured with a "list of subscriber data" containing zero or more entries. Each entry of the "list of subscriber data" consists of a subscriber identifier, credentials, and an SNPN identity. The subscriber identifier is a SUPI containing a network-specific identifier.

NOTE 1:
How the ME is configured with the "list of subscriber data" is out of scope of 3GPP in this release of the specification.

NOTE 2:
Multiple entries can include the same subscriber identifier and credentials.
Editor's note: FFS whether equivalent SNPNs are needed.

Editor's note: FFS whether a shared network is needed in SNPN.


Editor's note: suitable cell in SNPN needs to be specified by RAN2

Editor's note: indicating human-readable name for SNPN is FFS

