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***** 1st change *****
4.x
Multi-access (MA) PDU session

The 5GS supports multi-access (MA) PDU session.

The UE, the AMF and the SMF may support MA PDU session.
***** 2nd change *****
5.4.5.2.3
UE-initiated NAS transport of messages accepted by the network
Upon reception of a UL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
"N1 SM information", the AMF looks up a PDU session routing context for:

1)
the UE and the PDU session ID IE in case the Old PDU session ID IE is not included, and:

NOTE 1:
If the Old PDU session ID IE is not included in the UL NAS TRANSPORT message and the AMF has received a reallocation requested indication from the SMF, the AMF needs to ignore the reallocation requested indication.

i)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the Request type IE is either not included or is included but set to other value than "initial request", "existing PDU session", "initial emergency request", "existing emergency PDU session" or "MA PDU request", the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context;
ii)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, the Request type IE is included and is set to "existing PDU session" or "MA PDU request", and the S-NSSAI associated with the PDU session identified by the PDU session ID is allowed for the target access type, the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
iii)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE is included and is set to "initial request" or "MA PDU request":

A)
the AMF shall select an SMF with following handlings:

If the S-NSSAI IE is not included and the user's subscription context obtained from UDM:

-
contains one default S-NSSAI, the AMF shall use the default S-NSSAI as the S-NSSAI;
-
contains two or more default S-NSSAIs, the AMF shall use one of the default S-NSSAIs selected by operator policy as the S-NSSAI; and

-
does not contain a default S-NSSAI, the AMF shall use an S-NSSAI selected based on operator policy as the S-NSSAI.


If the DNN IE is not included, and the user's subscription context obtained from UDM:

-
contains the default DNN for the S-NSSAI, the AMF shall use the default DNN as the DNN; and

-
does not contain the default DNN for the S-NSSAI, the AMF shall use a locally configured DNN as the DNN; and


If the DNN is a LADN DNN, the AMF shall determine the UE presence in LADN service area; and
NOTE 2:
SMF selection is out of scope of CT1.

B)
if the SMF selection is successful:

-
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user's subscription context obtained from the UDM; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN, the request type and UE presence in LADN service area (if DNN received corresponds to an LADN DNN) towards the SMF identified by the SMF ID of the PDU session routing context;

iv)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing PDU session" or "MA PDU request", and the user's subscription context obtained from the UDM contains an SMF ID associated with:

A)
the PDU session ID matching the PDU session ID received from the UE, if any; or

B)
the DNN matching the DNN received from the UE, otherwise;


such that the SMF ID includes a PLMN identity corresponding to the UE's HPLMN or the current PLMN, then:
A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID contained in the user's subscription context obtained from the UDM; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

v)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:

A)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall derive the SMF from the emergency DNN or use the statically configured SMF from the AMF emergency configuration data, if configured; and

B)
if the SMF selection is successful:

-
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF, and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and

vi)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data) and the request type towards the SMF identified by the SMF ID of the PDU session routing context; or

vii)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, and the Request type IE is included and is set to "existing emergency PDU session", the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and

viii)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing emergency PDU session", and the user's subscription context obtained from the UDM contains an SMF ID for the DNN matching the DNN received from the UE such that the SMF ID includes a PLMN identity corresponding to the current PLMN, then:
A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID contained in the user's subscription context obtained from the UDM; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; or

2)
the UE and the Old PDU session ID IE in case the Old PDU session ID IE is included, and:

i)
the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall store a PDU session routing context for the PDU session ID and the UE, set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the old PDU session ID and the UE. If the DNN is a LADN DNN, the AMF shall determine the UE presence in LADN service area. The AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the mapped S-NSSAI (if available in roaming scenarios), the DNN, the request type and UE presence in LADN service area (if DNN received corresponds to an LADN DNN) towards the SMF identified by the SMF ID of the PDU session routing context;
ii)
the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated:
A)
the AMF shall select an SMF with the following handling;

If the S-NSSAI IE is not included and the user's subscription context obtained from UDM:

-
contains one default S-NSSAI, the AMF shall use the default S-NSSAI as the S-NSSAI;

-
contains two or more default S-NSSAIs, the AMF shall use one of the default S-NSSAIs selected by operator policy as the S-NSSAI; and

-
does not contain a default S-NSSAI, the AMF shall use an S-NSSAI selected based on operator policy as the S-NSSAI.


If the DNN is a LADN DNN, the AMF shall determine the UE presence in LADN service area.

B)
if the SMF selection is successful:
-
the AMF shall store a PDU session routing context for the PDU session ID and the UE and set the SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN, the request type and UE presence in LADN service area (if DNN received corresponds to an LADN DNN) towards the SMF identified by the SMF ID of the PDU session routing context for the PDU session ID and the UE;

b)
"SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE;

c)
"LTE Positioning Protocol (LPP) message container", the AMF shall forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE of the UL NAS TRANSPORT message;

d)
"SOR transparent container", the AMF shall forward the content of the Payload container IE to the UDM;

e)
"UE policy container", the AMF shall forward the content of the Payload container IE to the PCF.

f)
"UE parameters update transparent container", the AMF shall forward the content of the Payload container IE to the UDM.

g)
"Multiple payloads", the AMF shall first decode the content of the Payload container IE (see subclause 9.11.3.39) to obtain the number of payload container entries and for each payload container entry, the AMF shall:

i)
decode the payload container type field;

ii)
decode the optional IE fieldsand the payload container contents field in the payload container entry; and

iii)
handle the content of each payload container entry the same as the content of the Payload container IE and the associated optional IEs as specified in bullets a) to f) above according to the payload container type field.
***** 3rd change *****
9.11.3.47
Request type

The purpose of the Request type information element is to indicate the type of the 5GSM message.

The Request type information element is coded as shown in figure 9.11.3.47.1 and table 9.11.3.47.1.

The Request type is a type 1 information element.
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Figure 9.11.3.47.1: Request type information element

Table 9.11.3.47.1: Request type information element

	Request type value (octet 1, bit 1 to bit 4)

	

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	initial request

	0
	1
	0
	
	existing PDU session

	0
	1
	1
	
	initial emergency request

	1
	0
	0
	
	existing emergency PDU session

	1
	0
	1
	
	modification request

	1
	1
	0
	
	MA PDU request (NOTE)

	1
	1
	1
	
	reserved

	All other values are unused and shall be interpreted as "initial request", if received by the network.

	NOTE:
This value shall be interpreted as "initial request", if received by a network not supporting MA PDU sessions.


***** End of changes *****
