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Annex A (normative):
Rate control related to 5G Cellular Internet of Things (CIoT) optimisations

A.1
General

The present annex defines specific requirements for rate control related to 5G CIoT optimisations.
A.2
Support of rate control of user data
A.2.1
General
The rate of user data sent to and from a UE (e.g. a UE using 5G CIoT Optimizations) can be controlled in two different ways:

-
Serving PLMN rate control

-
Small data rate control
Serving PLMN rate control is further described in 3GPP TS 23.501 [2].
Small data rate control allows HPLMN operators on per user to control the amount of user data sent DL and UL.
This is done with help of policing user data on a maximum number of user data packets per time unit both DL and UL. Small data DL rate control policing is done in the UPF or the NEF and the small data UL rate control policing is done in the UE. The UPF or NEF can also do small data UL rate control policing. 

For further information on small data rate control in the UE, see 3GPP TS 24.301 [84].
NOTE 1:
Existing Session-AMBR mechanisms are not suitable for such a service since, for radio efficiency and UE battery life reasons, an AMBR of e.g. > 100kbit/s is desirable and such an AMBR translates to a potentially large daily data volume.
NOTE 2:
For serving PLMN rate control and small data rate control, whether the UPF or the NEF is used for data policing depends on the CIoT Optimizations mode that UE and network support (CP or UP Optimizations) and the UE subscription data.
A.2.2
Small Data Rate Control
The small data rate control is configured in the (H-)SMF.

The small data rate control parameters, if configured, shall consist of:

· the maximum number of DL user data packets per time unit,

· the maximum number of UL user data packets per time unit, and

· the maximum number of additional UL exception reports per time unit.

Possible time units shall be, minute, hour, day or week.
If the small data rate control is supported by the UE as indicated in the Extended Protocol Configuration Options (ePCO) IE included in the PDU session establishment request and if the (H-)SMF is configured to use small data rate control, the (H-)SMF shall include small data UL rate control parameters in the ePCO IE of the PDU session establishment reply, and send the small data DL rate control parameters and optionally the UL rate control parameters to the UPF or the NEF. The small data rate control parameters sent to UE, UPF or NEF may not be the initially configured ones in the SMF.
NOTE 1:
The (H-)SMF can receive small data rate control parameters from the AMF.
See 3GPP TS 24.501 [aa] for ePCO IE definition.
If the small data UL rate control parameters are modified, the (H-)SMF shall initiate a PDU session modification procedure and include the small data UL rate control parameters in the ePCO IE. The (H-)SMF may also send the updated small data UL rate control parameters to the UPF or the NEF.

If the small data DL rate control parameters are modified, the (H-)SMF shall send the updated small data DL rate control parameters to the UPF or the NEF.

The UPF or the NEF shall enforce the small data DL rate control and may enforce the small data UL rate control per UE.
NOTE 2:
The UE locally enforces this uplink small data rate control instruction. The UE considers this small data rate control instruction as valid until it receives a new one from the (H-)SMF.
A.2.3
Serving PLMN Rate Control information handling

The serving PLMN rate control is configured in the (V-)SMF and it applies per PDU session.

This rate control is operator configurable and expressed as "X NAS Data PDUs per deci hour" where X is an integer that shall not be less than 10. There are separate limits for uplink and downlink NAS Data PDUs:

If serving PLMN rate control information is received from the SMF, the UPF or the NEF shall store this information and use that for DL rate control enforcement for this UE.
The UE shall enforce the serving PLMN UL rate control based on the rate control information received from the (V-)SMF.
The (V-)SMF may also enforce the serving PLMN UL and/or DL rate control.
If the UPF or the NEF previously have received Serving PLMN rate control information, it shall behave as follows:

· If the UPF or the NEF receives new Serving PLMN rate control information from the SMF, it shall replace the old Serving PLMN rate control information with the new Serving PLMN rate control information and use that for DL rate control enforcement for this UE.

· If the UPF or the NEF receives no Serving PLMN rate control information from the SMF, it shall still consider the latest received Serving PLMN rate control information from the SMF as valid.

· If UPF or the NEF receives an indication that Serving PLMN rate control does not apply from the SMF, it shall remove the rate control information based on Serving PLMN rate control information.
Editor’s Note:
Above procedure needs to confirm with CT4.

Small data rate control, if configured, also applies for the same PDU session, see subclause A.2.2.
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