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	Reason for change:
	The specification indicates that the length of the IMEISV in the SECURITY MODE COMPLETE message is 11 octets.

However, the above length is incorrect. Note that TS 23.003 (subclause 6.2.2) indicates that the length of IMEISV is as follows: 3 octets for TL plus 9 octets for the identity type and 16 digits (8 digits TAC + 6 digits SNR + 2 digits SVN).

After tracking back the CRs which has added or updated the 5G mobile identity IE and this message, one sees that this of having the IMEISV of a length of 11 octets is actually a copy-and-paste mistake done from TS 24.301 (EPS) where the length there it is actually 11 but it has to be 12 for 5GS (i.e., TS 24.501) as the length of the 5G mobile identity IE is 2 octets rather than 1 in TS 24.301 for the Mobile identity IE.

	
	

	Summary of change:
	The length of the IMEISV is corrected to 12 octets.

	
	

	Consequences if not approved:
	Incorrect length of the IMEISV when coded in the SECURITY MODE COMPLETE message. This leads to not following the IMEISV structure defined in TS 23.003 and also to wrong encoding of the IMEISV as one octet is actually missing.
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*** Next change ***
[bookmark: _Toc533172301]8.2.26.1	Message definition
The SECURITY MODE COMPLETE message is sent by the UE to the AMF in response to a SECURITY MODE COMMAND message. See table 8.2.26.1.1.
Message type:	SECURITY MODE COMPLETE
Significance:	dual
Direction:		UE to network
Table 8.2.26.1.1: SECURITY MODE COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Security mode complete message identity
	Message type
9.6
	M
	V
	1

	77
	IMEISV
	5G mobile identity
9.11.3.4
	O
	TLV-E
	121

	71
	NAS message container
	NAS message container
9.11.3.33
	O
	TLV-E
	4-n




