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	Reason for change:
	TS 29.510 requires the NRF to return the complete NF Profile in NFRegister and NFUpdate (NF Profile Complete Replacement) responses.  

NF Profiles can become very large, when encoding e.g. multiple services, lists of TAIs / S-NSSAIs / DNNs / DNAIs / allowed NF domains, ranges of user identities, nrfInfo with maps for hundreds of NF Instances (NRF registration to a hierachical NRF), etc.  

There are typically no change or very few changes in the NFProfile returned by the NRF in NFRegister and NFUpdate responses: 
· the NFProfile in the response may contain a heartbeat timer that was either not included in the NFProfile in the request or that is returned with a different value than what was proposed by the NF Service Consumer; 

Returning the complete NF Profile to the NF Service Consumer at every NF Registration or NF Update: 
· creates unnecessary signalling overhead in the response; 
· causes uncertainty on whether the NF Service Consumer should look up for any possible difference between the NF Profile it sends to the NRF and the NF Profile it gets back from the NRF; 
· creates processing overhead to parse the NFProfile received in the response to find the very few potential changes made by the NRF. 

It is anticipated that NF Service Consumers might simply ignore all the returned NFProfile contents other than the very specific attributes that may change (e.g. heartbeat timer) in the API version they implement. 

Revision 2: 

- Table 6.1.6.2.2-1: the description of nfProfileChangesInd does not contain the line "Read-Only: true", although the OpenAPI contains such indication.
- OpenAPI: missing ":" at then end of nfProfileChangesSupportInd and nfProfileChangesInd. 


	
	

	Summary of change:
	It is proposed to enable the NRF to only signal NF Profile Changes instead of the complete NF Profile in the NF Register and NF Update response. 

The NRF does so by including a NFProfile in its response (like per existing API definition), but with only:  
· mandatory IEs; 
· conditional/optional IEs changed or added by the NRF; and
· a new NF Profile Changes Indicator in the NF Profile indicating that the NF Profile only contains changes. 

Revision 2: 

- Table 6.1.6.2.2-1: the line "Read-Only: true" is added the description of nfProfileChangesInd.
- OpenAPI: ":" is added at then end of nfProfileChangesSupportInd and nfProfileChangesInd. 
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	Consequences if not approved:
	Extra signalling and processing overhead at every NF Registration or NF Update (NF profile complete replacement). 
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	Other comments:
	This CR introduces backward compatible correction to the OpenAPI specification file for the Nnrf_NFManagement API.

The alternative, where the NRF would signal a new attribute in the response defined as an array of individual ChangeItem (with the same syntax as the profileChanges and ChangeItem defined in NotificationData of NFStatusNotify) was also considered but not preferred as requiring non-backward compatible changes.  
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* * * First Change * * * *
[bookmark: _Toc532994056][bookmark: _Toc532994146]5.2.2.2.2	NF (other than NRF) registration to NRF


Figure 5.2.2.2.1-1: NF Instance Registration 
1.	The NF Service Consumer shall send a PUT request to the resource URI representing the NF Instance. The URI is determined by the NF Instance. The variable {nfInstanceID} represents an identifier, provided by the NF Service Consumer, that shall be globally unique inside the PLMN of the NRF where the NF is being registered. The format of the NF Instance ID shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [18].
EXAMPLE:	UUID version 4: "4947a69a-f61b-4bc1-b9da-47c9c5d14b64"
The payload body of the PUT request shall contain a representation of the NF Instance to be created.
2.	On success, "201 Created" shall be returned, the payload body of the PUT response shall contain the representation of the created resource and the "Location" header shall contain the URI of the created resource. Additionally, the NRF returns a "heart-beat timer" containing the number of seconds expected between two consecutive heart-beat messages from an NF Instance to the NRF (see subclause 5.2.2.3.2). The representation of the created resource may be a complete NF Profile or a NF Profile just including the mandatory attributes of the NF Profile and the attributes which the NRF added or changed (see Annex X). 
If the registration of the NF instance fails at the NRF due to errors in the encoding of the NFProfile JSON object, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
If the registration of the NF instance fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error. 
The NRF shall allow the registration of a Network Function instance with any of the NF types described in subclause 6.1.6.3.3, and it shall also allow registration of Network Function instances with custom NF types (e.g., NF type values not defined by 3GPP, or NF type values not defined by this API version).
NOTE:	When registering a custom NF in NRF, it is recommended to use a NF type name that prevents collisions with other custom NF type names, or with NF types defined in the future by 3GPP. E.g., prefixing the custom NF type name with the string "CUSTOM_".
During the registration of a Network Function instance with a custom NF type, the NF instance may provide NF-specific data (in the "customInfo" attribute), that shall be stored by the NRF as part of the NF profile of the NF instance.

* * * Next Change * * * *
[bookmark: _Toc532994058]5.2.2.3	NFUpdate
[bookmark: _Toc532994059]5.2.2.3.1	General
This service operation updates the profile of a Network Function previously registered in the NRF by providing the updated NF profile of the requesting NF to the NRF. The update operation may apply to the whole profile of the NF (complete replacement of the existing profile by a new profile), or it may apply only to a subset of the parameters of the profile (including adding/deleting/replacing services to the NF profile).
To perform a complete replacement of the NF Profile of a given NF Instance, the NF Service Consumer shall issue an HTTP PUT request, as shown in Figure 5.2.2.3.1-1:



Figure 5.2.2.3.1-1: NF Profile Complete Replacement
1.	The NF Service Consumer shall send a PUT request to the resource URI representing the NF Instance. The payload body of the PUT request shall contain a representation of the NF Instance to be completely replaced in the NRF.
2a.	On success, "200 OK" shall be returned, the payload body of the PUT response shall contain the representation of the replaced resource. The representation of the replaced resource may be a complete NF Profile or a NF Profile just including the mandatory attributes of the NF Profile and the attributes which the NRF added or changed (see Annex X).
2b.	If the update of the NF instance fails at the NRF due to errors in the encoding of the NFProfile JSON object, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
If the update of the NF instance fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
To perform a partial update of the NF Profile of a given NF Instance, the NF Service Consumer shall issue an HTTP PATCH request, as shown in Figure 5.2.2.3.1-2. This partial update shall be used to add/delete/replace individual parameters of the NF Instance, and also to add/delete/replace any of the services (and their parameters) offered by the NF Instance.



Figure 5.2.2.3.1-2: NF Profile Partial Update
1.	The NF Service Consumer shall send a PATCH request to the resource URI representing the NF Instance. The payload body of the PATCH request shall contain the list of operations (add/delete/replace) to be applied to the NF Profile of the NF Instance; these operations may be directed to individual parameters of the NF Profile or to the list of services (and their parameters) offered by the NF Instances. In order to leave the NF Profile in a consistent state, all the operations specified by the PATCH request body shall be executed atomically.
2a.	On success, "200 OK" shall be returned, the payload body of the PATCH response shall contain the representation of the replaced resource. 
2b.	If the NF Instance, identified by the "nfInstanceID", is not found in the list of registered NF Instances in the NRF's database, the NRF shall return "404 Not Found" status code with the ProblemDetails IE providing details of the error.

* * * Next Change * * * *
6.1.6.2.2	Type: NFProfile
Table 6.1.6.2.2-1: Definition of type NFProfile
	Attribute name
	Data type
	P
	Cardinality
	Description

	nfInstanceID
	NfInstanceId
	M
	1
	Unique identity of the NF Instance.

	nfType
	NFType
	M
	1
	Type of Network Function

	nfStatus
	NFStatus
	M
	1
	Status of the NF Instance (NOTE 5)

	heartBeatTimer
	integer
	C
	0..1
	Time in seconds expected between 2 consecutive heart-beat messages from an NF Instance to the NRF.
It may be included in the registration request. When present in the request it shall contain the heartbeat time proposed by the NF service consumer.
It shall be included in responses from NRF to registration requests (PUT) or in NF profile updates (PUT or PATCH). If the proposed heartbeat time is acceptable by the NRF based on the local configuration, it shall use the same value as in the registration request; otherwise the NRF shall override the value using a preconfigured value.

	plmnList
	array(PlmnId)
	C
	1..N
	PLMN(s) of the Network Function (NOTE 7).
This IE shall be present if this information is available for the NF.

	sNssais
	array(Snssai)
	O
	1..N
	S-NSSAIs of the Network Function

	nsiList
	array(string)
	O
	1..N
	NSI identities of the Network Function

	fqdn
	Fqdn
	C
	0..1
	FQDN of the Network Function (NOTE 1) (NOTE 2). For AMF the FQDN registered with the NRF shall be that of the AMF Name (see 3GPP TS 23.003 [12] subclause 28.3.2.5).

	interPlmnFqdn
	Fqdn
	C
	0..1
	If the NF needs to be discoverable by other NFs in a different PLMN, then an FQDN that is used for inter PLMN routing as specified in 3GPP TS 23.003 [12] shall be registered with the NRF (NOTE 8).

A change of this attribute shall result in triggering a "NF_PROFILE_CHANGED" notification from NRF towards subscribing NFs located in a different PLMN, but the new value shall be notified as a change of the "fqdn" attribute.

	ipv4Addresses
	array(Ipv4Addr)
	C
	1..N
	IPv4 address(es) of the Network Function (NOTE 1) (NOTE 2)

	ipv6Addresses
	array(Ipv6Addr)
	C
	1..N
	IPv6 address(es) of the Network Function (NOTE 1) (NOTE 2)

	allowedPlmns
	array(PlmnId)
	O
	1..N
	PLMNs allowed to access the NF instance.

	allowedNfTypes
	array(NFType)
	O
	1..N
	Type of the NFs allowed to access the NF instance.

	allowedNfDomains
	array(string)
	O
	1..N
	Pattern (regular expression according to the ECMA-262 dialect [8]) representing the NF domain names allowed to access the NF instance.

	allowedNssais
	array(Snssai)
	O
	1..N
	S-NSSAI of the allowed slices to access the NF instance.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection; lower values indicate a higher priority. If priority is also present in the nfServiceList parameters, those will have precedence over this value. (NOTE 4).
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.

	capacity
	integer
	O
	0..1
	Static capacity information in the range of 0-65535, expressed as a weight relative to other NF instances of the same type; if capacity is also present in the nfServiceList parameters, those will have precedence over this value. (NOTE 4).

	load
	integer
	O
	0..1
	Dynamic load information, ranged from 0 to 100, indicates the current load percentage of the NF.

	locality
	string
	O
	0..1
	Operator defined information about the location of the NF instance (e.g. geographic location, data center) (NOTE 3)

	udrInfo
	UdrInfo
	O
	0..1
	Specific data for the UDR (ranges of SUPI, group ID …)

	udmInfo
	UdmInfo
	O
	0..1
	Specific data for the UDM (ranges of SUPI, group ID…)

	ausfInfo
	AusfInfo
	O
	0..1
	Specific data for the AUSF (ranges of SUPI, group ID…)

	amfInfo
	AmfInfo
	O
	0..1
	Specific data for the AMF (AMF Set ID, …)

	smfInfo
	SmfInfo
	O
	0..1
	Specific data for the SMF (DNN's, …)

	upfInfo
	UpfInfo
	O
	0..1
	Specific data for the UPF (S-NSSAI, DNN, SMF serving area, interface…)

	pcfInfo
	PcfInfo
	O
	0..1
	Specific data for the PCF

	bsfInfo
	BsfInfo
	O
	0..1
	Specific data for the BSF

	chfInfo
	ChfInfo
	O
	0..1
	Specific data for the CHF

	nrfInfo
	NrfInfo
	O
	0..1
	Specific data for the NRF

	customInfo
	object
	O
	0..1
	Specific data for custom Network Functions

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the NF was (re)started (NOTE 5) (NOTE 6)

	nfServicePersistence
	boolean
	O
	0..1
	If present, and set to true, it indicates that the different service instances of a same NF Service in this NF instance, supporting a same API version, are capable to persist their resource state in shared storage and therefore these resources are available after a new NF service instance supporting the same API version is selected by a NF Service Consumer (see 3GPP TS 23.527 [27]).

Otherwise, it indicates that the NF Service Instances of a same NF Service are not capable to share resource state inside the NF Instance.

	nfServices
	array(NFService)
	O
	1..N
	List of NF Service Instances. It shall include the services produced by the NF that can be discovered by other NFs, if any.

	nfProfileChangesSupportInd
	boolean
	O
	0..1
	NF Profile Changes Support Indicator. 
See Annex X. 

This IE may be present in the NFRegister or NFUpdate (NF Profile Complete Replacement) request and shall be absent in the response. 

true: the NF Service Consumer supports receiving NF Profile Changes in the response. 

false (default): the NF Service Consumer does not support receiving NF Profile Changes in the response. 

Write-Only: true

	nfProfileChangesInd
	boolean
	O
	0..1
	NF Profile Changes Indicator. 
See Annex X. 

This IE shall be absent in the request to the NRF and may be included by the NRF in NFRegister or NFUpdate (NF Profile Complete Replacement) response.

true: the NF Profile contains NF Profile changes. 
false (default): complete NF Profile. 

Read-Only: true

	NOTE 1:	At least one of the addressing parameters (fqdn, ipv4address or ipv6adress) shall be included in the NF Profile.
NOTE 2:	If the type of Network Function is UPF, the addressing information is for the UPF N4 interface.
NOTE 3:	A requester NF may use this information to select a NF instance (e.g. a NF instance preferably located in the same data center).
NOTE 4:	The capacity and priority parameters, if present, are used for NF selection and load balancing. The priority and capacity attributes shall be used for NF selection in the same way that priority and weight are used for server selection as defined in IETF RFC 2782 [23].
NOTE 5:	The NRF shall notify NFs subscribed to receiving notifications of changes of the NF profile, if the NF recoveryTime or the nfStatus is changed. See subclause 6.2 of 3GPP TS 23.527 [27].
[bookmark: _Hlk521086308]NOTE 6:	A requester NF may consider that all the resources created in the NF before the NF recovery time have been lost. This may be used to detect a restart of a NF and to trigger appropriate actions, e.g. release local resources. See subclause 6.2 of 3GPP TS 23.527 [27].
NOTE 7:	A NF may register multiple PLMN IDs in its profile within a PLMN comprising multiple PLMN IDs. If so, all the attributes of the NF Profile shall apply to each PLMN ID registered in the plmnList. As an exception, attributes including a PLMN ID, e.g. IMSI-based SUPI ranges, TAIs and GUAMIs, are specific to one PLMN ID and the NF may register in its profile multiple occurrences of such attributes for different PLMN IDs (e.g. the UDM may register in its profile SUPI ranges for different PLMN IDs).
NOTE 8:	Other NFs are in a different PLMN if they belong to none of the PLMN ID(s) configured for the PLMN of the NRF.




* * * Next Change * * * *
[bookmark: _Toc532994274]A.2	Nnrf_NFManagement API
openapi: 3.0.0
info:

[…]

  schemas:
    NFProfile:
      type: object
      required:
        - nfInstanceId
        - nfType
        - nfStatus
      anyOf:
        - required: [ fqdn ]
        - required: [ ipv4Addresses ]
        - required: [ ipv6Addresses ]
      properties:
        nfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        nfType:
          $ref: '#/components/schemas/NFType'
        nfStatus:
          $ref: '#/components/schemas/NFStatus'
        heartBeatTimer:
          type: integer
        plmnList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        sNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        nsiList:
          type: array
          items:
            type: string
          minItems: 1
        fqdn:
          $ref: '#/components/schemas/Fqdn'
        interPlmnFqdn:
          $ref: '#/components/schemas/Fqdn'
        ipv4Addresses:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
          minItems: 1
        ipv6Addresses:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'
          minItems: 1
        allowedPlmns:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
          minItems: 1
        allowedNfTypes:
          type: array
          items:
            $ref: '#/components/schemas/NFType'
          minItems: 1
        allowedNfDomains:
          type: array
          items:
            type: string
          minItems: 1
        allowedNssais:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        priority:
          type: integer
          minimum: 0
          maximum: 65535
        capacity:
          type: integer
          minimum: 0
          maximum: 65535
        load:
          type: integer
          minimum: 0
          maximum: 100
        locality:
          type: string
        udrInfo:
          $ref: '#/components/schemas/UdrInfo'
        udmInfo:
          $ref: '#/components/schemas/UdmInfo'
        ausfInfo:
          $ref: '#/components/schemas/AusfInfo'
        amfInfo:
          $ref: '#/components/schemas/AmfInfo'
        smfInfo:
          $ref: '#/components/schemas/SmfInfo'
        upfInfo:
          $ref: '#/components/schemas/UpfInfo'
        pcfInfo:
          $ref: '#/components/schemas/PcfInfo'
        bsfInfo:
          $ref: '#/components/schemas/BsfInfo'
        chfInfo:
          $ref: '#/components/schemas/ChfInfo'
        nrfInfo:
          $ref: '#/components/schemas/NrfInfo'
        customInfo:
          type: object
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        nfServicePersistence:
          type: boolean
          default: false
        nfServices:
          type: array
          items:
            $ref: '#/components/schemas/NFService'
          minItems: 1
        nfProfileChangesSupportInd:
          type: boolean
          default: false
          writeOnly: true
        nfProfileChangesInd:
          type: boolean
          default: false
          readOnly: true

[…]


* * * Next Change * * * *

[bookmark: _Toc532994272]Annex X (normative):	NF Profile changes in NFRegister and NFUpdate (NF Profile Complete Replacement) responses 
[bookmark: _Toc532994273]X.1	General 
In the NFRegister and NFUpdate (NF Profile Complete Replacement) service operations, a NF Service Consumer may indicate to the NRF that it supports receiving NF Profile changes in the response from the NRF, by including the nfProfileChangesSupportInd attribute set to "true" in the NFProfile it registers to or replaces in the NRF.  
The NRF may return NF Profile changes, instead of the complete NF Profile, in NFRegister or NFUpdate (NF Profile Complete Replacement) responses, if the NF Service Consumer indicated corresponding support in the request. When doing so, the NRF shall include in the NF Profile returned in the response: 
-	attributes that are mandatory to include in the NF Profile; if an optional IE is included (e.g. nfServices), attributes that are mandatory to include in this optional IE (e.g. serviceInstanceId) shall also be included; 
-	optional or conditional IEs that have been changed or added by the NRF; and
-	the nfProfileChangesInd IE set to "true", indicating that the returned profile contains NF profile changes.

EXAMPLE 1:  The NRF does not change the NF Profile received in the request. 
The NRF response contains a NFProfile with just the following IEs:
- nfInstanceID, nfType, nfStatus; and
- nfProfileChangesInd IE set to "true". 

EXAMPLE 2:  The NRF modifies or adds the heartbeatTimer attribute to the NF Profile received in the request. 
The NRF response contains a NFProfile with just the following IEs:
- nfInstanceID, nfType, nfStatus; 
- heartbeatTimer with NRF chosen value; 
- nfProfileChangesInd IE set to "true". 

* * * End of Changes * * * *
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