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*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network
5QI
5G QoS Identifier

AF
Application Function
AMBR
Aggregate Maximum Bit Rate
AMF
Access and Mobility Management Function
ARP
Allocation and Retention Priority
AW
Average Window
BSF
Binding Support Function

CHF
Charging Function

LBO
Local Breakout
MBR
Maximum Bitrate
MPD
Media Presentation Description
MPS
Multimedia Priority Service
NEF
Network Exposure Function
NRF
Network Repository Function
NSI
Network Slice Instance
NWDAF
Network Data Analytics Function
PCC
Policy and Charging Control

PCF
Policy Control Function
PDB
Packet Delay Budget

PER
Packet Error Rate

PFD
Packet Flow Description
PFDF
Packet Flow Description Function
PL
Priority Level

QNC
QoS Notification Control

QoS
Quality of Service
SDP
Session Description Protocol
SEPP
Security Edge Protection Proxy
SMF
Session Management Function
S-NSSAI
Single Network Slice Selection Assistance Information
UDR
Unified Data Repository

UPF
User Plane Function
UPSI
UE policy section identifier
*** 2nd Change ***

4
Reference architecture
The policy framework functionality in 5G is comprised by the functions of the Policy Control Function (PCF), the policy and charging enforcement functionality supported by SMF and UPF, the access and mobility policy enforcement functionality supported by the AMF, the Network Data Analytics Function (NWDAF), the Network Exposure Function (NEF), the Charing Function (CHF), the Unified Data Repository (UDR) and the Application Function (AF). For the roaming scenario, the Security Edge Protection Proxy (SEPP) is deployed between the V-PCF and H-PCF. 3GPP TS 23.503 [4] specifies the 5G policy framework stage 2 functionality.
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Figure 4.1-1a: Overall non-roaming 5G Policy framework architecture (service based representation)
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Figure 4.1-1b: Overall non-roaming 5G Policy framework architecture (reference point representation)
NOTE 1:
The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness. 

The Nchf service for online and offline charging consumed by the SMF is defined in TS 32.240 [28].
The Nchf service for Spending Limit Control consumed by the PCF is defined in TS 29.594 [23].
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Figure 4.1-2a: Overall roaming policy framework architecture - LBO (service based representation)
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Figure 4.1-2b: Overall roaming policy framework architecture - LBO (reference point representation)
NOTE 2:
In the LBO scenario, the PCF in the VPLMN may interact with the AF in order to generate PCC rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN to retrieve input for PCC Rule generation. The interactions between the PCF in the VPLMN and the PCF in the HPLMN through the Npcf service based interface enables the PCF in the HPLMN to provision UE policies to the PCF in the VPLMN, as described in TS 23.503 [4] subclause 5.2.5.

NOTE 3:
In the LBO scenario, AF requests targeting a DNN (and slice) and / or a group of UEs are stored in the UDR by the NEF. The PCF in the VPLMN subscribes to and get notification from the UDR in the VPLMN for those AF requests. Details are defined in subclause 5.6.7 of TS 23.501 [2].
NOTE a:
For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
NOTE b:
N4 and N32 are not service based interfaces.
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Figure 4.1-3a: Overall roaming policy framework architecture - home routed scenario (service based representation)
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Figure 4.1-3b: Overall roaming policy framework architecture - home routed scenario (reference point representation)
NOTE c:
For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
NOTE d:
N4 and N32 are not service based interfaces.
To allow the 5G system to interwork with AFs related to existing services, e.g. IMS based services, Mission Critical Push To Talk services, the PCF shall support the corresponding Rx procedures and requirements defined in TS 29.214 [18]. This facilitates the migration from EPC to 5GC without requiring these AFs to upgrade to support the N5 interface.
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Figure 4.1-4: Interworking between 5G Policy framework and AFs supporting Rx interface
*** End of Changes ***
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