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*** Next change ***
6.3.2.2.2
Group management client (GMC) procedures

In order to create a group document, a GMC shall perform the procedures in subclause 6.3.2.2.1 specified for GC.
NOTE:
When the GMC has not received the assigned MCS group ID from the GMS, the GMC can set empty value to the "uri" attribute of the <list-service> element of the <group> element of the XML document specified in subclause 7.2.1.
Upon reception of an HTTP 409 (Conflict) response with at least one <alt-value> element in the <uniqueness-failure> error element, the GMC may repeat procedures of the present subclause and identify the MCS group being created with an MCS Group ID indicated in an <alt-value> element.
6.3.2.3
Group management server (GMS) procedures
Upon reception of an HTTP PUT request where the Request-URI of the HTTP PUT request identifies an XML document of the application usage specified in subclause 7.2
then the GMS:

a)
shall determine the identity of the sender of the received HTTP PUT request as specified in subclause 6.2.5;

b)
if the identity of the sender of the received HTTP PUT request is not authorized to initiate group creation, shall respond with a HTTP 403 (Forbidden) response to the HTTP PUT request and shall not continue with rest of the steps;

c)
if value of the "uri" attribute of the <list-service> element of the <group> element of the XML document specified in subclause 7.2.1 of the received HTTP PUT request does not conform to local policy, shall respond with an HTTP 409 (Conflict) response to the HTTP PUT request. The <uniqueness-failure> error element shall identify the error condition. The GMS shall include at least one <alt-value> element in the <uniqueness-failure> error element, whereby each <alt-value> element contains an MCS Group ID acceptable for the GMS. The GMS shall not continue with rest of the steps; and

d)
shall support receiving an XML document of the application usage specified in subclause 7.2.1 according to procedures specified in IETF RFC 4825 [22] "PUT Handling" where the Request-URI of the HTTP PUT request identifies an XML document of the application usage specified in subclause 7.2.
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