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[bookmark: _Toc516761557]
* * * First Change * * * *
[bookmark: _Toc532994265]6.3.5.2.4	Type: AccessTokenClaims
Table 6.3.5.2.4-1: Definition of type AccessTokenClaims
	Attribute name
	Data type
	P
	Cardinality
	Description

	issuer
	NfInstanceId
	M
	1
	This IE shall contain NF instance id of the NRF, corresponding to the standard "Issuer" claim described in IETF RFC 7519 [25], section 4.1.1.

	subject
	stringNfInstanceId
	M
	1
	This IE shall contain the NF instance ID of the NF service consumer, corresponding to the standard "Subject" claim described in IETF RFC 7519 [25], section 4.1.2.

	audience
	Audience
	M
	1
	This IE shall contain the NF service producer's NF instance ID(s) (if the exact NF instance(s) of the NF service producer is known) or the NF type of NF service producers for which the claim is applicable, corresponding to the standard "Audience" claim described in IETF RFC 7519 [25], section 4.1.3. 

	scope
	string
	M
	1
	This IE shall contain the name of the NF services for which the access_token is authorized for use. The service name may include a wildcard; this claim corresponds to a private claim, as described in IETF RFC 7519 [25], section 4.3.

pattern: '^([a-zA-Z0-9_-]+)( [a-zA-Z0-9_-]+)*$'

	expiration
	integer
	M
	1
	This IE shall contain the number of seconds after which the access_token is considered to be expired, corresponding to the standard "Expiration Time" claim described in IETF RFC 7519 [25], section 4.1.4.




* * * Next Change * * * *
[bookmark: _Toc532994276]A.4	Nnrf_AccessToken API (NRF OAuth2 Authorization)

(… text not shown for clarity …)

    AccessTokenClaims:
      type: object
      required:
        - issuer
        - subject
        - audience
        - scope
        - expiration
      properties:
        issuer:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        subject:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
          type: string
        audience:
          anyOf:
            - $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
            - type: array
              items:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
              minItems: 1
        scope:
          type: string
          pattern: '^([a-zA-Z0-9_-]+)( [a-zA-Z0-9_-]+)*$'
        expiration:
          type: integer


(… text not shown for clarity …)


* * * End of Changes * * * *

