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[bookmark: _Toc532985502]* * * First Change * * * *
[bookmark: _Toc532985302][bookmark: _Toc532985309][bookmark: _Toc532985439][bookmark: _Toc532985441][bookmark: _Toc532985312]5.2.2.3	Update SM Context service operation
[bookmark: _Toc532985303]5.2.2.3.1	General
The Update SM Context service operation shall be used to update an individual SM context and/or provide N1 or N2 SM information received from the UE or the AN, for a given PDU session, towards the SMF, or the V-SMF for HR roaming scenarios. 
It is used in the following procedures: 
-	PDU Session modification (see subclause 4.3.3 of 3GPP TS 23.502 [3]);
-	UE requested PDU session release (see subclause 4.3.4.2 and subclause 4.3.4.3 of 3GPP TS 23.502 [3]);
-	Activation or Deactivation of the User Plane connection of an existing PDU session, i.e. establishment or release of the N3 tunnel between the AN and serving CN (see subclause 5.6.8 of 3GPP TS 23.501 [2] and subclauses 4.2.3 and 4.2.6 of 3GPP TS 23.502 [3]);
-	Xn and N2 Handover procedures (see subclauses 4.9.1 of 3GPP TS 23.502 [3]);
-	Handover between 3GPP and untrusted non-3GPP access procedures (see subclause 4.9.2 of 3GPP TS 23.502 [3]); 
-	Inter-AMF change due to AMF planned maintenance or AMF failure (see subclause 5.21.2 of 3GPP TS 23.501 [2]), or inter-AMF mobility in CM-IDLE mode (see subclause 4.2.2.2 of 3GPP TS 23.502 [3]);
-	RAN Initiated QoS Flow Mobility (see subclause 4.14.1 of 3GPP TS 23.502 [3] and subclause 8.2.5 of 3GPP TS 38.413 [9]);
-	All procedures requiring to provide N1 or N2 SM information to the SMF, e.g. UE requested PDU Session Establishment procedure (see subclause 4.3.2.2 of 3GPP TS 23.502 [3]);
-	EPS to 5GS Idle mode mobility or handover using N26 interface (see subclause 4.11 of 3GPP TS 23.502 [3]);
-	5GS to EPS Handover using N26 interface (see subclause 4.11.1.2 of 3GPP TS 23.502 [3]); 
-	PDU Session Reactivation during P-CSCF Restoration procedure via AMF (see subclause 5.8.4.3 of 3GPP TS 23.380 [21]); 
-	AMF requested PDU session release due to a change of the set of network slices for a UE where a network slice instance is no longer available (see subclause 4.3.4.2 of 3GPP TS 23.502 [3]);
-	AMF receives an "initial request" with PDU Session Id which already exists in PDU session context of the UE (see subclause 5.4.5.2.5 of 3GPP TS 24.501 [7]);.
-	Secondary RAT Usage Data Reporting (see subclause 4.21 of 3GPP TS 23.502 [3]).
The NF Service Consumer (e.g. AMF) shall update an individual SM context and/or provide N1 or N2 SM information to the SMF by using the HTTP POST method (modify custom operation) as shown in Figure 5.2.2.3.1-1.  


Figure 5.2.2.3.1-1: SM context update
1.	The NF Service Consumer shall send a POST request to the resource representing the individual SM context resource in the SMF. The payload body of the POST request shall contain the modification instructions and/or the N1 or N2 SM information. If the request contains EBI(s) to revoke, then the SMF shall disassociate the EBI(s) with the QFI(s) with which they are associated.
2a.	On success, "204 No Content" or "200 OK" shall be returned; in the latter case, the payload body of the POST response shall contain the representation describing the status of the request and/or N1 or N2 SM information. 
The SMF may indicate to the NF Service Consumer that it shall release EBI(s) that were assigned to the PDU session by including the releaseEbiList IE, e.g. when a QoS flow is released.
2b.	On failure, one of the HTTP status code listed in Table 6.1.3.3.3.2-3 shall be returned.  For a 4xx/5xx response, the message body shall contain an SmContextUpdateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.3.3.2-3;
-	N1 SM information, if the SMF needs and can return a response to the UE;  
-	N2 SM information, if the SMF needs and can return a response to the NG-RAN. 
The following subclauses specify additional requirements applicable to specific scenarios. 

* * * Next Change * * * *
5.2.2.3.3	Xn Handover
The NF Service Consumer (e.g. AMF) shall request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint as follows.


Figure 5.2.2.3.3-1: Xn handover
1.	The NF Service Consumer shall request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 
-	the indication that the PDU session is to be switched; 
-	N2 SM information received from the target 5G-AN (see Path Switch Request Transfer IE in subclause 9.3.4.8 of 3GPP TS 38.413 [9]), including the new transport layer address and tunnel endpoint of the downlink termination point for the user data for this PDU session (i.e. 5G-AN's GTP-U F-TEID for downlink traffic);
-	additional N2 SM information received from the source 5G-AN (see Secondary RAT Usage Report Transfer IE in subclause 9.3.4.x of 3GPP TS 38.413 [9]), if any; 
-	the user location associated to the PDU session; 
-	the indication that the UE is inside or outside of the LADN service area, if the DNN of the established PDU session corresponds to a LADN;  
-	other information, if necessary. 
2a.	If the SMF can proceed with switching the user plane connection of the PDU session, the SMF shall return a 200 OK response including the following information:
-	N2 SM information (see Path Switch Request Acknowledge Transfer IE in subclause 9.3.4.9 of 3GPP TS 38.413 [9]), including the transport layer address and tunnel endpoint of the uplink termination point for the user data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic). 
If the request does not include the "UE presence in LADN service area" indication and the SMF determines that the DNN corresponds to a LADN, then the SMF shall consider that the UE is outside of the LADN service area. The SMF shall proceed as specified in subclause 5.6.5 of 3GPP TS 23.501 [2].
2b.	If the SMF cannot proceed with switching the user plane connection of the PDU session, the SMF shall return an error response, as specified for step 2b of figure 5.2.2.3.1-1, including:
-	N2 SM information (see Path Switch Request Unsuccessul Transfer IE in subclause 9.3.4.20 of 3GPP TS 38.413 [9]), including the cause of the failure. 

For a PDU session that is rejected by the target RAN (i.e. a PDU session indicated as failed to setup in the PATH SWITCH REQUEST), the NF Service Consumer (e.g. AMF) shall indicate the failure to setup the PDU session in the target RAN as follows.


Figure 5.2.2.3.3-2: Xn handover – PDU session rejected by the target RAN
1.	The NF Service Consumer shall indicate to the SMF that the PDU session could not be setup in the target RAN by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 
-	the indication that the PDU session failed to be switched; 
-	N2 SM information received from the target 5G-AN (see Path Switch Request Setup Failed Transfer IE in subclause 9.3.4.15 of 3GPP TS 38.413 [9]), including the cause why the session could not be setup;
-	additional N2 SM information received from the source 5G-AN (see Secondary RAT Usage Report Transfer IE in subclause 9.3.4.x of 3GPP TS 38.413 [9]), if any; 
-	other information, if necessary. 
2a.	Upon receipt of such a request, the SMF shall return a "204 No Content" response. The SMF shall decide whether to release the PDU session or deactivate the user plane connection of the PDU session, as specified in subclause 4.9.1.2 of 3GPP TS 23.502 [3]. 
2b.	Same as step 2b of figure 5.2.2.3.1-1. 

* * * Next Change * * * *
[bookmark: _Toc532985313]5.2.2.3.4.3	N2 Handover Execution 
The NF Service Consumer (e.g. AMF) shall request the SMF to complete the execution the handover of an existing PDU session, upon being notified by the target 5G-AN that the handover to the target 5G-AN has been successful, as follows. 




Figure 5.2.2.3.4.3-1: N2 Handover Execution
1.	The NF Service Consumer shall request the SMF to complete the execution of the handover of the PDU session by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 
-	updating the hoState attribute of the individual SM Context resource in the SMF to COMPLETED;  
-	servingNfId set to the new serving AMF Id, for a N2 handover with AMF change; 
-	the indication that the UE is inside or outside of the LADN service area, if the DNN of the established PDU session corresponds to a LADN;  
-	N2 SM information received from the source 5G-AN (see Secondary RAT Usage Report Transfer IE in subclause 9.3.4.x of 3GPP TS 38.413 [9]), if any; 
-	other information, if necessary. 
2.	Upon receipt of such a request, the SMF shall return a 200 OK response including the following information:
-	hoState attribute set to COMPLETED. 
The SMF shall complete the execution of the handover, e.g. switch the PDU session towards the downlink termination point for the user data received from the target 5G-AN (i.e. target 5G-AN's GTP-U F-TEID for downlink traffic), set the hoState to NONE and delete any stored targetServingNfId.
If the request does not include the "UE presence in LADN service area" indication and the SMF determines that the DNN corresponds to a LADN, then the SMF shall consider that the UE is outside of the LADN service area. The SMF shall proceed as specified in subclause 5.6.5 of 3GPP TS 23.501 [2].

* * * Next Change * * * *
[bookmark: _Toc532985373]6.1.2.4	HTTP multipart messages
HTTP multipart messages shall be supported, to transfer opaque N1 and/or N2 SMpayloads, in the following service operations (and HTTP messages):
-	Create SM Context Request and Response (POST);
-	Update SM Context Request and Response (POST);
-	Release SM Context Request (POST);
-	Create Request and Response (POST);
-	Update Request and Response (POST (modify)).
HTTP multipart messages shall include one JSON body part and one or two binary body parts comprising:
-	an N1 SM payload, an N2 SM payload or both, over N11 (see subclause 6.1.6.4);
-	one or two N1 SM payloads, over N16 (see subclause 6.1.6.4); 
-	one or two N2 SM payloads over N11 (see subclause 5.2.2.3.3).
The JSON body part shall be the "root" body part of the multipart message. It shall be encoded as the first body part of the multipart message. The "Start" parameter does not need to be included.
The multipart message shall include a "type" parameter (see IETF RFC 2387 [10]) specifying the media type of the root body part, i.e. "application/json".
NOTE:	The "root" body part (or "root" object) is the first body part the application processes when receiving a multipart/related message, see IETF RFC 2387 [10]. The default root is the first body within the multipart/related message. The "Start" parameter indicates the root body part, e.g. when this is not the first body part in the message. 
For each binary body part in a HTTP multipart message, the binary body part shall include a Content-ID header (see IETF RFC 2045 [12]), and the JSON body part shall include an attribute, defined with the RefToBinaryData type, that contains the value of the Content-ID header field of the referenced binary body part.
Examples of multipart/related messages can be found in Annex B. 

* * * Next Change * * * *
6.1.6.2.4	Type: SMContextUpdateData
Table 6.1.6.2.4-1: Definition of type SmContextUpdateData
	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF.
When present, this IE shall contain the permanent equipment identifier.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF or if it has changed. When present, it shall contain the user's GPSI. 

	servingNfId
	NfInstanceId
	C
	0..1
	This IE shall be present upon inter-AMF change or mobility, or upon a N2 handover execution with AMF change. 
When present, it shall contain the identifier of the serving NF (e.g. AMF).

	smContextStatusUri
	Uri
	C
	0..1
	This IE shall be present if the servingNfId IE is present. It may be present otherwise.
When present, this IE shall include the callback URI to receive notification of SM context status.

	guami
	Guami
	C
	0..1
	This IE shall be present if the servingNfId of AMF is present. 
When present, it shall contain the serving AMF's GUAMI.

	servingNetwork
	PlmnId
	C
	0..1
	This IE shall be present if the servingNfId IE is present. 
When present, it shall contain the serving core network operator PLMN ID. 

	backupAmfInfo
	array(BackupAmfInfo)
	C
	1..N
	This IE shall be included for the modification of the BackupAmfInfo if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF.
For deleting the backupAmfInfo, it shall contain the Null value.

	anType
	AccessType
	C
	0..1
	This IE shall be present upon a change of the Access Network Type associated to the PDU session, e.g. during a handover of the PDU session between 3GPP access and untrusted non-3GPP access (see subclause 5.2.2.3.5.2). 
When present, this IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available, upon a change of RAT Type.

	presenceInLadn
	PresenceState
	C
	0..1
	This IE shall be present during a Service Request procedure (see subclause 5.2.2.3.2.2) ), an Xn handover (see subclause 5.2.2.3.3) or a N2 handover execution (see subclause 5.2.2.3.4.3), if the DNN of the PDU session corresponds to a LADN. When present, it shall be set to "IN" or "OUT" to indicate that the UE is in or out of the LADN service area. 

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present if it is available and if it needs to be reported to the SMF (e.g. the user location has changed or the user plane of the PDU session is deactivated).
When present, this IE shall contain: 
-	the UE location information; and 
-	the timestamp, if available, indicating the UTC time when the UeLocation information was acquired.
See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the SMF.
When present, this IE shall contain the UE Time Zone.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 
This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 
When present, it shall contain: 
-	the last known 3GPP access user location; and 
-	the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
See NOTE.

	upCnxState
	UpCnxState
	C
	0..1
	This IE shall be present to request the activation or the deactivation of the user plane connection of the PDU session.
When present, it shall be set as specified in subclause 5.2.2.3.2.

	hoState
	HoState
	C
	0..1
	This IE shall be present to request the preparation, execution or cancellation of a handover of the PDU session.
When present, it shall be set as specified in subclause 5.2.2.3.4.

	toBeSwitched
	boolean
	C
	0..1
	This IE shall be present during an Xn Handover (see subclause 5.2.2.3.3) to request to switch the PDU session to a new downlink N3 tunnel endpoint.

When present, it shall be set as follows:
- true: request to switch to the PDU session.
- false (default): no request to switch the PDU session.

	failedToBeSwitched
	boolean
	C
	0..1
	This IE shall be present during an Xn Handover (see subclause 5.2.2.3.3) if the PDU session failed to be setup in the target RAN.

When present, it shall be to true to indicate that the PDU session failed to be setup in the target RAN. 

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present if N1 SM Information has been received from the UE.
When present, this IE shall reference the N1 SM Message binary data (see subclause 6.1.6.4.2).

	n2SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 SM Information has been received from the AN. 
When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	n2SmInfoType
	N2SmInfoType
	C
	0..1
	This IE shall be present if "n2SmInfo" attribute is present. 
When present, this IE shall indicate the NG AP IE type for the NG AP SMF related IE container carried in "n2SmInfo" attribute.

	targetServingNfId
	NfInstanceId
	C
	0..1
	This IE shall be present during a N2 handover preparation with AMF change, when the hoState IE is set to the value "PREPARING". 
When present, it shall contain the identifier of the target serving NF (e.g. AMF).

	dataForwarding
	boolean
	C
	0..1
	This IE shall be present and set as specified in subclause 5.2.2.3.9 during a 5GS to EPS handover. 
When present, it shall be set as follows:
- true: setup the indirect data forwarding tunnels; 
- false (default): indirect data forwarding tunnels are not required to be setup or are required to be released (see subclause 5.2.2.3.9).

	epsBearerSetup
	array(EpsBearerContainer)
	C
	0..N
	This IE shall be present during a 5GS to EPS handover using the N26 interface. 
When present, it shall include the EPS bearer context(s) successfully setup in EPS. The array shall be empty if no resource was successfully allocated in EPS for any PDU session.   

	revokeEbiList
	array(EpsBearerId)
	C
	1..N
	This IE shall be present to request the SMF to revoke some EBIs (see subclause 4.11.1.4.1 of 3GPP TS 23.502 [3]). When present, it shall contain the EBIs to revoke.

	release
	boolean
	C
	0..1
	This IE shall be used to indicate a network initiated PDU session release is requested. 

This IE shall be present and set as specified in subclause 5.2.2.3.10 during P-CSCF restoration procedure, in subclause 5.2.2.3.11 during AMF requested PDU Session Release due to duplicated PDU Session Id, and in subclause 5.2.2.3.12 during AMF requested PDU Session Release due to slice not available.

When present, it shall be set as follows:
- true: PDU session release is required; 
- false (default): PDU session release is not required.

	cause
	Cause
	O
	0..1
	When present, this IE shall indicate the cause for the requested modification, e.g. the NF Service Consumer cause for requesting to deactivate the user plane connection of the PDU session.

	ngApCause
	NgApCause
	C
	0..1
	This IE shall be present, if the information is available. When present, this IE shall indicate the cause for the requested modification, e.g. the NGAP cause for requesting to deactivate the user plane connection of the PDU session.

	5gMmCauseValue
	5GMmCause
	C
	0..1
	This IE shall be included if the AMF received a 5GMM cause code from the UE during any network initiated PDU session modification or release procedure. (e.g 5GMM Status message in response to a Downlink NAS Transport message carrying 5GSM payload).

	sNssai
	Snssai
	C
	0..1
	This IE shall be present, during an EPS to 5GS idle mode mobility or handover using the N26 interface, if the S-NSSAI for the serving PLMN derived from the S-NSSAI of the home PLMN differs from the S-NSSAI provided in the Create SM Context Request.
When present, it shall contain the S-NSSAI for the serving PLMN. 

	traceData
	TraceData
	C
	0..1
	This IE shall be included if trace is required to be activated, modified or deactivated (see 3GPP TS 32.422 [22]). 
For trace modification, it shall contain a complete replacement of trace data. 
For trace deactivation, it shall contain the Null value.

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been provided during the PDU session creation, and its value has changed after session creation or last update.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	anTypeCanBeChanged
	boolean
	C
	0..1
	This IE shall be present and set to true to indicate that the Access Network Type associated to the PDU session can be changed (see subclause 5.2.2.3.2.4), during a Service Request procedure (see subclause 4.2.3.2 of 3GPP TS 23.502 [3])), in response to paging or NAS notification indicating non-3GPP access, when the PDU Session for which the UE was paged or notified is in the List Of Allowed PDU Sessions provided by the UE, and the AMF received N2 SM Information only or N1 SM Container and N2 SM Information from the SMF in step 3a of subclause 4.2.3.3 of 3GPP TS 23.502 [3].

When present, it shall be set as follows:
- true: the access type of the PDU session can be changed. 
- false: the access type of the PDU session cannot be changed (default).

	n2SmInfoExt1
	RefToBinaryData
	C
	0..1
	This IE shall be present if more than one N2 SM Information has been received from the AN. 
When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	[bookmark: _GoBack]n2SmInfoTypeExt1
	N2SmInfoType
	C
	0..1
	This IE shall be present if "n2SmInfoExt1" attribute is present. 
When present, this IE shall indicate the NG AP IE type for the NG AP SMF related IE container carried in "n2SmInfoExt1" attribute.

	NOTE:	In shared networks, when the message is sent from the VPLMN to the HPLMN, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 
In shared networks, when the AMF and SMF pertain to the same PLMN, the Primary PLMN ID shall be communicated in the ECGI or NCGI to the SMF. The Core Network Operator PLMN ID shall be communicated in the TAI and the Serving Network.




* * * Next Change * * * *
6.1.6.2.6	Type: SMContextReleaseData
Table 6.1.6.2.6-1: Definition of type SmContextReleaseData
	Attribute name
	Data type
	P
	Cardinality
	Description

	cause
	Cause
	C
	0..1
	This IE shall be present, if the information is available. When present, this IE shall indicate the NF Service Consumer cause for the requested SM context release. 

	ngApCause
	NgApCause
	C
	0..1
	This IE shall be present, if the information is available. When present, this IE shall indicate the NGAP cause for the requested SM context release.

	5gMmCauseValue
	5GMmCause
	C
	0..1
	This IE shall be included if the PDU session is released by the AMF due to any 5GMM failure. When present, this IE shall contain the 5GMM cause code value received from the UE.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present, if available. 
When present, it shall contain the UE location information. See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present, if available. 
When present, it shall contain the UE location information.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 
This IE may be present, if anType previously reported is a non-3GPP access and a valid 3GPP access user location information is available. 
When present, it shall contain: 
-	the last known 3GPP access user location; and 
-	the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
See NOTE.

	vsmfReleaseOnly
	boolean
	C
	0..1
	This IE shall be present and set to "true" during a 5GS to EPS Idle mode mobility or handover, for a Home Routed PDU session associated with 3GPP access and with assigned EBI(s). When present, it shall be set as follows:
- true: release the SM context and PDU session in the V-SMF only; 
- false (default): release the SM context and PDU session in V-SMF and H-SMF.

	n2SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 SM Information has been received from the AN. 
When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	n2SmInfoType
	N2SmInfoType
	C
	0..1
	This IE shall be present if "n2SmInfo" attribute is present.
When present, this IE shall indicate the NG AP IE type for the NG AP SMF related IE container carried in "n2SmInfo" attribute.

	NOTE:	In shared networks, when the message is sent from the VPLMN to the HPLMN, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 
In shared networks, when the AMF and SMF pertain to the same PLMN, the Primary PLMN ID shall be communicated in the ECGI or NCGI to the SMF. The Core Network Operator PLMN ID shall be communicated in the TAI and the Serving Network.



* * * Next Change * * * *

[bookmark: _Toc532985487]6.1.6.3.12	Enumeration: N2SmInfoType
Table 6.1.6.3.12-1: Enumeration N2SmInfoType
	Enumeration value
	Description

	"PDU_RES_SETUP_REQ"
	PDU Session Resource Setup Request Transfer 

	"PDU_RES_SETUP_RSP"
	PDU Session Resource Setup Response Transfer

	"PDU_RES_SETUP_FAIL"
	PDU Session Resource Setup Unsuccessful Transfer

	"PDU_RES_REL_CMD"
	PDU Session Resource Release Command Transfer

	"PDU_RES_REL_RSP"
	PDU Session Resource Release Response Transfer

	"PDU_RES_MOD_REQ"
	PDU Session Resource Modify Request Transfer

	"PDU_RES_MOD_RSP"
	PDU Session Resource Modify Response Transfer

	"PDU_RES_MOD_FAIL"
	PDU Session Resource Modify Unsuccessful Transfer

	"PDU_RES_NTY"
	PDU Session Resource Notify Transfer

	"PDU_RES_NTY_REL"
	PDU Session Resource Notify Released Transfer

	"PDU_RES_MOD_IND"
	PDU Session Resource Modify Indication Transfer

	"PDU_RES_MOD_CFM"
	PDU Session Resource Modify Confirm Transfer

	"PATH_SWITCH_REQ"
	Path Switch Request Transfer

	"PATH_SWITCH_SETUP_FAIL"
	Path Switch Request Setup Failed Transfer

	"PATH_SWITCH_REQ_ACK"
	Path Switch Request Acknowledge Transfer

	"PATH_SWITCH_REQ_FAIL"
	Path Switch Request Unsuccessful Transfer

	"HANDOVER_REQUIRED"
	Handover Required Transfer

	"HANDOVER_CMD"
	Handover Command Transfer

	[bookmark: _Hlk521595594]"HANDOVER_PREP_FAIL"
	Handover Preparation Unsuccessful Transfer

	"HANDOVER_REQ_ACK"
	Handover Request Acknowledge Transfer

	"HANDOVER_RES_ALLOC_FAIL"
	Handover Resource Allocation Unsuccessful Transfer

	"SECONDARY_RAT_USAGE"
	Secondary RAT Usage Report Transfer



* * * Next Change * * * *
[bookmark: _Toc532985491][bookmark: _Toc532985492]6.1.6.4.2	N1 SM Message
N1 SM Message shall encode a 5GS NAS SM message as specified in 3GPP TS 24.501 [7], using the vnd.3gpp.5gnas content-type. 
N1 SM Message may encode any 5GS NAS SM message specified in 3GPP TS 24.501 [7], as summarized in Table 6.1.6.4.2-1.
 Table 6.1.6.4.2-1: N1 SM Message content
	5GS NAS message
	Reference
(3GPP TS 24.501 [7])

	PDU session establishment request
	8.3.1

	PDU session establishment accept
	8.3.2

	PDU session establishment reject
	8.3.3

	PDU session authentication command
	8.3.4

	PDU session authentication complete
	8.3.5

	PDU session authentication result
	8.3.6

	PDU session modification request
	8.3.7

	PDU session modification reject
	8.3.8

	PDU session modification command
	8.3.9

	PDU session modification complete
	8.3.10

	PDU session modification command reject
	8.3.11

	PDU session release request
	8.3.12

	PDU session release reject
	8.3.13

	PDU session release command
	8.3.14

	PDU session release complete
	8.3.15

	5GSM status
	8.3.16




* * * Next Change * * * *
6.1.6.4.3	N2 SM Information
N2 SM Information shall encode NG Application Protocol (NGAP) IEs, as specified in subclause 9.3 of 3GPP TS 38.413 [9] (ASN.1 encoded), using the vnd.3gpp.ngap content-type.
N2 SM Information may encode any NGAP SMF related IE specified in 3GPP TS 38.413 [9], as summarized in Table 6.1.6.4.3-1. 
Table 6.1.6.4.3-1: N2 SM Information content
	N2 SM IE
	Reference
(3GPP TS 38.413 [9])
	Related NGAP message

	PDU Session Resource Setup Request Transfer 
	9.3.4.1
	PDU Session Resource Setup Request
Initial Context Setup Request
Handover Request

	PDU Session Resource Setup Response Transfer
	9.3.4.2
	PDU Session Resource Setup Response
Initial Context Setup Response

	PDU Session Resource Setup Unsuccessful Transfer
	9.3.4.16
	PDU Session Resource Setup Response
Initial Context Setup Response

	PDU Session Resource Release Command Transfer
	9.3.4.12
	PDU Session Resource Release Command

	[bookmark: _Hlk496529654]PDU Session Resource Release Response Transfer
	9.3.4.21
	PDU Session Resource Release Response

	PDU Session Resource Modify Request Transfer
	9.3.4.3
	PDU Session Resource Modify Request

	PDU Session Resource Modify Response Transfer
	9.3.4.4
	PDU Session Resource Modify Response

	PDU Session Resource Modify Unsuccessful Transfer
	9.3.4.17
	PDU Session Resource Modify Response

	PDU Session Resource Notify Transfer
	9.3.4.5
	PDU Session Resource Notify

	PDU Session Resource Notify Released Transfer
	9.3.4.13
	PDU Session Resource Notify

	PDU Session Resource Modify Indication Transfer
	9.3.4.6
	PDU Session Resource Modify Indication

	PDU Session Resource Modify Confirm Transfer
	9.3.4.7
	PDU Session Resource Modify Confirm

	Path Switch Request Transfer
	9.3.4.8
	Path Switch Request

	Path Switch Request Setup Failed Transfer
	9.3.4.15
	Path Switch Request

	Path Switch Request Acknowledge Transfer
	9.3.4.9
	Path Switch Request Acknowledge

	Path Switch Request Unsuccessful Transfer
	9.3.4.20
	Path Switch Request Acknowledge
Path Switch Request Failure

	Handover Required Transfer
	9.3.4.14
	Handover Required

	Handover Request Acknowledge Transfer
	9.3.4.11
	Handover Request Acknowledge

	Handover Resource Allocation Unsuccessful Transfer
	9.3.4.19
	Handover Request Acknowledge

	Handover Command Transfer
	9.3.4.10
	Handover Command

	Handover Preparation Unsuccessful Transfer
	9.3.4.18
	Handover Command

	Secondary RAT Usage Report Transfer
	9.3.4.xx
	Secondary RAT Usage Report Transfer



Editor's Note: the name of the NGAP SMF IE to transfer the secondary RAT usage report is to be aligned with the final name agreed in TS 38.413.

* * * Next Change * * * *
A.2	Nsmf_PDUSession API
openapi: 3.0.0

[…]

  /sm-contexts/{smContextRef}/modify:  
    post:
      summary:  Update SM Context 
      tags:
        - Individual SM context
      operationId: UpdateSmContext
      parameters:
        - name: smContextRef
          in: path
          description:  SM context reference 
          required: true 
          schema:
            type: string 
      requestBody:
        description: representation of the updates to apply to the SM context
        required: true
        content:
          application/json: # message without binary body part 
            schema:
              $ref: '#/components/schemas/SmContextUpdateData'
          multipart/related:  # message with binary body part(s)
              schema:
                type: object
                properties: # Request parts
                  jsonData:
                    $ref: '#/components/schemas/SmContextUpdateData'
                  binaryDataN1SmMessage:
                    type: string
                    format: binary
                  binaryDataN2SmInformation:
                    type: string
                    format: binary
                  binaryDataN2SmInformationExt1:
                    type: string
                    format: binary
              encoding:
                jsonData:
                  contentType:  application/json
                binaryDataN1SmMessage:
                  contentType:  application/vnd.3gpp.5gnas
                  headers:
                    Content-Id:
                      schema:
                        type: string   
                binaryDataN2SmInformation:
                  contentType:  application/vnd.3gpp.ngap
                  headers:
                    Content-Id:
                      schema:
                        type: string      
                binaryDataN2SmInformationExt1:
                  contentType:  application/vnd.3gpp.ngap
                  headers:
                    Content-Id:
                      schema:
                        type: string      

[…]

  /sm-contexts/{smContextRef}/release:
    post:
      summary:  Release SM Context 
      tags:
        - Individual SM context
      operationId: ReleaseSmContext
      parameters:
        - name: smContextRef
          in: path
          description:  SM context reference 
          required: true 
          schema:
            type: string 
      requestBody:
        description: representation of the data to be sent to the SMF when releasing the SM context
        required: false
        content:
          application/json: # message without binary body part
            schema:
              $ref: '#/components/schemas/SmContextReleaseData'
          multipart/related:  # message with binary body part(s)
              schema:
                type: object
                properties: # Request parts
                  jsonData:
                    $ref: '#/components/schemas/SmContextReleaseData'
                  binaryDataN2SmInformation:
                    type: string
                    format: binary
              encoding:
                jsonData:
                  contentType:  application/json
                binaryDataN2SmInformation:
                  contentType:  application/vnd.3gpp.ngap
                  headers:
                    Content-Id:
                      schema:
                        type: string      

[…]

    SmContextUpdateData:
      type: object
      properties:
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        servingNfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        servingNetwork:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        backupAmfInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/BackupAmfInfo'
          minItems: 1
          nullable: true
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        presenceInLadn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PresenceState'
        ueLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        ueTimeZone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        addUeLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        upCnxState:
          $ref: '#/components/schemas/UpCnxState'
        hoState:
          $ref: '#/components/schemas/HoState'
        toBeSwitched:
          type: boolean
          default: false
        failedToBeSwitched:
          type: boolean
        n1SmMsg:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        n2SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        n2SmInfoType:
          $ref: '#/components/schemas/N2SmInfoType'
        targetServingNfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        smContextStatusUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        dataForwarding:
          type: boolean
          default: false
        epsBearerSetup:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerContainer'
          minItems: 0
        revokeEbiList:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        release:
          type: boolean
          default: false
        cause:
          $ref: '#/components/schemas/Cause'
        ngApCause:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NgApCause'
        5gMmCauseValue:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5GMmCause'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        traceData:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TraceData'
        epsInterworkingInd:
          $ref: '#/components/schemas/EpsInterworkingIndication'
        anTypeCanBeChanged:
          type: boolean
          default: false
        n2SmInfoExt1:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        n2SmInfoTypeExt1:
          $ref: '#/components/schemas/N2SmInfoType'


[…]

    SmContextReleaseData:
      type: object
      properties:
        cause:
          $ref: '#/components/schemas/Cause'
        ngApCause:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NgApCause'
        5gMmCauseValue:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5GMmCause'
        ueLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        ueTimeZone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        addUeLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        vsmfReleaseOnly:
          type: boolean
          default: false
        n2SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        n2SmInfoType:
          $ref: '#/components/schemas/N2SmInfoType'


[…]

    N2SmInfoType:
      anyOf:
      - type: string
        enum:
          - PDU_RES_SETUP_REQ
          - PDU_RES_SETUP_RSP
          - PDU_RES_SETUP_FAIL
          - PDU_RES_REL_CMD
          - PDU_RES_REL_RSP
          - PDU_RES_MOD_REQ
          - PDU_RES_MOD_RSP
          - PDU_RES_MOD_FAIL
          - PDU_RES_NTY
          - PDU_RES_NTY_REL
          - PDU_RES_MOD_IND
          - PDU_RES_MOD_CFM
          - PATH_SWITCH_REQ
          - PATH_SWITCH_SETUP_FAIL
          - PATH_SWITCH_REQ_ACK
          - PATH_SWITCH_REQ_FAIL
          - HANDOVER_REQUIRED
          - HANDOVER_CMD
          - HANDOVER_PREP_FAIL
          - HANDOVER_REQ_ACK
          - HANDOVER_RES_ALLOC_FAIL
          - SECONDARY_RAT_USAGE
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Possible values are
        - PDU_RES_SETUP_REQ
        - PDU_RES_SETUP_RSP
        - PDU_RES_SETUP_FAIL
        - PDU_RES_REL_CMD
        - PDU_RES_REL_RSP
        - PDU_RES_MOD_REQ
        - PDU_RES_MOD_RSP
        - PDU_RES_MOD_FAIL
        - PDU_RES_NTY
        - PDU_RES_NTY_REL
        - PDU_RES_MOD_IND
        - PDU_RES_MOD_CFM
        - PATH_SWITCH_REQ
        - PATH_SWITCH_SETUP_FAIL
        - PATH_SWITCH_REQ_ACK
        - PATH_SWITCH_REQ_FAIL
        - HANDOVER_REQUIRED
        - HANDOVER_CMD
        - HANDOVER_PREP_FAIL
        - HANDOVER_REQ_ACK
        - HANDOVER_RES_ALLOC_FAIL
        - SECONDARY_RAT_USAGE


[…]


* * * End of Change * * * *
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