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	The current specification of the N5g-eir_EquipmentIdentityCheck service does not define any scopes for Oauth2 authorization to access the API as described in TS 29.500, subclause 6.7.3, saying that the usage of OAuth2 is optional to use.
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* * * First  Change * * * *

6.1.7.1
General
The security mechanisms for service based interfaces are specified in clause 13 of 3GPP TS 33.501 [11] and in subclause 6.7.3 of 3GPP TS 29.500 [4]. The access to the N5g-eir_EquipmentIdentityCheck API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [12]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [13]) plays the role of the authorization server.
The N5g-eir_EquipmentIdentityCheck API defines scopes for OAuth2 authorization as specified in 3GPP TS 33.501 [11]; it defines a single scope consisting on the name of the service (i.e., "n5g-eir-eic"), and it does not define any additional scopes at resource or operation level.
Security Protection Edge Proxy (SEPP), as specified in 3GPP TS 33.501 [11], shall be used between service based interfaces across PLMNs. The NFs in a PLMN shall use the SEPP as a HTTP/2 proxy for the HTTP/2 messages that carry ":authority" pseudo header with a uri-host formatted as specified in subclause 6.1.4.3 of 3GPP TS 29.500 [4]. 
* * * End of Changes * * * *

