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	Reason for change:
	The CP function can instruct the UPF to perform a HTTP redirection upon receiving UL traffic, by provisioning a Redirection Information, where the Redirect Address Type can be set to a URL, in the FAR, together with an uplink PDR. 

Therefore, the UPF can use the PDR to match a uplink packet, which may be a HTTP request message, and to be able to perform a HTTP redirect, the UPF need “fake” a respnse message with HTTP status code "302" together with a Location header which is set to the “URL” received from the Redirection Information in the FAR.  And this response message shall be transferred back to the UE, in such case, the FAR shall be set with the Destination Interface to Access, Outer Header Creation shall be applicable. 

It is required to clarify that, when instructing the UP to perform a HTTP redirection, the destination interface in the corresponding FAR which containing a Redirection Information shall be set to “access”, and the Outer Header Creation IE shall be also present.   

For other type of redirection, e.g. redirect to an IP address, the Destination may be set to "Core".  

	
	

	Summary of change:
	Clarifying that when instructing the UP to perform a HTTP redirection, the destination interface in the corresponding FAR shall be set to “access”, and outer header creation shall be also present.
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* * * First Change * * * *

5.4.7
Traffic Redirection
Traffic Redirection refers to the process of redirecting uplink application traffic, in a PGW or TDF, towards a redirect destination, e.g. redirect some HTTP flows to a service provisioning page. See subclause 6.1.13 of 3GPP TS 23.203 [7] and subclauses 4.5.2.6 and 4b.5.1.4 of 3GPP TS 29.212 [8].
The redirect destination may be provided by the PCRF or be preconfigured in the CP function or in the UP function.

The traffic redirection may be enforced in the CP function or in the UP function. If the traffic that the UP function can support may be subject to traffic redirection, traffic redirection enforcement in the UP function shall be supported by the UP function. The UP function reports to the CP function whether it supports traffic redirection enforcement in the UP function via the UP Function Features IE (see subclause 8.2.25).

NOTE:
A UP function that supports traffic not requiring traffic redirection does not need to support traffic redirection enforcement in the UP function. The CP function can select a UP function supporting traffic redirection enforcement in the UP function for users or services which may require traffic redirection.

To enforce the traffic redirection in the CP function, the CP function shall instruct the UP function to forward the applicable user traffic to the CP function, as specified in subclause 5.3.1.

To enforce the traffic redirection in the UP function, the CP function shall:

-
create the necessary PDR(s) to represent the traffic to be redirected, if not already existing;

-
create a FAR with:
-
the Redirect Information IE including the redirect destination, if the traffic needs to be redirected towards a redirect destination provided by the CP function; a redirect destination provided by the CP function shall prevail over a redirect destination preconfigured in the UP function;

-
For HTTP traffic redirection, the Redirection Address Type shall be set to "URL" and the CP function shall set the Destination Interface IE in the FAR to "Access" (to forward the HTTP response message with a status code indicating redirect). For other types of traffic redirection, the Destination Interface IE in the FAR may be set to "Core". 
or
-
the Forwarding Policy IE including the identifier of the forwarding policy to apply, if the traffic needs to be redirected towards a redirect destination preconfigured in the UP function;

-
associate the FAR to the above PDRs of the PFCP session.
* * * Next Change * * * *

8.2.24
Destination Interface

The Destination Interface IE type shall be encoded as shown in Figure 8.2.24-1. It indicates the type of the interface towards which an outgoing packet is sent.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 42 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	Spare
	Interface value
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.24-1: Destination Interface

The Interface value shall be encoded as a 4 bits binary integer as specified in Table 8.2.24-1.

Table 8.2.24-1: Interface value

	Interface value
	Values (Decimal)

	Access (NOTE 1, NOTE 3, NOTE X)
	0

	Core (see NOTE 1)
	1

	SGi-LAN/N6-LAN
	2

	CP- Function
	3

	LI Function (see NOTE 2)
	4

	Spare
	5 to 15

	NOTE 1:
The "Access" and "Core" values denote a downlink and uplink traffic direction respectively. 

NOTE 2:
LI Function may denote an SX3LIF or an LMISF. See subclause 5.7.

NOTE 3:
For indirect data forwarding, the Source Interface in the PDR and the Destination Interface in the FAR shall both be set to "Access", in the forwarding SGW(s). The Interface value does not infer any traffic direction, in PDRs and FARs set up for indirect data forwarding, i.e. with both the Source and Destination Interfaces set to Access.
NOTE X:
For a HTTP redirection, the Source Interface in the PDR to match the uplink packets to be redirected and the Destination Interface in the FAR to enable the HTTP redirection shall both be set to "Access".


* * * End of changes * * * *

