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***** First change *****
6.3.13.2.2
Configuration management client procedures

In order to subscribe to Configuration management document, a CMC shall send an initial SIP SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [22] and IETF RFC 5875 [11]. In the initial SIP SUBSCRIBE request, the CMC:

a)
if direct subscription is used, shall set the Request URI to a SIP URI containing:

1)
the base URI being equal to the "CMSXCAPRootURI" configured in the CMC as per 3GPP TS 24.483 [4]; and

2)
the "auid" parameter set to the appropriate application usage identifying a configuration management document;
b)
if subscription to multiple documents simultaneously using the subscription proxy function is used:
1) shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the CMC shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element contains a relative path reference to document in the format specified by IETF RFC 5875 [11].


2)
shall set the Request-URI to the configured public service identity for performing subscription proxy function of the CMS;

c)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to the value of the access token received during authentication procedure as described in 3GPP TS 24.482 [6];

d)
if identity hiding is required:

1)
shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [9] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the application/resource-lists+xml MIME body; and

2)
shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [9];

e)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [22]), in a P-Preferred-Service header field according to IETF RFC 6050 [23]; and

f)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request:

1)
if identity hiding is required, the CMC shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [9] for MC client; and

2)
shall handle the SIP NOTIFY request according to IETF RFC 5875 [11].

In order to re-subscribe to notification of changes of a modified list of one or more configuration management documents; a CMC shall send a SIP re-SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [22] and IETF RFC 5875 [11]. In the SIP re-SUBSCRIBE request, the CMC: 
a)
if direct subscription is used, shall set the Request URI to a SIP URI containing:

1)
the base URI being equal to the "CMSXCAPRootURI" configured in the CMC as per 3GPP TS 24.483 [4]; and

2)
the "auid" parameter set to the appropriate application usage identifying a configuration management document as described in clause 7;

b)
if subscription to multiple documents simultaneously using the subscription proxy function is used:

1)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the CMC shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element contains a relative path reference to document in the format specified by IETF RFC 5875 [11].


c)
if identity hiding is required, shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [9] for MC client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the application/resource-lists+xml MIME body using the CSK included in the initial SIP SUBSCRIBE request; and

d)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
***** Second change *****
6.3.13.2.3
MCS server procedures

In order to subscribe to an MCS service configuration document, an MCS server shall send an initial SIP SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [22] and IETF RFC 5875 [11]. In the initial SIP SUBSCRIBE request, MCS server:

a)
shall set the Request URI to a SIP URI containing:

1)
the base URI being equal to the public service identity of the CMS configured in the MCS server; and

2)
the "auid" parameter set to the application usage identifying th MCS service configuration document;

b)
shall include a P-Asserted-Identity header field containing the public service identity of the MCS server;

c)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [22]), in a P-Asserted-Service header field according to IETF RFC 6050 [23]; and

d)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request, the MCS server shall handle the SIP NOTIFY request according to IETF RFC 5875 [11].

In order to re-subscribe to notification of changes to an MCS service configuration document, an MCS server shall send a SIP re-SUBSCRIBE request to the network according to the originating AS procedures specified in 3GPP TS 24.229 [22] and IETF RFC 5875 [11]. In the SIP re-SUBSCRIBE request, MCS server:

a)
shall set the Request URI to a SIP URI containing:

1)
the base URI being equal to the public service identity of the CMS configured in the MCS server; and

2)
the "auid" parameter set to the application usage identifying an MCS service configuration document; and

b)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.

***** Third change *****
6.3.13.3.2.4
MCS server originated subscription procedure
Upon reception of an initial SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI having the base URI equal to the public service identity of the CMS;
c)
with a P-Asserted-Identity header field containing an identity listed in the authorized MCS server list specified in subclause 6.2.4; and

d)
with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24 229 [12]), in a P-Asserted-Service header field according to IETF RFC 6050 [23];
the CMS shall act as a notifier according to IETF RFC 5875 [11].

Upon reception of a SIP re-SUBSCRIBE request:

a)
with the Event header field set to xcap-diff; and

b)
with an application/resource-lists+xml MIME body;

the CMS:

a)
shall use URI of the P-Asserted-Identity header field as an authenticated identity when performing the authorization;

b)
if the authenticated identity is not authorized to subscribe to notification of changes of any document or element in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps; and
c)
shall act as a notifier according to IETF RFC 5875 [11].
***** Fourth change *****
8.3.2.8
Naming Conventions

The name of user profile configuration document shall be in the format of a static "mcptt-user-profile"- string concatenated with the value of <user-profile-index> attribute and including ".xml" filetype. For instance, "mcptt-user-profile-9.xml" is the user profile document name for a profile with the index value of 9.
***** Fifth change *****
9.3.2.8
Naming Conventions

The name of user profile configuration document shall be in the format of a static "mcvideo-user-profile" string concatenated with the value of <user-profile-index> attribute and including ".xml" filetype. For instance, "mcvideo-user-profile-9.xml" is the user profile document name for an MCVideo user profile with the index value of 9.
***** Sixth change *****
9.4.2.8
Naming Conventions

The MCVideo service configuration document name shall be called "mcvideo-service-config.xml".
***** Seventh change *****
9.4.2.9
Global documents

The MCVideo service configuration document is a global document. This document resides under the global tree for the CMSXCAPROOT. Since there is only one document for each mission critical organization, the CMSXCAPROOT may be used to distinquish different MC Video service configuration documents. Otherwise, a subdirectory under the global tree, named by the mission critical organization name can be used to distinquish different service configuraiton documents. For example, if the CMSXCAPROOTURI respresents a single one mission critical organization, then the document URI would be: 

mc-org-domain/mcorg12345/org.3gpp.mcvideo.service-config/global/mcvideo-service-config.xml

otherwise, if it services multiple organizations then the document URI would be:

CMSXCAPROOTURI/org.3gpp.mcvideo.service-config/global/mc-org-name/mcvideo-service-config.xml
Since the mcvideo service configuration is a global document, all users will have read-only access. Read-write access is only allowed for the system administrators of the mission critical organization.

***** Eighth change *****
10.3.2.8
Naming Conventions

The name of user profile configuration document shall be in the format of a static "mcdata-user-profile" string concatenated with the value of <user-profile-index> attribute and including ".xml" filetype. For instance "mcdata-user-profile-9.xml" is the user profile document name for a MCData user profile with the index value of 9.
***** Nineth change *****
10.4.2.8
Naming Conventions

The MCData service configuration document name shall be called mcdata-service-config.xml.
***** Tenth change *****
10.4.2.9
Global documents

The MCData service configuration document is a global document. This document resides under the global tree for the CMSXCAPROOT. Since there is only one document for each mission critical organization, the CMSXCAPROOT may be used to distinquish different MCData service configuration documents. Otherwise, a subdirectory under the global tree, named by the mission critical organization name can be used to distinquish different service configuraiton documents. For example, if the CMSXCAPROOTURI respresents a single one mission critical organization, then the document URI would be: 

mc-org-domain/mcorg12345/org.3gpp.mcdata.service-config/global/mcdata-service-config.xml

otherwise, if it services multiple organizations then the document URI would be:

CMSXCAPROOTURI/org.3gpp.mcdata.service-config/global/mc-org-name/mcdata-service-config.xml
Since the mcdata service configuration is a global document, all users will have read-only access. Read-write access is only allowed for the system administrators of the mission critical organization.
***** End of changes *****
�


As with MCVideo Service configuration, the MCData Service Configuration is a global document with a single document associated with one mission critical organization. These changes reflect that the document should fall under the global tree and not the user tree. They also clarify the precise name of the document in the CMS.





These changes should probably be made in all prior mcdata releases.





