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	Reason for change:
	In subclause 7.1, it specifies "… the child user plane IPsec SA creation procedures can be initiated by the UE or the N3IWF as specified in 3GPP TS 33.501."
According to TS 23.502, the user plane IPsec SA creation procedure is to establish a Child SA associating to the QoS flows of the PDU session. This procedure is performed during PDU session establishment and modification procedure and shall be initiated by the N3IWF.
Therefore, the procedure shall be initiated by the N3IWF only.

In addition, there is no child user plane IPsec SA creation procedure statement in TS 33.501. The correct reference should be TS 23.502.
In the first paragraph of sublcause 7.5.1, it says user plane IPsec SA creation procedure is perforemed during the UE requested PDU session establishment procedure. "during the PDU session modification procedure" is missing in this statement.

	
	

	Summary of change:
	The child user plane IPsec SA creation procedures shall be initiated by the N3IWF.
Replace TS 33.501 with TS 23.502.
Remove "during the UE requested PDU session establishment procedure" in subclause 7.5.1.

	
	

	Consequences if not approved:
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	Other comments:
	


***** 1st change *****
7.1
General

The purpose of the security association management procedures is to define the procedures for establishment or disconnection of end-to-end security association between the UE and the N3IWF via an IKEv2 protocol exchange specified in IETF RFC 7296 [6]. The IKE SA and child signalling IPsec SA establishment procedure is always initiated by the UE, whereas the child user plane IPsec SA creation procedures shall be initiated by the N3IWF as specified in 3GPP TS 23.502 [3].

The UE selects an N3IWF according to the procedure in subclause 7.2. Once the N3IWF has been selected, the security associations are established and managed according to the procedures in subclause 7.3 to subclause 7.7.
If a non-3GPP access network does not support transport of IP fragments, the maximum size of an IKEv2 message including the IP header is equal to the path MTU between the UE and N3IWF.

EXAMPLE:
If a non-3GPP access network is an IPv6 only network which does not support transport of IP fragments and the path MTU between the UE and the N3IWF is 1280 octets then the maximum size of an IKEv2 message including IP header is 1280 octets.

***** 2nd change *****
7.5.1
General
The purpose of the user plane IPsec SA creation procedure is to establish a Child SA associating to the QoS flows of the PDU session. This procedure shall be initiated by the N3IWF.
One user plane IPsec SA can be associated with one or more QoS flows of the PDU session. During PDU session establishment or PDU session modification via untrusted non-3GPP access, the N3IWF shall determine the number of user plane IPsec child SAs to establish and the QoS profiles associated with each Child SA based on local policies, configuration and the QoS profiles received from the network.
***** End of changes *****
