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a) epsBearerSetup in SmContextUpdateData

b) epsBearerSetup in SmContextUpdatedData

c) epsBearerId in HsmfUpdateData

a) is used during a 5GS to EPS handover using the N26 interface. When present, it shall include the EPS bearer context(s) successfully setup in EPS (as received in the Forward Relocation Response). 
If no EPS bearer of a PDU session being handed over to EPS is successfully setup in EPS, but least one PDU session can be successfully handed over to EPS, it is assumed that the AMF requests to release the PDU session that can not be handed over to EPS using the release SM context service operation. 
If none of the PDU sessions can be handed over to EPS, PDU sessions remain established in 5GS. It is not defined how the SMF is updated with the information that the handover preparation failed (i.e. that SMF can release the GTP-U tunnels resources prepared for S5 during the handover preparation (i.e. retrieve SM context service operation). It is proposed that the AMF sends an Update SM context with the cause attribute set to "HO_FAILURE" and with an empty epsBearerSetup array in this case. 
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During the handover preparation, the SMF receives N2 SM information from the target NG-RAN indicating whether resources have been prepared successfully or not for the PDU session. If no resources were allocated to the PDU session, the SMF returns an error response to the AMF, with the hoState to NONE (within an UpdateSmContextError structure). 
This entails that there is at least one EPS bearer returned in an SmContextUpdatedData. The cardinality of the attribute needs to be changed to 1..N correspondingly.

It is also proposed to define a new Application Error HANDOVER_RESOURCE_ALLOCATION_FAILURE to be sent in the smContextUpdateError in this scenario and in the N2 handover preparation scenario, when the target NG-RAN fails to allocate resources for the PDU session. 
c) is used during an EPS to 5GS handover execution using the N26 interface. 

When present, it shall contain the list of EPS bearer Id(s) successfully handed over to 5GS. 
If no RAN resources were allocated for the PDU session, it is assumed that if at least one PDU session could be handed over to 5GS, the MME initiates a Delete Session Request towards the PGW (upon receiving the Forward Relocation Response) to delete the PDN connection that could not be handed over to 5GS. The V-SMF does not need in principle to send an update request to the H-SMF in this case. 
If none of the PDU sessions can be handed over to 5GS, PDU sessions remain established in EPC. It is not defined how the H-SMF is updated with the information that the handover preparation failed (i.e. that the H-SMF can release the GTP-U tunnel resource prepared for N16 during the handover preparation). 
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Note that since the SMF does not know on whether other PDU sessions can be handed over to 5GS, the V-SMF always sends this Update request to the H-SMF during an EPS to 5GS handover execution when the handover preparation fails.
NOTE: Handover failure scenarios are not detailed in stage 2. 
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* * * First Change * * * *

5.2.2.3.4.2
N2 Handover Preparation 

The NF Service Consumer (e.g. AMF) shall request the SMF to prepare the handover of an existing PDU session, i.e. prepare the N3 tunnel between the target 5G-AN and UPF, as follows. 
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Figure 5.2.2.3.4.2-1: N2 Handover Preparation

1.
The NF Service Consumer shall request the SMF to prepare the handover of the PDU session by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
updating the hoState attribute of the individual SM Context resource in the SMF to PREPARING;  

-
target user location (e.g. target TAI or target RAN ID); 

-
Target AMF ID, for a N2 handover with AMF change; 

-
other information, if necessary. 

2a.
Upon receipt of such a request, if the SMF can proceed with preparing the handover of the PDU session (see subclause 4.9.1.3 of 3GPP TS 23.501 [2]), the SMF shall set the hoState attribute to PREPARING and shall return a 200 OK response including the following information:

-
hoState attribute set to PREPARING; 

-
N2 SM information to request the target 5G-AN to assign resources to the PDU session (see Handover Preparation procedure in subclause 8.4.1 of 3GPP TS 38.413 [9]), including (among others) the transport layer address and tunnel endpoint of the uplink termination point for the user plane data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic). 

The SMF shall store the Target AMF ID, if received in the request, but the SMF shall still consider the AMF (previously) received in the amfId IE as the serving AMF for the UE.

2b.
If the SMF cannot proceed with preparing the handover of the PDU session (e.g. the UE moves into a non-allowed service area), the SMF shall return an error response, as specified in step 2b of figure 5.2.2.3.1-1. For a 4xx/5xx response, the SmContextUpdateError structure shall include the following additional information: 

-
hoState attribute set to NONE.  

3.
If the SMF returned a 200 OK response, the NF Service Consumer (e.g. AMF) shall subsequently update the SM context in the SMF by sending POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
hoState attribute set to PREPARED;

-
N2 SM information received from the target 5G-AN, including the transport layer address and tunnel endpoint of the downlink termination point for the user data for this PDU session (i.e. target 5G-AN's GTP-U F-TEID for downlink traffic), if the target 5G-AN succeeded in establishing resources for the PDU session; 

-
N2 SM information including the Cause of the failure, if resources failed to be established for the PDU sessions.  

4a.
If the 5G-AN succeeded in establishing resources for the PDU sessions, the SMF shall set the hoState attribute to PREPARED and return a 200 OK response including the following information: 

-
hoState attribute to PREPARED; 

-
N2 SM information containing DL forwarding tunnel information to be sent to the source 5G-AN by the AMF (see step 11f of subclause 4.9.1.3.2 of 3GPP TS 23.502 [3]). 

If indirect data forwarding applies, the SMF shall start an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.

4b.
If the SMF cannot proceed with preparing the handover of the PDU session (e.g. the target 5G-AN failed to establish resources for the PDU session), the SMF shall set the hoState to NONE, release resources reserved for the handover to the target 5G-AN, and return an error response as specified in step 2b of figure 5.2.2.3.1-1. For a 4xx/5xx response, the SmContextUpdateError structure shall include the following additional information: 

-
hoState attribute set to NONE; 

-
the cause in the error attribute set to HANDOVER_RESOURCE_ALLOCATION_FAILURE, if the target 5G-AN failed to establish resources for the PDU session.  

* * * Next Change * * * *

5.2.2.3.8.2
EPS to 5GS Handover Preparation

The requirements specified in subclause 5.2.2.3.4.2 shall apply with the following modifications. 
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Figure 5.2.2.3.8.2-1: EPS to 5GS Handover Preparation

1.
Same as step 1 of Figure 5.2.2.2.3-1.

2a.
Same as step 2 of Figure 5.2.2.2.3-1.

2b.
Same as step 2b of figure 5.2.2.3.1-1.

3.
Same as step 3 of Figure 5.2.2.3.4.2-1.

4a.
Same as step 4 of Figure 5.2.2.3.4.2-1, with the following modifications:

The 200 OK response shall not include N2 SM information for DL forwarding tunnel setup, but shall additionally contain:  

-
the epsBearerSetup IE(s), containing the list of EPS bearer context(s) successfully handed over to the 5GS and the CN tunnel information for data forwarding, generated based on the list of accepted QFI(s) received from the 5G-RAN;  

4b.
Same as step 2b of figure 5.2.2.3.4.2-1.

* * * Next Change * * * *

5.2.2.8.2.4
EPS to 5GS Handover Execution

The requirements specified in subclause 5.2.2.8.2.1 shall apply with the following modifications.
1.
Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.

The POST request shall contain:

-
the list of EPS Bearer Ids successfully handed over to 5GS;

-
the hoPreparationIndication IE set to "false", to indicate that there is no handover preparation in progress anymore and that the PGW-C/SMF shall switch the DL user plane of the PDU session.  

2.
Same as step 2 of Figure 5.2.2.8.2-1, with the following modifications.

The SMF shall return a 200 OK response. The SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo, if the hoPreparationIndication IE was set to "false" in the request.

If the handover preparation failed (e.g. the target 5G-AN failed to establish resources for the PDU session), the requirements specified in subclause 5.2.2.8.2.1 shall apply with the following modifications.
1.
Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.

The POST request shall contain:

-
the cause attribute set to "HO_FAILURE"; 

-
an empty list of EPS Bearer Ids;

-
the hoPreparationIndication IE set to "false", to indicate that there is no handover preparation in progress anymore.  

2.
Same as step 2 of Figure 5.2.2.8.2-1, with the following modifications.

The H-SMF shall return a 200 OK response. The H-SMF shall release the resources prepared for the handover.
* * * Next Change * * * *

5.2.2.3.9
5GS to EPS Handover using N26 interface 

The NF Service Consumer (e.g. AMF) shall request the SMF to establish indirect data forwarding tunnels during a 5GS to EPS handover, as follows. 
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Figure 5.2.2.3.9-1: 5GS to EPS Handover using N26 interface (data forwarding tunnels setup)

1.
The NF Service Consumer shall send a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
dataForwarding IE set to true; 

-
EPS bearer contexts received from the MME in the Forward Relocation Response.

2a.
Upon receipt of such a request, the SMF shall map the EPS bearers for Data Forwarding to the 5G QoS flows based on the association between the EPS bearer ID(s) and QFI(s) for the QoS flow(s), and shall return a 200 OK response including the following information:

-
N2 SM information providing the 5G-AN with the CN transport layer address and tunnel endpoint (i.e. UPF's GTP-U F-TEID) for Data Forwarding and the QoS flows for Data Forwarding for this PDU session.

2b.
If the SMF cannot proceed with the request, the SMF shall return an error response, as specified for step 2b of figure 5.2.2.3.1-1. 

The NF Service Consumer (e.g. AMF) shall request the SMF to release indirect data forwarding tunnels, as follows. 
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Figure 5.2.2.3.9-2: 5GS to EPS Handover using N26 interface (data forwarding tunnels release)

1.
The NF Service Consumer shall send a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
dataForwarding IE set to false. 

2a.
Upon receipt of such a request, the SMF shall release the resources used for indirect data forwarding, and shall return a 200 OK response including the following information:

-
dataForwarding IE set to false.

2b.
If the SMF cannot proceed with the request, the SMF shall return an error response, as specified for step 2b of figure 5.2.2.3.1-1. 

If no resources can be assigned in EPS for any PDU session attempted to be handed over, the AMF shall update the SMF with the information that the handover preparation failed by sending a POST request with the cause attribute set to "HO_FAILURE" and with an empty list of EPS bearer contexts (and without the dataForwarding IE). The SMF shall then release the resources prepared for the handover and proceed with the PDU session as if no handover procedure had taken place.
* * * Next Change * * * *

6.1.6.2.4
Type: SMContextUpdateData

Table 6.1.6.2.4-1: Definition of type SmContextUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF.

When present, this IE shall contain the permanent equipment identifier.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF or if it has changed. When present, it shall contain the user's GPSI. 

	servingNfId
	NfInstanceId
	C
	0..1
	This IE shall be present upon inter-AMF change or mobility, or upon a N2 handover execution with AMF change. 

When present, it shall contain the identifier of the serving NF (e.g. AMF).

	smContextStatusUri
	Uri
	C
	0..1
	This IE shall be present if the servingNfId IE is present. It may be present otherwise.

When present, this IE shall include the callback URI to receive notification of SM context status.

	guami
	Guami
	C
	0..1
	This IE shall be present if the servingNfId of AMF is present. 

When present, it shall contain the serving AMF's GUAMI.

	servingNetwork
	PlmnId
	C
	0..1
	This IE shall be present if the servingNfId IE is present. 

When present, it shall contain the serving core network operator PLMN ID. 

	backupAmfInfo
	array(BackupAmfInfo)
	C
	0..N
	This IE shall be included for the modification of the BackupAmfInfo if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF.

	anType
	AccessType
	C
	0..1
	This IE shall be present upon a change of Access Network Type. 

When present, this IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available, upon a change of RAT Type.

	presenceInLadn
	PresenceState
	C
	0..1
	This IE shall be present during a Service Request procedure (see subclause 5.2.2.3.2.2) ), an Xn handover (see subclause 5.2.2.3.3) or a N2 handover execution (see subclause 5.2.2.3.4.3), if the DNN of the PDU session corresponds to a LADN. When present, it shall be set to "IN" or "OUT" to indicate that the UE is in or out of the LADN service area. 

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present if it is available and if it needs to be reported to the SMF (e.g. the user location has changed or the user plane of the PDU session is deactivated).

When present, this IE shall contain: 

-
the UE location information; and 

-
the timestamp, if available, indicating the UTC time when the UeLocation information was acquired.
See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE Time Zone.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 

When present, it shall contain: 

-
the last known 3GPP access user location; and 

-
the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
See NOTE.

	upCnxState
	UpCnxState
	C
	0..1
	This IE shall be present to request the activation or the deactivation of the user plane connection of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.3.2.

	hoState
	HoState
	C
	0..1
	This IE shall be present to request the preparation, execution or cancellation of a handover of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.3.4.

	toBeSwitched
	boolean
	C
	0..1
	This IE shall be present during an Xn Handover (see subclause 5.2.2.3.3) to request to switch the PDU session to a new downlink N3 tunnel endpoint.

When present, it shall be set as follows:

- true: request to switch to the PDU session.

- false (default): no request to switch the PDU session.

	failedToBeSwitched
	boolean
	C
	0..1
	This IE shall be present during an Xn Handover (see subclause 5.2.2.3.3) if the PDU session failed to be setup in the target RAN.

When present, it shall be to true to indicate that the PDU session failed to be setup in the target RAN. 

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present if N1 SM Information has been received from the UE.

When present, this IE shall reference the N1 SM Message binary data (see subclause 6.1.6.4.2).

	n2SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 SM Information has been received from the AN. 

When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	n2SmInfoType
	N2SmInfoType
	C
	0..1
	This IE shall be present if "n2SmInfo" attribute is present. 
When present, this IE shall indicate the NG AP IE type for the NG AP SMF related IE container carried in "n2SmInfo" attribute.

	targetServingNfId
	NfInstanceId
	C
	0..1
	This IE shall be present during a N2 handover preparation with AMF change. 

When present, it shall contain the identifier of the target serving NF (e.g. AMF).

	dataForwarding
	boolean
	C
	0..1
	This IE shall be present and set as specified in subclause 5.2.2.3.9 during a 5GS to EPS handover. 

When present, it shall be set as follows:

- true: indirect data forwarding is required; 

- false (default): indirect data forwarding is not required.

	epsBearerSetup
	array(EpsBearerContainer)
	C
	0..N
	This IE shall be present during a 5GS to EPS handover using the N26 interface. 

When present, it shall include the EPS bearer context(s) successfully setup in EPS. The array shall be empty if no resource was successfully allocated in EPS for any PDU session.   

	revokeEbiList
	array(EpsBearerId)
	C
	1..N
	This IE shall be present to request the SMF to revoke some EBIs (see subclause 4.11.1.4.1 of 3GPP TS 23.502 [3]). When present, it shall contain the EBIs to revoke.

	release
	boolean
	C
	0..1
	This IE shall be used to indicate a network initiated PDU session release is requested. 

This IE shall be present and set as specified in subclause 5.2.2.3.10 during P-CSCF restoration procedure.

When present, it shall be set as follows:

- true: PDU session release is required; 
- false (default): PDU session release is not required.

	cause
	Cause
	O
	0..1
	When present, this IE shall indicate the cause for the requested modification, e.g. the NF Service Consumer cause for requesting to deactivate the user plane connection of the PDU session.

	ngApCause
	NgApCause
	C
	0..1
	This IE shall be present, if the information is available. When present, this IE shall indicate the cause for the requested modification, e.g. the NGAP cause for requesting to deactivate the user plane connection of the PDU session.

	5GMmCauseValue
	5GMmCause
	C
	0..1
	This IE shall be included if the AMF received a 5GMM cause code from the UE during any network initiated PDU session modification or release procedure. (e.g 5GMM Status message in response to a Downlink NAS Transport message carrying 5GSM payload).

	sNssai
	Snssai
	C
	0..1
	This IE shall be present, during an EPS to 5GS idle mode mobility or handover using the N26 interface, if the S-NSSAI for the serving PLMN derived from the S-NSSAI of the home PLMN differs from the S-NSSAI provided in the Create SM Context Request.

When present, it shall contain the S-NSSAI for the serving PLMN. 

	traceData
	TraceData
	C
	0..1
	This IE shall be included if trace is required to be activated, modified or deactivated (see 3GPP TS 32.422 [22]). 

For trace modification, it shall contain a complete replacement of trace data. 
For trace deactivation, it shall contain the Null value.

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been provided during the PDU session creation, and its value has changed after session creation or last update.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	NOTE:
In shared networks, when the message is sent from the VPLMN to the HPLMN, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 
In shared networks, when the AMF and SMF pertain to the same PLMN, the Primary PLMN ID shall be communicated in the ECGI or NCGI to the SMF. The Core Network Operator PLMN ID shall be communicated in the TAI and the Serving Network.


* * * Next Change * * * *

6.1.6.2.5
Type: SMContextUpdatedData

Table 6.1.6.2.5-1: Definition of type SmContextUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	upCnxState
	UpCnxState
	C
	0..1
	This IE shall be present if the SMF was requested to activate or deactivate the user plane connection of the PDU session in the corresponding request.

When present, it shall be set as specified in subclause 5.2.2.3.2.

	hoState
	HoState
	C
	0..1
	This IE shall be present if the SMF was requested to prepare, execute or cancel a handover for the PDU session in the corresponding request.

When present, it shall be set as specified in subclause 5.2.2.3.4.

	releaseEbiList
	array(EpsBearerId)
	C
	0..N
	This IE shall be present if the SMF determines that some EBIs are not needed. When present, it shall contain the EBIs to be released.

	allocatedEbiList
	array(EbiArpMapping)
	C
	0..N
	This IE shall be present if the consumer NF is an AMF and Inter-system mobility happens. When present, it shall contain an array of EBI to ARP mappings currently allocated to the PDU session.

	modifiedEbiList
	array(EbiArpMapping)
	C
	0..N
	This IE shall be present if a PDU session modification procedure resulted in the change of ARP for a QoS flow that was already allocated an EBI.

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present if N1 SM Information needs to be sent to the UE.

When present, this IE shall reference the N1 SM Message binary data (see subclause 6.1.6.4.2).

	n2SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 SM Information needs to be sent to the AN. 

When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	n2SmInfoType
	N2SmInfoType
	C
	0..1
	This IE shall be present if "n2SmInfo" attribute is present.

When present, this IE shall indicate the NG AP IE type  for the NG AP SMF related IE container carried in "n2SmInfo" attribute.

	epsBearerSetup
	array(EpsBearerContainer)
	C
	1..N
	This IE shall be present during an EPS to 5GS handover using the N26 interface. 

When present, it shall include the EPS bearer context(s) successfully handed over to 5GS. 

	dataForwarding
	boolean
	C
	0..1
	This IE shall be present if it was present in the corresponding request. 

When present, it shall be set as specified in subclause 5.2.2.3.9. 


* * * Next Change * * * *

6.1.6.2.11
Type: HsmfUpdateData

Table 6.1.6.2.11-1: Definition of type HsmfUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	requestIndication
	RequestIndication
	M
	1
	This IE shall indicate the request type.

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the H-SMF.

When present, this IE shall contain the permanent equipment identifier.

	vcnTunnelInfo
	TunnelInfo
	C
	1
	This IE shall be present if the N9 tunnel information on the visited CN side provided earlier to the H-SMF has changed. 

When present, this IE shall contain the new N9 tunnel information on the visited CN side.

	servingNetwork
	PlmnId
	C
	0..1
	This IE shall contain the serving core network operator PLMN ID, if it has changed.

	anType
	AccessType
	C
	0..1
	This IE shall be present during if the Access Network Type provided earlier to the H-SMF has changed. 

When present, this IE shall indicate the new Access Network Type to which the PDU session is to be associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available, upon a change of RAT Type.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the H-SMF.

When present, this IE shall contain: 

-
the new UE location information; and 

-
the timestamp, if available, indicating the UTC time when the UeLocation information was acquired.
See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the H-SMF.

When present, this IE shall contain the new UE Time Zone.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 

When present, it shall contain: 

-
the last known 3GPP access user location; and 

-
the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
See NOTE.

	pauseCharging
	boolean
	C
	0..1
	This IE shall be present if the H-SMF enabled the use of Pause Pause of Charging for the PDU session during the PDU session establishment and 

Pause of Charging needs to be started or stopped (see subclause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:

- true: to Start Pause of Charging; 

- false: to Stop Pause of Charging. 

	pti
	ProcedureTransactionId
	C
	0..1
	This IE shall be present if the requestIndication indicates a UE requested PDU session modification or release. When present, it shall contain the PTI value received from the UE.

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see subclause 6.1.6.4.4). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see subclause 6.1.6.4.4). 

	qosFlowsRelNotifyList
	array(QosFlowItem)
	C
	0..N
	This IE shall be present if QoS flows have been released.

	qosFlowsNotifyList
	array(QosFlowNotifyItem)
	C
	0..N
	This IE shall be present if the QoS targets for GBR QoS flow(s) are not fulfilled anymore or when they are fulfilled again.

	NotifyList
	array(PduSessionNotifyItem)
	C
	0..N
	Description of notifications related to the PDU session. This IE shall be present if the NG-RAN has established user plane resources for the PDU session that do not fulfil the User Plane Security Enforcement with a value Preferred, or when the user plane security enforcement is fulfilled again. 

	epsBearerId
	array(EpsBearerId)
	C
	0..N
	This IE shall be present during an EPS to 5GS handover execution using the N26 interface. 

When present, it shall contain the list of EPS bearer Id(s) successfully handed over to 5GS. The array shall be empty if no resource was successfully allocated in 5GS for any PDU session.   

	hoPreparationIndication
	boolean
	C
	0..1
	This IE shall be present during an EPS to 5GS handover preparation and handover execution using the N26 interface. 

When present, it shall be set as follows:

- true: an EPS to 5GS handover preparation is in progress; the PGW-C/SMF shall not switch the DL user plane of the PDU session yet. 

- false: there is no on-going EPS to 5GS handover preparation in progress. If a handover preparation was in progress, the handover has been completed. The PGW-C/SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo.

It shall be set to "true" during an EPS to 5GS handover preparation using the N26 interface. 

It shall be set to "false" during an EPS to 5GS handover execution using the N26 interface. 



	revokeEbiList
	array(EpsBearerId)
	C
	0..N
	This IE shall be present to request the H-SMF to revoke some EBIs (see subclause 4.11.1.4.1 of 3GPP TS 23.502 [3]). When present, it shall contain the EBIs to revoke.

	cause
	Cause
	C
	0..1
	This IE shall be present and set as specified in subclause 5.2.2.8.2.6 during P-CSCF restoration procedure for home-routed PDU session.

When present, this IE shall indicate the NF Service Consumer cause of the requested modification.

	ngApCause
	NgApCause
	C
	0..1
	This IE shall be present, if the information is available and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy. When present, this IE shall indicate the NGAP cause for the requested modification.

	5GMmCauseValue
	5GMmCause
	C
	0..1
	The V-SMF shall include this IE if it received it from the AMF and if this information is permitted to be sent to the H-SMF operator according to the V-SMF operator's policy.

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been received from AMF and is allowed to be forwarded to H-SMF by operator configuration.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	NOTE:
In shared networks, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 


* * * Next Change * * * *

6.1.6.3.8
Enumeration: Cause

The enumeration Cause indicates a cause information. It shall comply with the provisions defined in table 6.1.6.3.8-1.
Table 6.1.6.3.8-1: Enumeration Cause

	Enumeration value
	Description

	"REL_DUE_TO_HO"
	Release due to Handover

	"EPS_FALLBACK"
	Mobility due to EPS fallback for IMS voice is on-going.

	"REL_DUE_TO_UP_SEC"
	Release due to user plane Security requirements that cannot be fulfilled.

	"DNN_CONGESTION"
	Release due to the DNN based congestion control.

	"S-NSSAI_CONGESTION"
	Release due to the S-NSSAI based congestion control.

	"REL_DUE_TO_REACTIVATION"
	Release due to PDU session reactivation.

	"5G_AN_NOT_RESPONDING"
	The 5G AN did not respond to the request initiated by the network.

	"REL_DUE_TO_SLICE_NOT_AVAILABLE"
	Release due to the associated S-NSSAI becomes no longer available.

	"HO_FAILURE"
	Handover preparation failure 


* * * Next Change * * * *

6.1.7.3
Application Errors

The common application errors defined in Table 5.2.7.2-1 of 3GPP TS 29.500 [4] may be used for the Nsmf_PDUSession service. 

The following application errors listed in Table 6.1.7.3-1 are specific to the Nsmf_PDUSession service.

Table 6.1.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	N1_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N1 SM information received in the request, e.g. N1 SM protocol error.

	SNSSAI_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription to access the SNSSAI.

	DNN_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription to access the DNN.

	PDUTYPE_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription for the requested PDU session type.

	SSC_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription for the requested SSC mode.

	SUBSCRIPTION_DENIED
	403 Forbidden
	This indicates an error, other than those listed in this table, due to lack of necessary subscription to serve the UE request.

	DNN_NOT_SUPPORTED
	403 Forbidden
	The DNN is not supported by the SMF.

	PDUTYPE_NOT_SUPPORTED
	403 Forbidden
	The requested PDU session type is not supported by the SMF for the PDN corresponding to the DNN.

	SSC_NOT_SUPPORTED
	403 Forbidden
	The requested SSC mode is not supported by the SMF for the PDN corresponding to the DNN.

	HOME_ROUTED_ROAMING_REQUIRED
	403 Forbidden
	It is used in LBO roaming, if the V-SMF is not able to process some part of the N1 SM information that requires Home Routed Roaming. 

	OUT_OF_LADN_SERVICE_AREA
	403 Forbidden
	The PDU session corresponds to a LADN and the UE is outside of the LADN Service Area.

	N2_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N2 SM information received in the request, e.g. N2 SM protocol error.

	PRIORITIZED_SERVICES_ONLY
	403 Forbidden
	The SMF was notified that the UE is reachable only for regulatory prioritized service and the PDU Session to be activated is not for a regulatory prioritized service.

	PDU_SESSION_ANCHOR_CHANGE
	403 Forbidden
	The SMF decided to change the PDU Session Anchor for the PDU Session.

	TARGET_MME_CAPABILITY
	403 Forbidden
	A request to retrieve an SM context is rejected due to the target MME not capable to support the PDU session. 

	NO_EPS_5GS_CONTINUITY
	403 Forbidden
	It is used during an EPS to 5GS Idle mode mobility or handover, if the PDU session does not support seamless session continuity to 5GS.

	UNABLE_TO_PAGE_UE
	403 Forbidden
	The request is rejected due to a temporarily inability to page the UE. 

	UE_NOT_RESPONDING
	403 Forbidden
	The UE did not respond to the request initiated by the network, e.g. paging. 

	REJECTED_BY_UE
	403 Forbidden
	The request is rejected by the UE.

	REJECTED_DUE_VPLMN_POLICY
	403 Forbidden
	The request is rejected due to VPLMN operator policy. 

	HO_TAU_IN_PROGRESS
	403 Forbidden
	The request is rejected temporarily due to a mobilty procedure in progress.

	INTEGRITY_PROTECTED_MDR_NOT_ACCEPTABLE
	403 Forbidden
	The integrity protected maximum data rate value provided by the UE is not acceptable for the PDU session based on local policy at the SMF. This error is applicable when the UP Security Policy for the PDU Session is determined to have Integrity Protection set to "Required".

An NF service consumer that receives this error cause may use it for maintaining KPIs.

	EBI_EXHAUSTED
	403 Forbidden
	The allocation of EPS Bearer ID failed due to exhaustion of EBI as the maximum number of EBIs has already been allocated to the UE.

	HANDOVER_RESOURCE_ALLOCATION_FAILURE
	403 Forbidden
	It is used during a N2 handover preparation or an EPS to 5GS handover preparation, if no resource is allocated by the target NG-RAN for the PDU session. 

	CONTEXT_NOT_FOUND
	404 Not Found
	It is used when no context corresponding to the request exists in the SMF.

	INSUFFICIENT_RESOURCES_SLICE
	500 Internal Server Error
	The request cannot be provided due to insufficient resources for the specific slice.

	INSUFFICIENT_RESOURCES_SLICE_DNN
	500 Internal Server Error
	The request cannot be provided due to insufficient resources for the specific slice and DNN.

	DNN_CONGESTION
	503 Service Unavailable
	The SMF has detected congestion for the requested DNN and performs overload control for that DNN which does not allow the PDU session to be established.

	S-NSSAI_CONGESTION
	503 Service Unavailable
	The SMF has detected congestion for the requested S-NSSAI and performs overload control for that S-NSSAI which does not allow the PDU session to be established.

	PEER_NOT_RESPONDING
	504 Gateway Timeout
	No response is received from a remote peer, e.g. from the H-SMF for a HR PDU session.

	NETWORK_FAILURE
	504 Gateway Timeout
	The request is rejected due to a network problem.


* * * Next Change * * * *

A.2
Nsmf_PDUSession API

openapi: 3.0.0

[…]
    SmContextUpdatedData:

      type: object

      properties:

        upCnxState:

          $ref: '#/components/schemas/UpCnxState'

        hoState:

          $ref: '#/components/schemas/HoState'

        releaseEbiList:

          type: array

          items:

            $ref: '#/components/schemas/EpsBearerId'

          minItems: 0

        allocatedEbiList:

          type: array

          items:

            $ref: '#/components/schemas/EbiArpMapping'

          minItems: 0

        modifiedEbiList:

          type: array

          items:

            $ref: '#/components/schemas/EbiArpMapping'

          minItems: 0

        n1SmMsg:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'

        n2SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        n2SmInfoType:

          $ref: '#/components/schemas/N2SmInfoType'

        epsBearerSetup:

          type: array

          items:

            $ref: '#/components/schemas/EpsBearerContainer'

          minItems: 1
        dataForwarding:

          type: boolean

[…]

    Cause:

      anyOf:

      - type: string

        enum:

          - REL_DUE_TO_HO

          - EPS_FALLBACK

          - REL_DUE_TO_UP_SEC
          - DNN_CONGESTION
          - S-NSSAI_CONGESTION

          - REL_DUE_TO_REACTIVATION

          - 5G_AN_NOT_RESPONDING

          - REL_DUE_TO_SLICE_NOT_AVAILABLE
          - HO_FAILURE
      - type: string

        description: >

          This string provides forward-compatibility with future

          extensions to the enumeration but is not used to encode

          content defined in the present version of this API.

      description: >

        Possible values are

        - REL_DUE_TO_HO

        - EPS_FALLBACK

        - REL_DUE_TO_UP_SEC
        - DNN_CONGESTION
        - S-NSSAI_CONGESTION

        - REL_DUE_TO_REACTIVATION

        - 5G_AN_NOT_RESPONDING

        - REL_DUE_TO_SLICE_NOT_AVAILABLE
        - HO_FAILURE
[…]

* * * End of Changes * * * *
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