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	Reason for change:
	The general message format defines the plain 5GS message, quote of the sub-clause 9.1:
[image: image1.emf]Within the protocols defined in the present document, every 5G S   NAS message is a standard L3 message as defined in  3GPP   TS   24.007   [ 11 ]. This means that the message consists of the following parts:   1)   if the message is a  plain 5G S   NAS message :   a)   extend ed protocol discriminator;   b)   security header type   or  PDU session identity ;   c)   procedure transaction identity;   d)   message type;   e)   other information elements, as required.   2)   if the message is a security protected 5G S   NAS   message:   a)   extended protocol discriminator;   b)   security header type ;   c)   message authentication code ;   d)   sequence number ;   e)   plain  5GS  NAS message , as defined in item   1   The organization of a  plain  5G S   NAS message is illu strated in the example shown in figure   . 9 .1 .1 .    
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Extended protocol discriminator  octet 1  

Security header type associated with a spare half octet; or   PDU session identity  octet 2  

Procedure transaction identity  octet  2a*  

Message type  octe t  3  

 octet  4  

Other information elements as required   

 octet n  

Figure   . 9 .1.1: General message organization example for a  plain 5GS NAS message  


The sub-clause 9.1 further states that the security protected 5GS message contains a plain 5GS message. However, the message definition of the security protected 5GS message described differently as the term NAS message and not a plain 5GS NAS message is indicated. To further confuse more readers the NAS message IE is defined under clause 9.10 (IEs applicable to mobility management only), and not together with other information elements of the 5GS general format message which gives the impression that it’s not part of the general message format when it should be. Furthermore, the description of the NAS message IE indicates that this IE contains a “5GS NAS message” rather than a plain 5GS NAS message. Readers wonder what a 5GS NAS message is as based on present specifiction this could be any NAS message defined for 5GS. Note also that in the specification is described that it is possible to include even an EPS NAS message in 5GS (i.e., REGISTRATION REQUEST message).
Now, when considering TS 24.301 one can see that there it’s defined that the security protected NAS message contains a NAS message which is explicitly indicated as being only the plain NAS message. This message is in fact defined under clause 9 with the other information elements which are part of the NAS general message format and not under IEs applicable to mobility management (EMM).

Changes from agreed version at CT1#111bis (C1-184679)
It’s proposed not to create a new sub-clause 9.8A and not to void 9.10.3.30.

	
	

	Summary of change:
	The specification is made consistent and removes the need of two message definitions, i.e., plain 5GS NAS message and NAS message by using a only the plain 5GS NAS message and defining it under clause 9.8, that’s to say with the other information elements which are part of the NAS general message format.

	
	

	Consequences if not approved:
	The specification describes two different terms called plain 5GS NAS message and NAS message when only one is necessary. This leads to different understanding among implementers asking why there are two terms to refer two in principle the very same thing. In addition, the NAS message is defined under clause 9.10 when it’s actually a part of the general message format in 5GS (as decribed by sub-clause 9.1), and therefore it should be defined together with other information elements of this format.
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***** Next change *****
8.2.28.1
Message definition
This message is sent by the UE or the network to transfer a plain 5GS NAS message together with the sequence number and the message authentication code protecting the message. See table 8.2.28.1.1.
Message type:
SECURITY PROTECTED 5GS NAS MESSAGE
Significance:

dual

Direction:


both
Table 8.2.28.1.1: SECURITY PROTECTED 5GS NAS MESSAGE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.4
	M
	V
	1/2

	
	Message authentication code
	Message authentication code

9.8
	M
	V
	4

	
	Sequence number
	Sequence number

9.10
	M
	V
	1

	
	Plain 5GS NAS message
	Plain 5GS NAS message

9.9
	M
	V
	3-n


***** Next change *****
9.9
Plain 5GS NAS message

This IE includes a complete plain 5GS NAS message as specified in subclauses 8.2 and 8.3. The SECURITY PROTECTED 5GS NAS MESSAGE message (see subclause 8.2.28) is not plain 5GS NAS messages and shall not be included in this IE.

9.10
Sequence number
This IE includes the NAS message sequence number (SN) which consists of the eight least significant bits of the NAS COUNT for a security protected 5GS NAS message. The usage of SN is specified in subclause 4.4.3.

***** Next change *****


