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[bookmark: _Toc516842971][bookmark: _Toc508876842]4.8.2.3	Single-registration mode without N26 interface
At inter-system change from N1 mode to S1 mode in EMM-IDLE mode when:
a)	the UE supports non-IP PDN type and at least one PDU session is active; or 
b)	the UE does not support non-IP PDN type and at least one PDU session context of IPv4, IPv6 or IPv4v6 PDU session type is active,
the UE shall proceed as follows:
a)	if the UE supports sending an ATTACH REQUEST message containing a PDN CONNECTIVITY REQUEST message with request type set to "handover" to transfer a PDU session from N1 mode to S1 mode and the UE has received an "interworking without N26 supported" indication from the network, the UE shall:
1)	enter substates EMM-DEREGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE;
2)	map each PDU session supporting interworking to EPS to the default EPS bearer context of the corresponding PDN connection(s) and set the state of each default EPS bearer context, as specified in subclause 6.1.4.2; and
3)	initiate an EPS attach procedure and include a PDN CONNECTIVITY REQUEST message with request type set to "handover" in the ATTACH REQUEST message to activate a default EPS bearer context for one of the active PDU session contexts.
	After successful completion of the EPS attach procedure, the UE shall attempt to activate each of the other default EPS bearer contexts, if any, by initiating a stand-alone PDN connectivity procedure with request type set to "handover" in the PDN CONNECTIVITY REQUEST message; and
b)	otherwise, enter substates EMM-REGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE and initiate a tracking area update procedure (see 3GPP TS 24.301 [15]).
At inter-system change from N1 mode to S1 mode in EMM-IDLE mode when:
a)	the UE supports non-IP PDN type and no PDU session is active; or
b)	the UE does not support non-IP PDN type and no PDU session context of IPv4, IPv6 or IPv4v6 PDU session type is active,
the UE shall enter substates EMM-DEREGISTERED.NORMAL-SERVICE and 5GMM-DEREGISTERED.NO-CELL-AVAILABLE, and initiate an attach procedure.
At inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE shall:
a)	enter substate 5GMM-REGISTERED.NORMAL-SERVICE and substate EMM-REGISTERED.NO-CELL-AVAILABLE;
b)	map the default EPS bearer context(s) of the PDN connection(s), if any, to the corresponding PDU session(s) and set the state of each PDU session, as specified in subclause 6.1.4.2; and
c)	initiate the registration procedure for mobility and periodic registration update indicating "mobility registration updating" in the 5GS registration type IE of the REGISTRATION REQUEST message (see subclause 5.5.1.3).
After having successfully registered in N1 mode the UE shall:
a)	if the UE supports the PDU session establishment procedure with request type set to "existing PDU session" to transfer a PDN connection from S1 mode to N1 mode and the UE has received an "interworking without N26 supported" indication from the network, attempt to transfer all existing PDN connections, if any, from S1 mode to N1 mode by initiating the PDU session establishment procedure with request type set to "existing PDU session"; and
b)	otherwise, establish PDU sessions corresponding to all existing PDN connections, if any, by initiating the PDU session establishment procedure with request type set to "initial request".
See subclause 5.1.4.3 for coordination between 5GMM and EMM and subclause 6.1.4.2 for coordination between 5GSM and ESM.
[bookmark: _Toc508877020]***** change *****
[bookmark: _Toc516843164]5.5.2.2.3	UE-initiated de-registration procedure completion for 5GS services over 3GPP access
If the access type in the DEREGISTRATION REQUEST message indicates that the de-registration procedure is for 3GPP access, the AMF shall trigger the SMF to release the PDU session context(s) established over 3GPP access, if any, locally for this UE without peer-to-peer signalling between the UE and the SMF. The UE shall release the PDU session context(s) established over 3GPP access, if any, locally without peer-to-peer signalling between the UE and the SMF. The UE is marked as inactive in the AMF for 5GS services for 3GPP access. The AMF shall enter the state 5GMM-DEREGISTERED for 3GPP access.
If the UE supports N1 mode only then:
a)	if the de-registration procedure was performed due to disabling of 5GS services, then the UE shall enter the 5GMM-NULL state for 3GPP access;
b)	otherwise, the UE shall enter the 5GMM-DEREGISTERED state for 3GPP access.
[bookmark: _Toc508877021]***** change *****
[bookmark: _Toc516843165]5.5.2.2.4	UE-initiated de-registration procedure completion for 5GS services non-3GPP access
If the access type in the DEREGISTRATION REQUEST indicates that the de-registration procedure is for non-3GPP access, the AMF shall trigger SMF to release the PDU session context(s) established over non-3GPP access, if any, locally for this UE without peer-to-peer signalling between the UE and the SMF. The UE shall release the PDU session context(s) established over non-3GPP access, if any, locally without peer-to-peer signalling between the UE and the SMF. The UE is marked as inactive in the AMF for 5GS services for non-3GPP access. The AMF shall enter the state 5GMM-DEREGISTERED over non-3GPP access.
The UE shall:
-	if the de-registration procedure was performed due to disabling of 5GS services, enter the 5GMM-NULL state for non-3GPP access;
-	otherwise, enter the 5GMM-DEREGISTERED state for non-3GPP access.
[bookmark: _Toc508877022]***** change *****
[bookmark: _Toc516843170][bookmark: _Toc508877025]5.5.2.3.1	Network-initiated de-registration procedure initiation
The network initiates the de-registration procedure by sending a DEREGISTRATION REQUEST message to the UE (see example in figure 5.5.2.3.1.1).
NOTE:	If the AMF performs a local de-registration, it will inform the UE with a 5GMM messages (e.g. SERVICE REJECT message or REGISTRATION REJECT message) with 5GMM cause #10 "implicitly de-registered" only when the UE initiates a 5GMM procedure.
The network may include a 5GMM cause IE to specify the reason for the DEREGISTRATION REQUEST message. The network shall start timer T3522. The network shall indicate whether re-registration is needed or not in the De-registration type IE. The network shall also indicate via the access type whether the de-registration procedure is:
a)	for 3GPP access; or
b)	for 3GPP access, non-3GPP access or both when the UE is registered in the same PLMN for both accesses.
The AMF shall trigger the SMF to release the PDU session context(s) over the indicated access(es), if any, for the UE locally and enter state 5GMM-DEREGISTERED-INITIATED.


Figure 5.5.2.3.1.1: Network-initiated de-registration procedure
[bookmark: _Toc508877026]***** change *****
[bookmark: _Toc516843221]6.1.4.1	Coordination between 5GSM and ESM with N26 interface
Interworking to EPS is supported for a PDU session, if the context PDU session includes the mapped EPS bearer. The SMF shall not include any mapped EPS bearer contexts associated with a PDU session for LADN. See coding of the Mapped EPS bearer contexts IE in subclause 9.10.4.5.
Upon inter-system change from N1 mode to S1 mode in EMM-IDLE mode, the UE shall create the default EPS bearer context and the dedicated EPS bearer context(s) based on the parameters of mapped EPS bearer contexts in the PDU session context, if available. The UE uses the parameters from each PDU session for which interworking to EPS is supported to create corresponding default EPS bearer context and optionally dedicated EPS bearer context(s) as follows:
a)	the PDU session type of the PDU session shall be mapped to the PDN type of the default EPS bearer context as follows:
1)	the PDN type shall be set to "non-IP" if the PDU session type is "Ethernet" or "Unstructured";
2)	the PDN type shall be set to "IPv4" if the PDU session type is "IPv4";
3)	the PDN type shall be set to "IPv6" if the PDU session type is "IPv6"; and
4)	the PDN type shall be set to "IPv4v6" if the PDU session type is "IPv4v6";
b)	the PDU address of the PDU session shall be mapped to the PDN address of the default EPS bearer context as follows:
1)	the PDN address of the default EPS bearer context is set to the PDU address of the PDU session, if the PDU session type is "IPv4", "IPv6" or "IPv4v6"; and
2)	the PDN address of the default EPS bearer context is set to zero, if the PDU session type is "Ethernet" or "Unstructured";
c)	the DNN of the PDU session shall be mapped to the APN of the default EPS bearer context;
d)	the APN-AMBR and extended APN-AMBR received in the parameters of the default EPS bearer context of the mapped EPS bearer contexts shall be mapped to the APN-AMBR and extended APN-AMBR of the default EPS bearer context;
e)	for each PDU session of a PDU session in state PDU SESSION ACTIVE or PDU SESSION MODIFICATION PENDING the UE shall set the state of the mapped EPS bearer context(s) to BEARER CONTEXT ACTIVE; and
f)	for any other PDU session of a PDU session the UE shall set the state of the mapped EPS bearer context(s) to BEARER CONTEXT INACTIVE.
Additionally, for each mapped EPS bearer context in the PDU session:
a)	the EPS bearer identity shall be set to the EPS bearer identity received in the mapped EPS bearer context, or the EPS bearer identity associated with the QoS flow;
b)	the EPS QoS parameters shall be set to the mapped EPS QoS parameters of the EPS bearer received in the mapped EPS bearer context, or the EPS QoS parameters associated with the QoS flow;
c)	the extended EPS QoS parameters shall be set to the mapped extended EPS QoS parameters of the EPS bearer received in the mapped EPS bearer context, or the extended EPS QoS parameters associated with the QoS flow; and
d)	the traffic flow template shall be set to the mapped traffic flow template of the EPS bearer received in the mapped EPS bearer context, or the stored traffic flow template associated with the QoS flow, if available.
After inter-system change from N1 mode to S1 mode, the UE shall associate the PDU session identity, the S-NSSAI, and the session-AMBR with the default EPS bearer context, and for each EPS bearer context mapped from one or more QoS flows, associate the QoS rule(s) for the QoS flow(s) with the EPS bearer context.
After inter-system change from N1 mode to S1 mode, the UE and the SMF shall maintain the PDU session type of the PDU session context if the UE supports non-IP PDN type and the PDU session type is "Ethernet" or "Unstructured".
When the UE is provided with a new S-NSSAI, a new session-AMBR, one or more new QoS rules in the Protocol configuration options IE or Extended protocol configuration options IE in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall discard the corresponding association(s) and associate the new value(s) with the EPS bearer context.
Upon successful completion of an attach procedure or tracking area updating procedure after inter-system change from N1 mode to S1 mode (see 3GPP TS 24.301 [15]), the UE shall delete any UE derived QoS rules.
Interworking to 5GS is supported for a PDN connection, if the corresponding default EPS bearer context includes a PDU session identity, session AMBR and one or more QoS rules (see 3GPP TS 24.301 [15]).
Upon inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE uses the parameters from the default EPS bearer context of each PDN connection for which interworking to 5GS is supported to create a corresponding PDU session as follows:
a)	the PDN type of the default EPS bearer context shall be mapped to the PDU session type of the PDU session context as follows:
1)	if the PDN type is "non-IP", the PDU session type is set to the locally available information associated with the PDN connection (either "Ethernet" or "Unstructured"), if available;
2)	if the PDN type is "IPv4" the PDU session type is set to "IPv4";
3)	if the PDN type is "IPv6", the PDU session type is set to "IPv6"; and
4)	the PDN type shall be set to "IPv4v6" if the PDU session type is "IPv4v6";
b)	the PDN address of the default EPS bearer context shall be mapped to PDU address of the PDU session, if the PDN type is "IPv4", "IPv6" or "IPv4v6";
c)	the APN of the default EPS bearer context shall be mapped to the DNN of the PDU session;
d)	for each default EPS bearer context in state BEARER CONTEXT ACTIVE the UE shall set the state of the mapped PDU session to PDU SESSION ACTIVE; and
e)	for any other default EPS bearer context the UE shall set the state of the mapped PDU session to PDU SESSION INACTIVE.
Additionally, the UE shall set:
a)	the PDU session identity of the PDU session to the PDU session identity included by the UE in the Protocol configuration options IE or Extended protocol configuration options IE in the PDN CONNECTIVITY REQUEST message, or the PDU session identity associated with the default EPS bearer context;
b)	the S-NSSAI of the PDU session to the S-NSSAI included by the network in the Protocol configuration options IE or Extended protocol configuration options IE in the ACTIVATE DEFAULT EPS BEARER REQUEST message, or the S-NSSAI associated with the default EPS bearer context;
c)	the session-AMBR of the PDU session to the session-AMBR included by the network in the Protocol configuration options IE or Extended protocol configuration options IE in the ACTIVATE DEFAULT EPS BEARER REQUEST message, or the session-AMBR associated with the default EPS bearer context; and 
d)	the SSC mode of the PDU session to "SSC mode 1".
For each EPS bearer context of the PDN connection, the UE shall create QoS flow(s) each of which is associated with the QoS rule(s) received in the Protocol configuration options IE or Extended protocol configuration options IE in the ACTIVATE DEFAULT EPS BEARER REQUEST message, ACTIVATE DEDICATED EPS BEARER REQUEST message, and/or MODIFY EPS BEARER REQUEST message (see 3GPP TS 24.301 [15]), or the QoS rules(s) associated with EPS bearer context.
After inter-system change from S1 mode to N1 mode, for each QoS flow mapped from a EPS bearer context the UE shall associate the EPS bearer ID, the EPS QoS parameters, the extended EPS QoS parameters, and the traffic flow template, if available, of the EPS bearer context with the QoS flow.
When the UE is provided with a new EPS bearer ID, a new EPS QoS parameters, a new extended EPS QoS parameters, or a new traffic flow template in the Mapped EPS bearer context IE of the PDU SESSION MODIFICATION COMMAND message for a QoS flow, the UE shall discard the corresponding association(s) and associate the new value(s) with the QoS flow.
When a QoS flow is deleted, all the associated EPS bearer context information that are mapped from the deleted QoS flow shall be deleted from the UE and the network. When an EPS bearer is released, all the associated QoS flow context information that are mapped from the released EPS bearer shall be deleted from the UE and the network.
NOTE:	If T35cd is running or deactivated for an [S-NSSAI, DNN] combination, or if T35ef is running or deactivated for an S-NSSAI, the UE is allowed to initate ESM procedures in EPS for the APN corresponding to that DNN, and if the APN is congested in EPS, the MME can send a back-off timer for the APN to the UE as specified in 3GPP TS 24.301 [15].
[bookmark: _Toc508877075]***** change *****
[bookmark: _Toc516843222]6.1.4.2	Coordination between 5GSM and ESM without N26 interface
When interworking without N26 is supported, the SMF does not provide the UE with the mapped EPS bearer context for a PDU session context.
NOTE 1:	Since the SMF does not provide the UE with the mapped EPS bearer context for a PDU session context, the UE does not know whether interworking to EPS is supported for a PDU session before attempting to transfer the PDU session context from N1 mode to S1 mode.
Upon inter-system change from N1 mode to S1 mode in EMM-IDLE mode, the UE shall use the parameters from each PDU session context which the UE intends to transfer to EPS to create the contents of a PDN CONNECTIVITY REQUEST message as follows:
a)	if the PDU session is a PDU session for emergency services, the request type shall be set to "handover of emergency bearer services". Otherwise the request type shall be set to "handover";
b)	the PDU session type of the PDU session context shall be mapped to the PDN type of the default EPS bearer context as follows:
1)	the PDN type shall be set to "non-IP" if the PDU session type is "Ethernet" or "Unstructured";
2)	the PDN type shall be set to "IPv4" if the PDU session type is "IPv4";
3)	the PDN type shall be set to "IPv6" if the PDU session type is "IPv6"; and
4)	the PDN type shall be set to "IPv4v6" if the PDU session type is "IPv4v6";
c)	the DNN of the PDU session shall be mapped to the APN of the default EPS bearer context; and
d)	the PDU session ID parameter in the PCO IE shall be set to the PDU session identity of the PDU session.
After inter-system change from N1 mode to S1 mode, the UE shall associate the PDU session identity with the default EPS bearer context.
Upon successful completion of an attach procedure after inter-system change from N1 mode to S1 mode (see 3GPP TS 24.301 [15]), the UE shall delete any UE derived QoS rules
When interworking without N26 is supported, the MME does not provide the UE with the mapped PDU session context for a PDN connection. When establishing a new PDN connection in S1 mode, if the UE wants to be able to attempt to transfer the PDN connection from S1 mode to N1 mode in case of inter-system change, the UE shall allocate a PDU session identity, indicate the allocated PDU session identity in the PDU session ID parameter in the PCO IE of the PDN CONNECTIVITY REQUEST and associate the allocated PDU session identity with the default EPS bearer context of the PDN connection.
NOTE 2:	Since the MME does not provide the UE with the mapped PDU session context for a PDN connection, the UE does not know whether interworking to 5GS is supported for a PDN connection for which the UE assigned a PDU Session identity before attempting to transfer the PDN connection from S1 mode to N1 mode.
Upon inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE uses the parameters from the default EPS bearer context of each PDN connection which the UE intends to transfer to 5GS and for which the UE has allocated a PDU session identity to create a PDU SESSION ESTABLISHMENT REQUEST message as follows:
a)	if the PDN connection is for emergency bearer services, the request type shall be set to "existing emergency PDU session". Otherwise the request type shall be set to "existing PDU session";
b)	the PDN type of the default EPS bearer context shall be mapped to the PDU session type of the PDU session context as follows:
1)	if the PDN type is "non-IP", the PDU session type is set to the locally available information associated with the PDN connection (either "Ethernet" or "Unstructured"), if available;
2)	if the PDN type is "IPv4" the PDU session type is set to "IPv4";
3)	if the PDN type is "IPv6", the PDU session type is set to "IPv6"; and
4)	the PDN type shall be set to "IPv4v6" if the PDU session type is "IPv4v6";
c)	the APN of the default EPS bearer context shall be mapped to the DNN of the PDU session context; and
d)	the PDU session ID shall be set to the PDU session ID associated with the default EPS bearer context.
[bookmark: _Toc516007618]***** change *****
[bookmark: _Toc516843280][bookmark: _Toc508877126]6.4.1.3	UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF emergency configuration data.
If interworking to EPS is supported for the PDU session, the SMF shall set in the PDU SESSION ESTABLISHMENT ACCEPT message:
a)	the Mapped EPS bearer contexts IE to the EPS bearer contexts mapped from one or more QoS flows of the PDU session context; and
b)	the EPS bearer identity parameter in the QoS rules IE to the EPS bearer identity corresponding to the QoS flow, for each QoS flow which can be transferred to EPS.
Furthermore, the SMF shall store the association between the QoS flow and the mapped EPS bearer context, for each QoS flow which can be transferred to EPS.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
a)	the received SSC mode in the SSC mode IE included in the PDU SESSION ESTABLISHMENT REQUEST message based on the subscription, the SMF configuration, or both.;
b)	either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration, if the SSC mode IE is not included in the PDU SESSION ESTABLISHMENT REQUEST message.
If the PDU session is an emergency PDU session, the SMF shall set the Selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to "SSC mode 1". If the PDU session is a non-emergency PDU session of "Ethernet" or "Unstructured" PDU session type, the SMF shall set the Selected SSC mode IE to "SSC mode 1" or "SSC mode 2". If the PDU session is a non-emergency PDU session of "IPv4", "IPv6" or "IPv4v6" PDU session type, the SMF shall set the selected SSC mode IE to "SSC mode 1", "SSC mode 2", or "SSC mode 3".
If the PDU session is a non-emergency PDU session, the SMF shall set the S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
a)	the S-NSSAI of the PDU session; and
b)	the mapped configured S-NSSAI for the HPLMN, if available, in roaming scenarios.
The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the PDU session type of the PDU session.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv4v6", the SMF shall select "IPv4", "IPv6" or "IPv4v6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.
If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
If the selected PDU session type is "IPv6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an interface identifier for the IPv6 link local address allocated to the UE in the PDU session.
If the selected PDU session type is "IPv4v6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address and an interface identifier for the IPv6 link local address, allocated to the UE in the PDU session.
The SMF shall set the DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the DNN of the PDU session.
The SMF shall set the Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.
If the selected PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a 5GSM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and may include the RQ timer IE set to an RQ timer value in the PDU SESSION ESTABLISHMENT ACCEPT message.
If the selected PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a Maximum number of supported packet filters IE, the SMF shall consider this number as the maximum number of packet filters that can be supported by the UE for this PDU session. Otherwise the SMF considers that the UE supports 16 packet filters for this PDU session.
If the value of the RQ timer is set to "deactivated" or has a value of zero, the UE considers that RQoS is not applied for this PDU session.
NOTE:	If the 5G core network determines that reflective QoS is to be used for a QoS flow, the SMF sends reflective QoS indication (RQI) to UPF to activate reflective QoS. If the QoS flow is established over 3GPP access, the SMF also includes reflective QoS Attribute (RQA) in QoS profile of the QoS flow during QoS flow establishment. 
If the selected PDU session type is "IPv6" or "IPv4v6" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a 5GSM capability IE with the MH6-PDU bit set to "Multi-homed IPv6 PDU session supported", the SMF shall consider that this PDU session is supported to use multiple IPv6 prefixes.
If the DN authentication of the UE was performed and completed successfully, the SMF shall set the EAP message IE of the PDU SESSION ESTABLISHMENT ACCEPT message to an EAP-success message as specified in IETF RFC 3748 [34], provided by the DN.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3580, shall release the allocated PTI value and shall consider that the PDU session was established.
The UE shall store the authorized QoS rules and session-AMBR received in the PDU SESSION ESTABLISHMENT ACCEPT message for the PDU session.
The UE shall store the mapped EPS bearer contexts, if received in the PDU SESSION ESTABLISHMENT ACCEPT message. Furthermore, the UE shall also store the association between the QoS flow and the mapped EPS bearer context, for each QoS flow which can be transferred to EPS, based on the received EPS bearer identity parameter in QoS rules IE and the mapped EPS bearer contexts.
If the UE requests the PDU session type "IPv4v6" and:
a)	the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or
b)	 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";
the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) with a single address PDN type (IPv4 or IPv6) other than the one already activated.
If the UE requests the PDU session type "IPv4v6", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) and the PDU session type "IPv6" until the PDU session is released.
If the UE requests the PDU session type "IPv4v6", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) and the PDU session type "IPv4" until the PDU session is released.
If the selected PDU session type of the PDU session is "Unstructured" or "Ethernet", the UE supports inter-system change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, and the parameters list field of one or more QoS rules received in the QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message contains an EPS bearer identity (EBI) then the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more QoS rules.
[bookmark: _Toc508877127]***** change *****
[bookmark: _Toc516843495][bookmark: _Toc508877353]8.3.2.6	Mapped EPS bearer contexts
This IE is included when interworking to EPS is supported for the PDU session context.
***** change *****
[bookmark: _Toc516843532][bookmark: _Toc508877447]8.3.9.6	Mapped EPS bearer contexts
This IE is included when interworking to EPS is supported for the PDU session context and the mapped EPS bearer contexts is modified.
***** change *****
[bookmark: _Toc516843629]9.10.3.53	Uplink data status
The purpose of the Uplink data status information element is to indicate to the network which preserved PDU session contexts have uplink data pending. 
The Uplink data status information element is coded as shown in figure 9.10.3.53.1 and table 9.10.3.53.1.
The Uplink data status information element is a type 4 information element with minimum length of 4 octets a maximum length of 34 octets.
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Figure 9.10.3.53.1: Uplink data status information element
Table 9.10.3.53.1: Uplink data status information element
	PSI(x) shall be coded as follows:

PSI(0):
Bit 1 of octet 3 is spare and shall be coded as zero.

PSI(1) – PSI(15):
0	indicates that no uplink data are pending for the corresponding PDU session identity.
1	indicates that uplink data are pending for the corresponding PDU session identity.

All bits in octet 5 to 34 are spare and shall be coded as zero, if the respective octet is included in the information element.



[bookmark: _Toc508877452]***** change *****
[bookmark: _Toc516843635]9.10.4.5	Mapped EPS bearer contexts
The purpose of the mapped EPS bearer contexts information element is to indicate a set of EPS contexts for a PDU session context, as described in subclause 6.1.4.1.
The mapped EPS bearer contexts information element is a type 6 information element with a minimum length of 7 octet and a maximum length of 65538 octets.
The mapped EPS bearer contexts information element is coded as shown in figure 9.10.4.5.1, figure 9.10.4.5.2, figure 9.10.4.5.3 and table 9.10.4.5.1.
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Figure 9.10.4.5.1: Mapped EPS bearer contexts
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	EPS bearer identity
	octet 4

	
	Length of Mapped EPS bearer context
	octet 5
octet 6

	
	operation code
	DEB
bit
	E bit 
	Number of EPS parameters
	octet 7

	
	
EPS parameters list

	octet 8

	
	
	
octet u


Figure 9.10.4.5.2: Mapped EPS bearer context
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Figure 9.10.4.5.3: EPS parameters list
Table 9.10.4.5.1: Mapped EPS bearer contexts information element
	EPS bearer identity (octet 4)

The EPS bearer identity is used to identity the EPS bearer, and is coded as specified in subclause 9.3.2 of 3GPP TS 24.301 [15].

Operation code (bits 8 to 7 of octet 7)
Bits
8 7
0 0 Reserved
0 1 Create new EPS bearer
1 0 Delete existing EPS bearer
1 1 Modify existing EPS bearer

DEB bit (bit 6 of octet 7)
The DEB bit indicates whether the EPS bearer is the default EPS bearer and it is encoded as follows:
Bit
6
0	the EPS bearer is not the default EPS bearer.
1	the EPS bearer is the default EPS bearer.

E bit (bit 5 of octet 7)
For the "create new EPS bearer" operation, the E bit is encoded as follows:
Bit
5
0	parameters list is not included
1	parameters list is included
For the "modify existing EPS bearer" operation, the E bit is encoded as follows:
Bit
5
0	previously provided parameters list extension
1	previously provided parameters list replacement

If the E bit is set to "parameters list is not included", the number of EPS parameters field has zero value. If the E bit is set to "parameters list is included", the number of EPS parameters field has non-zero value. If the E bit is set to "previously provided parameters list extension" or "previously provided parameters list replacement", the number of parameters field can have zero or non-zero value.

Number of EPS parameters (bits 4 to 1 of octet 7)
The number of EPS parameters contains the binary coding for the number of EPS parameters in the EPS parameters list field. The number of EPS parameters field is encoded in bits 5 through 1 of octet x+1 where bit 5 is the most significant and bit 1 is the least significant bit. 

EPS parameters list (octets 8 to u)
The EPS parameters list contains a variable number of EPS parameters.

Each EPS parameter included in the EPS parameters list is of variable length and consists of:
-	an EPS parameter identifier (1 octet); 
-	the length of the EPS parameter contents (1 octet); and
-	the EPS parameter contents itself (variable amount of octets).

The EPS parameter identifier field is used to identify each EPS parameter included in the EPS parameters list and it contains the hexadecimal coding of the EPS parameter identifier. Bit 8 of the EPS parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following EPS parameter identifiers are specified:
-	01H (Mapped EPS QoS parameters);
-	02H (Mapped extended EPS QoS parameters); and
-	03H (Traffic flow template).
-	04H (APN-AMBR).
-	05H (extended APN-AMBR).

If the EPS parameters list contains an EPS parameter identifier that is not supported by the receiving entity the corresponding EPS parameter shall be discarded.

The length of EPS parameter contents field contains the binary coded representation of the length of the EPS parameter contents field. The first bit in transmission order is the most significant bit.

When the parameter identifier indicates mapped EPS QoS parameters, the length and parameter contents field are coded as specified in subclause 9.9.4.3 of 3GPP TS 24.301 [15].

When the parameter identifier indicates mapped extended EPS QoS parameters, the length and parameter contents field are coded as specified in subclause 9.9.4.30 of 3GPP TS 24.301 [15].

When the parameter identifier indicates traffic flow template, the length and parameter contents field are coded from octet 2 as shown figure 10.5.144 and table 10.5.162 of 3GPP TS 24.008 [12].

When the parameter identifier indicates APN-AMBR, the length and parameter contents field are coded as specified in subclause 9.9.4.2 of 3GPP TS 24.301 [15].

When the parameter identifier indicates Extended APN-AMBR, the length and parameter contents field are coded as specified in subclause 9.9.4.29 of 3GPP TS 24.301 [15].



***** change *****
[bookmark: _Toc516843655][bookmark: _Toc508877470][bookmark: _Toc516007740][bookmark: historyclause]B.1	Causes related to nature of request
Cause #26 – Insufficient resources
	This 5GSM cause is used by the UE or by the network to indicate that the requested service cannot be provided due to insufficient resources.
Cause #27 – Missing or unknown DNN
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved.
Cause #28 – Unknown PDU session type
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the requested PDU session type could not be recognised or is not allowed.
Cause #29 – User authentication or authorization failed
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN due to a failed user authentication or revoked by the external DN or revoked by the external packet data network.
Cause #31 – Request rejected, unspecified
	This 5GSM cause is used by the network or by the UE to indicate that the requested service or operation or the request for a resource was rejected due to unspecified reasons.
Cause #34 – Service option temporarily out of order
	This 5GSM cause is sent when the network cannot serve the request because of temporary outage of one or more functions required for supporting the service.
Cause #35 – PTI already in use
	This 5GSM cause is used by the network to indicate that the PTI included by the UE is already in use by another active UE requested procedure for this UE.
Cause #36 – Regular deactivation
	This 5GSM cause is used to indicate a regular UE or network initiated release of PDU session resources.
Cause #39 – Reactivation requested
	This 5GSM cause is used by the network to request a PDU session reactivation.
Cause #43 –Invalid PDU session identity
	This 5GSM cause is used by the network or the UE to indicate that the PDU session identity value provided to it is not a valid value or the PDU session context identified by the PDU session identity IE in the request or the command is not active.
Cause #50 – PDU session type IPv4 only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type IPv4 is allowed for the requested IP connectivity.
Cause #51 – PDU session type IPv6 only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type IPv6 is allowed for the requested IP connectivity.
Cause #54 –PDU session does not exist
	This 5GSM cause is used by the network to indicate that the network does not have any information about the PDU session which is requested by the UE to transfer between 3GPP access and non-3GPP access or from the EPS to the 5GS.
Cause #67 – Insufficient resources for specific slice and DNN
	This 5GSM cause is by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice and DNN.
Cause #68 – Not supported SSC mode
	This 5GSM cause is used by the network to indicate that the requested SSC mode is not supported.
Cause #69 –Insufficient resources for specific slice
	This 5GSM cause is used by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice.
Cause #70 – Missing or unknown DNN in a slice
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved, in the slice.
Cause #81 – Invalid PTI value
	This 5GSM cause is used by the network or UE to indicate that the PTI provided to it is unassigned or reserved.
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