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***** Next change *****
11.4.12A
DIRECT_SECURITY_MODE_COMMAND
***** Next change *****
11.4.12A.1
Message definition

This message is sent by a commanding UE to a peer UE to establish the security for a direct link. See table 11.4.12A.1.1.

Message type:
DIRECT_SECURITY_MODE_COMMAND
Table 11.4.12A.1.1: DIRECT_SECURITY_MODE_COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	DIRECT_SECURITY MODE COMMAND message identity
	PC5-SP Message Type

12.5.1.1.
	M
	V
	1

	
	Sequence Number
	Sequence Number

12.5.1.2
	M
	V
	2

	
	UE Security Capabilities
	UE Security Capabilities
12.5.1.22
	M
	V
	2

	
	Nonce 2
	Nonce 2

12.5.1.31
	M
	V
	16

	
	Chosen Algorithms
	Chosen Algorithms

12.5.1.23
	M
	V
	1

	
	LSB of KD-sess ID
	LSB of KD-sess
12.5.1.24
	M
	V
	1

	16
	MSB of KD ID
	MSB of KD ID

12.5.1.27
	O
	TV
	3

	18
	KD Freshness 
	KD Freshness 

12.5.1.30
	O
	TV
	17

	24
	GPI
	GPI

12.5.1.18
	O
	TLV
	Variable

	1
	User Info
	User Info

12.5.1.3
	O
	TLV
	3-253

	22
	Signature
	Signature
12.5.1.33
	O
	TV
	130

	23
	Encrypted Payload
	Encrypted Payload

12.5.1.34
	O
	TLV
	Variable


***** End of changes *****
