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	Reason for change:
	For primary authentication, TS 33.501 specifies that EAP-AKA' authentication method shall be supported by the UE and the network for primary authentication and the Network Name field of the AT_KDF_INPUT parameter needs to contain prefix "5G:":
UE and serving network shall support EAP-AKA' and 5G AKA authentication methods.
EAP-AKA' is specified in RFC 5448. RFC5448 refers to TS24.302 as normative specification for Access network identity:
The Network Name field contains a UTF-8 string.  This string MUST be constructed as specified in [3GPP.24.302] for "Access Network Identity".  The string is structured as fields separated by colons(:). The algorithms and mechanisms to construct the identity string depend on the used access technology.
The construction rules specify how this information maps to an access network name.  Typically, the network name consists of the name of the access technology, or the name of the access technology followed by some operator identifier

that was advertised in a link-layer beacon.  In all cases,

[3GPP.24.302] is the normative specification for the construction in both the network and peer side.  If the peer policy allows running EAP-AKA' over an access technology for which that specification does not provide network name construction rules, the peer SHOULD rely only on the information from the AT_KDF_INPUT attribute and not
perform a comparison.

TS 24.501 defined SNN (serving network name) to be used as Network name in the AT_KDF_INPUT attribute of the EAP-request/AKA'-challenge message:

The serving network name (SNN) is used in the network name field of the AT_KDF_INPUT attribute defined in IETF RFC 5448 [40].

TS 24.302 needs to be updated to include access network identity for 5G.
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	Update the table of Access Network Identities to include SNN based access network identity for 5G.
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8.1.1.2
Definition of Access Network Identities for Specific Access Networks

Table 8.1.1.2-1 specifies the list of Access Network Identities defined by 3GPP in the context of non-3GPP access to EPC.

Table 8.1.1.2-1: Access Network Identities in the context of non-3GPP access to EPC
	Access Network Identity
	Type of Access Network

	ANID Prefix
	Additional ANID strings
	

	"HRPD" constant character string, see NOTE 1 and NOTE 2
 
	No additional ANID string, see NOTE 2 and NOTE 6
	cdma2000® HRPD access network

	"WIMAX" constant character string, see NOTE 1


	No additional ANID string, see NOTE 3 and NOTE 6
	WiMAX access network

	"WLAN" constant character string, see NOTE 1


	No additional ANID string, see NOTE 4 and NOTE 6
	WLAN access network

	"ETHERNET" constant character string, see NOTE 1


	No additional ANID string, see NOTE 5 and NOTE 6
	Fixed access network

	All other character strings

	Not applicable
	Not defined, see NOTE 6 and Annex B



	NOTE 1:
The quotes are not part of the definition of the character string.

NOTE 2:
The value of the ANID Prefix for cdma2000® HRPD access networks is defined in 3GPP2 X.S0057 [20]. 3GPP2 is responsible for specifying possible additional ANID strings applicable to the "HRPD" ANID Prefix.

NOTE 3:
WiMAX Forum is responsible for specifying possible additional ANID strings applicable to the "WIMAX" ANID Prefix.

NOTE 4: 
IEEE 802 is responsible for specifying possible additional ANID strings applicable to the "WLAN" ANID Prefix.

NOTE 5: 
IEEE 802 is responsible for specifying possible additional ANID strings applicable to the "ETHERNET" ANID Prefix.

NOTE 6:
Additional ANID Prefixes and ANID strings can be added to this table following the procedure described in the informative Annex B.




Table 8.1.1.2-2 specifies the list of Access Network Identities defined by 3GPP in the context of access to 5GCN.

Table 8.1.1.2-2: Access Network Identities in the context of access to 5GCN
	Access Network Identity
	Type of Access Network

	ANID Prefix
	Additional ANID strings
	

	SNN-service-code, which is "5G" constant character string, see NOTE 1 and NOTE 2

	SNN-network-identifier, see NOTE 2 

	N/A, see NOTE 3

	NOTE 1:
The quotes are not part of the definition of the character string.

NOTE 2: 
Serving network name (SNN) specified in 3GPP TS 24.501 [76] is used as 5G Access Network Identity.
NOTE 3: 
Type of Access Network is not applicable for 5G Access Network Identity.
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