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	Reason for change:
	Rapporteur review has identified the following issues with MONP message IEI encoding for MCData:

1. As specified in TS 24.379 Annex I (adapted from TS 24.007), the encoding of a TLV-E complies with the following rule:
Bit 8 of the IEI octet set to "0" and bits 7 to 4 set to "1" indicates a TLV-E formatted type 6 IE, i.e. the following two octets are length octets.

However, the following IEs are TLV-Es and the IEIs are not encoded according to the above rule:

Security parameters and Payload (IEI specified incorrectly as "80")

MCData group ID (IEI specified incorrectly as "81")

Recipient MCData user ID (IEI specified incorrectly as "82")

2. In the SDS OFF-NETWORK MESSAGE message, the Security parameters IE is defined as a TV of Type 3 format and is given the encoding "80". This is incorrect according the the following rule:

Bit 8 of the IEI octet is set to "1" indicates a TV formatted type 1 standard IE or a T formatted type 2 IEs. Hence, a 1 valued bit 8 indicates that the whole IE is one octet long
The Security parameters IE is not 1 octet long, and if it was the encoding for such a TV sets "-" in the 2nd nibble if the IE is 1 octet long.

	
	

	Summary of change:
	Rapporteur assigns the IEIs:

1. Security parameters and Payload to be "7A"

2. MCData group ID to be "7B"

3. Recipient MCData user ID to be "7C"

4. Security parameters to be "23"

	
	

	Consequences if not approved:
	MONP messages will not be decoded correctly by the receiver leading to loss of functionality.
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***** First change *****
15.1.4
DATA PAYLOAD message

15.1.4.1
Message definition

This message is sent by the UE to other UEs when sending an SDS data payload or an FD data payload. This message provides the data to be delivered to the user or application. For the contents of the message see Table 15.1.4.1-1.

Message type:
DATA PAYLOAD

Direction:


UE to other UEs (can be via the network for SDS and always via the network for FD)

Table 15.1.4.1-1: DATA PAYLOAD message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Data payload message identity
	Message type
15.2.2
	M
	V
	1

	
	Number of payloads
	Number of payloads
15.2.12
	M
	V
	1

	7A
	Security parameters and Payload
	MCData Protected Payload message
3GPP TS 33.180 [26]
	O
	TLV-E
	32-x

	78
	Payload
	Payload

15.2.13
	O
	TLV-E
	3-x


NOTE 1:
The Number of payloads IE dictates the number of Payload IEs that are included in the message by the sender. Multiple Payload IEs can be part of Security parameters and Payload IE if end-to-end security is required.
NOTE 2:
If end-to-end security is required for a one-to-one communication, Security parameters and Payload IE is included. Otherwise, if end-to-end security is not required for a one-to-one communication, Payload IE is included. For group communication, Payload IE is included.
NOTE 3:
Formatting of payloads as part of the Security parameters and Payload IE is specified in subclause 15.2.13.
***** Next change *****
15.1.7.1
Message definition

This message is sent by the UE to other UEs to share application or user payload in a SDS message. For contents of the message see Table 15.1.7.1-1.

Message type:
SDS OFF-NETWORK MESSAGE

Direction:


UE to other UEs

Table 15.1.7.1-1: SDS OFF-NETWORK MESSAGE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS off-network message message identity
	Message Type

15.2.2
	M
	V
	1

	
	Date and time
	Date and time

15.2.8
	M
	V
	5

	
	Number of payloads
	Number of payloads

15.2.12
	M
	V
	1

	
	Conversation ID
	Conversation ID

15.2.9
	M
	V
	16

	
	Message ID
	Message ID

15.2.10
	M
	V
	16

	
	Sender MCData user ID
	MCData user ID
15.2.15
	M
	LV-E
	3-x

	21
	InReplyTo message ID

	InReplyTo message ID

15.2.11
	O
	TV
	17

	22
	Application ID
	Application ID

15.2.7
	O
	TV
	2

	8-
	SDS disposition request type
	SDS disposition request type

15.2.3
	O
	TV
	1

	23
	Security parameters
	MCData Protected Payload message
3GPP TS 33.180 [26]
	O
	TV
	32

	7B
	MCData group ID
	MCData group ID
15.2.14
	O
	TLV-E
	4-x

	7C
	Recipient MCData user ID
	MCData user ID
15.2.15
	O
	TLV-E
	4-x

	78
	Payload
	Payload

15.2.13
	O
	TLV-E
	4-x

	10
	Extended application ID
	Extended application ID
15.2.24
	O
	TLV
	3-257


***** Next change *****
15.1.12
DEFERRED DATA RESPONSE message

15.1.12.1
Message definition

This message is sent by the MCData server to the MCData UE as response to the list of deferred group communications request from the MCData UE. 

Message type:
DEFERRED DATA RESPONSE
Direction:
Server to UE
Table 15.1.12.1-1: DEFERRED DATA RESPONSE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Deferred data response message identity
	Message type
15.2.2
	M
	V
	1

	
	Number of payloads
	Number of payloads
15.2.12
	M
	V
	1

	7A
	Security parameters and Payload
	MCData Protected Payload message
3GPP TS 33.180 [26]
	O
	TLV-E
	32-x

	78
	Payload
	Payload

15.2.13
	O
	TLV-E
	3-x


***** End changes *****
