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	Reason for change:
	It was agreed in 3GPP TR 29.891 to standardize the DNS procedures for AMF discovery by 5G-AN. See subclauses 6.8.7.1 and A.2. 
The 5G-AN (NG-RAN and N3IWF) is responsible for initiating SCTP connectivity with the AMF. This requires the 5G-AN to first obtain the AMF's IP address. 

In E-UTRAN, the association of MMEs to an eNB is quite static. Therefore, the IP addresses of MMEs are typically pre-configured to the eNB via OAM.

In 5GS however, the association of AMFs to 5G-AN nodes can be dynamic, e.g. in virtualized deployments where AMF instances may be added or removed for scalability or planned maintenance. In order to support dynamic associations between AMF and NG-RAN nodes, SA2 agreed the following requirement in subclause 5.21.2.1 (AMF Addition/Update) of 3GPP TS 23.501 [3]:

Information about new AMF should be published and available in the DNS system. It should allow 5G-AN to discover AMF and setup associations with the AMF required.
It allows the option for the 5G-AN to obtain the AMF IP endpoint(s) via DNS, as a possible alternative to OAM.

It is proposed to standardize in CT4 (in 3GPP TS 29.303 [62]) the stage 3 DNS procedure for AMF discovery by 5G-AN to ease 5G-AN implementations and interoperability (RAN and CN operators may be different when using network sharing), and ensure a clear and uniform AMF discovery procedure for all 5G-ANs (eNBs, gNBs, N3IWF connected to 5GC). 

5G-ANs may discover available AMFs e.g. based on (pre-configured) AMF Regions or AMF Set IDs or based on the TAIs the 5G-ANs are serving. The exact procedure (and criteria for AMF discovery) will be determined during the stage 3 normative work.  

NOTE:
The 5G-AN learns during the subsequent setup of the NGAP association the GUAMIs and S-NSSAIs the AMF is supporting (see subclause 16.3.4.2 of 3GPP TS 38.300 [29]).
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* * * First Change * * * *

19.4.3
Service and Protocol service names for 3GPP

A list of standardized "service-parms" names is required to identify a "service" as defined in section 6.5 of IETF RFC 3958 [74].
The following table defines the names to be used in the procedures specified in 3GPP TS 29.303 [73]:
Table 19.4.3.1: List of 'app-service' and 'app-protocol' names 
	Description
	IETF RFC 3958 section 6.5
 'app-service' name
	IETF RFC 3958 section 6.5
 'app-protocol' name

	PGW and interface types supported by the PGW
	x-3gpp-pgw
	x-s5-gtp, x-s5-pmip,
x-s8-gtp , x-s8-pmip,

x-s2a-pmip, x-s2a-mipv4, x-s2a-gtp, x-s2b-pmip, x-s2b-gtp, x-s2c-dsmip, 
x-gn, x-gp
See NOTE.

	SGW and interface types supported by the SGW
	x-3gpp-sgw
	x-s5-gtp, x-s5-pmip,
x-s8-gtp, x-s8-pmip,
x-s11, x-s12, x-s4,

x-s1-u, x-s2a-pmip, x-s2b-pmip
See NOTE.

	GGSN
	x-3gpp-ggsn
	x-gn, x-gp
See NOTE.

	SGSN
	x-3gpp-sgsn
	x-gn, x-gp, x-s4, x-s3, x-s16, x-sv, 
x-nqprime
See NOTE.

	MME and interface types supported by the MME
	x-3gpp-mme
	x-s10, x-s11, x-s3, x-s6a, x-s1-mme, x-gn, x-gp, x-sv, x-nq
See NOTE.

	MSC Server
	x-3gpp-msc
	x-sv

	UP function
	x-3gpp-upf
	x-sxa, x-sxb, x-sxc 

See NOTE.

	AMF
	x-3gpp-amf
	x-n2 

	NOTE:
When using Dedicated Core Networks, the character string "+ue-<ue usage type>" shall be appended to the 'app-protocol' name, for the interfaces applicable to Dedicated Core Networks, where <ue-usage-type>" contains one or more UE usage type values. See 3GPP TS 29.303 [73], 3GPP TS 29.272 [108] and 3GPP TS 29.273 [78].
Example: x-s5-gtp+ue-<ue usage type>
If multiple UE usage type values are embedded in the "+ue-<ue usage type>", they shall be separated by the symbol ".", e.g. "+ue-1.3.4.20" as specified in IETF RFC 3958 [74]. 

To select a network node with a particular network capability needed, the character string "+nc-<network capability>" shall be appended to the 'app-protocol' name, where < network capability > contains one or more network capability of the node. See 3GPP TS 29.303 [73].


Example: x-s5-gtp+nc-<network capability>

If multiple network capability of the node are embedded in the "+nc-<network capability>", they shall be separated by the symbol ".", e.g. "+nc-nr.5gs", as specified in IETF RFC 3958 [74].


NOTE 1:
The formats follow the experimental format as specified in IETF RFC 3958 [74]. For example, to find the S8 PMIP interfaces on a PGW the Service Parameter of "3gpp-pgw:x-s8-pmip" would be used as input in the procedures defined in IETF RFC 3958 [74]. 
NOTE 2:
Currently 'app-service' names identify 3GPP node type and 'app-protocol' identify 3GPP interfaces, which differs from more common usage of S-NAPTR where app-protocol is used for transport protocol. Type of nodes (i.e PGW, SGW, SGSN, MME, MSC Server etc) and interfaces (i.e. S11, S5, S8, Sv, etc.) follow the standard names from 3GPP TS 23.401 [72] ,3GPP TS 29.060 [6] and3GPP TS 23.216 [92] with prefix "x-" added.

NOTE 3:
x-gn denotes an intra-PLMN interface using GTPv1-C, x-gp denotes an inter-PLMN interface using GTPv1-C.

NOTE 4:
The app-service of x-3gpp-pgw with app-protocols x-gn or x-gp identifies the co-located GGSN function on a PGW. The app-service of x-3gpp-ggsn with app-protocols x-gn or x-gp identifies a GGSN function that is not co-located with a PGW. 
NOTE 5:
The app-service of x-3gpp-msc with app-protocol x-sv identifies the MSC Sv interface service. 
NOTE X:
The app-service of x-3gpp-amf with app-protocol x-n2 identifies the AMF N2 interface service.
* * * Next Change * * * *

28.3.2.x
AMF Set FQDN

An AMF Set within an operator's network is identified by its AMF Set ID, AMF Region ID, MNC and MCC. 

A subdomain name shall be derived from the MNC and MCC by adding the label "amfset" to the beginning of the Home Network Realm/Domain (see subclause 28.2).

The AMF Set FQDN shall be constructed as follows:

set<AMF Set Id>.region<AMF Region Id>.amfset.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org

where 
-
<MNC> = 3 digits

-
<MCC> = 3 digits


If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the AMF Set FQDN.

-
<AMF Set Id> and <AMF Region Id> are the hexadecimal strings of the AMF Set ID and AMF Region ID. If there are less than 2 significant digits in <AMF Region Id>, "0" digit(s) shall be inserted at the left side to fill the 2 digits coding. If there are less than 3 significant digits in <AMF Set Id>, "0" digit(s) shall be inserted at the left side to fill the 3 digits coding.
As an example, the AMF Set FQDN for the AMF Set 1, AMF Region 48 (hexadecimal), MCC 345 and MNC 12 is coded as:

"set001.region48.amfset.5gc.mnc012.mcc345.3gppnetwork.org"

* * * End of Changes * * * *


