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* * * First Change * * * *

7.4.39
Ciphering Data Set

This parameter contains a ciphering data set sent by the E-SMLC to the MME.

Table 7.4.39-1: Ciphering Data Set

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Ciphering Data Set
	M
	
	
	

	>Ciphering Set ID
	M
	
	INTEGER

(0..65535)
	

	>Ciphering Key
	M
	
	OCTET STRING (SIZE(16))
	

	>c0
	M
	
	BIT STRING (SIZE (1..128))
	

	>SIB Types
	M
	
	OCTET STRING (SIZE(4))
	This IE contains a bitmap indicating the positioning SIB types for which the ciphering data set is applicable:

-
a bit set to 0 indicates that the ciphering data set is not applicable to the corresponding positioning SIB type

-
a bit set to 1 indicates that the ciphering data set is applicable to the corresponding positioning SIB type

The mapping of the bits to the positioning SIB types is as follows:

-
bit 8 in the first octet maps to positioning SIB Type 1-1

-
bit 7 in the first octet maps to positioning SIB Type 1-2

-
bit 6 in the first octet maps to positioning SIB Type 1-3

-
bit 5 in the first octet maps to positioning SIB Type 1-4

-
bit 4 in the first octet maps to positioning SIB Type 1-5

-
bit 3 in the first octet maps to positioning SIB Type 1-6

-
bit 2 in the first octet maps to positioning SIB Type 1-7

-
bit 1 in the first octet maps to positioning SIB Type 2-1

-
bit 8 in the second octet maps to positioning SIB Type 2-2

-
bit 7 in the second octet maps to positioning SIB Type 2-3

-
bit 6 in the second octet maps to positioning SIB Type 2-4

-
bit 5 in the second octet maps to positioning SIB Type 2-5

-
bit 4 in the second octet maps to positioning SIB Type 2-6

-
bit 3 in the second octet maps to positioning SIB Type 2-7

-
bit 2 in the second octet maps to positioning SIB Type 2-8

-
bit 1 in the second octet maps to positioning SIB Type 2-9

-
bit 8 in the third octet maps to positioning SIB Type 2-10

-
bit 7 in the third octet maps to positioning SIB Type 2-11

-
bit 6 in the third octet maps to positioning SIB Type 2-12

-
bit 5 in the third octet maps to positioning SIB Type 2-13

-
bit 4 in the third octet maps to positioning SIB Type 2-14

-
bit 3 in the third octet maps to positioning SIB Type 2-15

-
bit 2 in the third octet maps to positioning SIB Type 2-16

-
bit 1 in the third octet maps to positioning SIB Type 2-17

-
bit 8 in the fourth octet maps to positioning SIB Type 2-18

-
bit 7 in the fourth octet maps to positioning SIB Type 2-19

-
bit 6 in the fourth octet maps to positioning SIB Type 3-1


Bits 5 to 1 in the fourth octets are spare and shall be coded as zero.

	>Validity Start time
	M
	
	OCTET STRING (SIZE(4))
	This IE contains the UTC time when the ciphering data set becomes valid, encoded in the same format as the first four octets of the 64-bit timestamp format as defined in section 6 of IETF RFC 5905 [16]. 

	>Validity Duration
	M
	
	INTEGER

(0..65535)
	In minutes

	>TAIs List
	O
	
	OCTET STRING (SIZE (7..97))
	This IE contains the TAIs of the tracking areas for which the ciphering data set is applicable. It is encoded as octets 2 to n of the Tracking area identity list IE specified in subclause 9.9.3.33 of 3GPP TS 24.301 [17]. 

If this IE is omitted, the ciphering data set is valid in the entire PLMN.


* * * End of Changes * * * *

